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This contributes recommends that the Mobile IP Home Agent function used for support of scenario 3, 4, and 5 services is best collocated with the GGSN function.

A Mobile IP home agent could be located independently of the GGSN or in the same architectural entity as the GGSN.  The advantages of collocation include architecturally a single anchor point for subscriber policy-based services, a single location for address allocation, the efficiency of data delivery over the GPRS infrastructure when mobile clients are at home, and the preservation of services control within the mobile operator network.

Mobile operators are currently in the process of deploying subscriber policy-based services such as mobile vpns, presence and push services, in-line content optimization and filtering.  These services are greatly simplified when subscriber traffic is anchored for purposes of identity and mobility at a single point in the network.  Locating mobility functions for alternate access technologies such as wireless LAN in the same location with mobility functions for GPRS/UMTS simplify the construction and operation of mobile operator networks.  Through such an architecture there is less equipment to operate, configure, provision, and maintain. 

Address allocation is already done through a number of mechanisms controlled at the mobility anchor point for the GPRS/UMTS networks.  Distribution of two mobility anchors, each with its own address allocation mechanism increases the operational complexity of mobile networks.  Addresses may be allocated on a mobile IP home agent, or a mobile IP home agent may be deployed in a location to intercept traffic destined for a GGSN.  In the former case address allocation needs to be done in another location in the operator network with a separate set of address allocation policies for those subscribers enabled for WLAN access in addition to those who are not enabled for WLAN access.  Deploying a home agent in a location near the GGSN with the ability to intercept traffic destined for the GGSN creates more operational complexity through having additional equipment to operate, provision, and maintain, and may impact network efficiency through additional control and signalling traffic and latency, in a way that would be noticeable in contrast to collocation of a Mobile IP home agent with a GGSN.

Collocating a Mobile IP home agent with a GGSN allows the mobile operator to treat the subscribers in the network as at home when they are on the GPRS network and roaming only over the WLAN.  This conserves bandwidth in the GPRS network as no additional tunneling overhead is needed over GPRS, nor is additional mobile IP control signaling needed.

One great risk for the mobile operator defining an architecture with a separate GGSN and Mobile IP home agent is the loss of control of data processing for traffic even on the GPRS network.  Separate home agents deployed in networks other than the mobile operator network facilitate third party service providers deploying services for mobile subscribers leaving the operator in the unenviable position of functioning as a bit-pipe for delivering packets into another network where increased revenue value-added services are provided.  A tunnel from a subscriber into a service provider network, or from a foreign agent in a GGSN (in a v4 architecture) into a service provider network, shuts the mobile operator out of the ability to provide per subscriber policy based packet services in the middle of the network.
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