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Introduction

Several mobile manufacturers who are members of Wireless Village have developed and are in the process of implementing a Client Server Protocol (CSP) and/or Server Server Protocol (SSP) in today’s systems (networks) that will be tomorrow's legacy systems. Support for these legacy systems will be needed and this contribution attempts to plan ahead for the needs of these legacy systems to prevent backward incompatibility issues. This contribution meets the requirements specified in 22.141, i.e. “5.3.f Transport Independency”, “5.3.c Forward Compatible Presence Service” and “5.3.d Interoperability with External Presence Services”. The contribution conforms to the “legacy gateway” approach in IMS.

This contribution proposes the support of the legacy users (CS / PS subscribers) who are implemented and deployed based on Wireless Village Client Server Protocol (CSP) and Server Server Protocol (SSP) protocols.

A new clause 4.3 is proposed in 23.841 v1.0.0. Clause 2, 4.1.3, 4.1.4, 5.2 and 5.3 are also revised. The following paragraphs describe the proposal and revision using track changes.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "3G Vocabulary".

[2]
3GPP TS 22.141: “Presence Service; Stage 1”.

[3]
CPIM Presence Information Data Format, Internet Draft in IMPP WG http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-pidf-01.txt, October 2001

[4]
SIP Extensions for Presence, Rosenberg et al., Internet-Draft in SIMPLE WG, http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-03.txt, September 2001

[5]
3GPP TS 33.203: "Access security for IP-based services"

[6]
3GPP TS 32.200: "Charging Principles"

[7]
3GPP TS 32.225: "Charging Data Description for the IMS domain"

[8]
3GPP TS 33.210: "Network Domain Security"

[9]
3GPP TS 23.228: "IM Subsystem Stage-2"

[10]
3GPP TS 23.218: "IP Multimedia (IM) Session Handling; IP Multimedia (IM) call model"

[11]
SIP-Specific Event Notification, Internet-Draft in SIP WG, http://www.ietf.org/internet-drafts/draft-ietf-sip-events-01.txt, November 2001

[12]
SIP Event Package for Buddy List Presence, Internet-Draft, http://search.ietf.org/internet-drafts/draft-rosenberg-simple-buddylist-package-00.txt, November 2001

[13]  
3GPP TS 29.061: "Packet Domain; Interworking between the Public Land Mobile Network (PLMN) supporting Packet Based services and Packet Data Networks (PDN)".

[14]
Wireless Village WV-001: “The Wireless Village initiative System Architecture Model v1.0”, February 2002

[15]
Wireless Village WV-003: “The Wireless Village initiative CSP: Client Server Protocol – Session and Transactions v1.0”, February 2002

[16]
Wireless Village WV-013: “The Wireless Village initiative SSP: Server Server Protocol – Semantics Document v1.0”, February 2002

4.1.3 Reference point External Agent – Presence Server (Pex)

This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations on the size of the presence information.

In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.  Presence information obtained from an external network by the External Agent is transferred across the Pex reference point to the Presence Server.

In case of supporting legacy users based on Wireless Village Solution [14], this interface shall be implemented with Wireless Village Server Server Protocol (SSP) [16] to bridge the communication between the legacy users and the Presence Server.

4.1.4 Reference point Watcher applications – Presence Server (Pw)

This interface shall allow a Watcher application to request and obtain presence information. [3] provides guidelines for such an interface. 

The transport shall not impose any limitations to the size of the presence information.

In order to provide the all the functionalities required on this interface, a combination of multiple protocols may be used.

This interface shall support both presence subscription and fetching operations.
In case of supporting legacy users based on Wireless Village Solution [14], the interface Pw between the Watcher applications and the Watcher Presence Proxy shall be implemented with Wireless Village Client Server Protocol (CSP) [15] and the interface Pw between the Watcher Presence Proxy and the Presentity Presence Proxy shall be implemented with Wireless Village Server Server Protocol (SSP) [16]
4.3 Support Legacy Users based on Wireless Village Solution
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Figure 3 – Support Legacy Users based on Wireless Village Solution

The Figure 3 shows the solution to support a legacy user requesting presence service based on Wireless Village Solution [14]. In Figure 3, the External Agent is implemented with a Wireless Village Server or Service Access Point (SAP). The Pex interface between the External Agent and the Presence Server is implemented with Wireless Village Server Server Protocol (SSP) [16]. The legacy handset connects to the External Agent (i.e. WV Server / SAP) with Wireless Village Client Server Protocol (CSP) [15]. The interactions are:

1. The legacy user connects to a Wireless Village Server / SAP via WV CSP, which may use HTTP, WAP or SMS binding.

2. The WV Server / SAP sets up the connection with the Presence Server via SSP, where either the Presence Service is interoperable between the Presence Service Element (PSE) of the WV Server and the Presence Server, or the PSE of the WV SAP is provisioned in the Presence Server. The SSP may use HTTP binding or SIP-based binding.
3. The WV Server / SAP, implementing the function of the Watcher Presence Proxy, sets up the connection with the Presentity Presence Proxy via SSP.
5.2 Watcher and Presentity Presence Proxy

When a Watcher application intends to access some presence information of a presentity, it first needs to find the Presence Server containing this information. 

The Watcher Presence Proxy provides the following functionality:

· Address resolution and identification of target networks associated with a presentity;

· Authentication of watchers;

· Interworking between presence protocols for watcher requests;

· Generation of accounting information for watcher requests.

The Presentity Presence Proxy provides the following functionality:

· Determination of the identity of the presence server associated with a particular presentity;

· Generation of accounting information for updates to presence information.

The Presentity and or the Watcher Presence Proxies may also be responsible for providing network configuration hiding. This is for further study.

The more exact functionalities of the Watcher and Presentity Presence proxy depends on the relative location and trust relations of the Watcher application and the Presence Server as detailed in section 5.6.2 and 5.6.4

Communications between the Presentity Presence Proxy and the Watcher Presence Proxy shall be based on SIP as shown in figure 3 below. Other IP-based mechanisms may also be needed to support the delivery of large amount of presence information. Support for non-SIP based Watchers may be provided by the use of an interworking functions located at the Watcher Presence Proxy.

In case of supporting legacy users based on Wireless Village Solution [14], the Watcher Presence Proxy will be implemented as a WV Server / SAP supporting the protocols as described in section 4.1.4.
5.3 External Agent

The Agent elements in the Presence Architecture are functionally distinct from the Presence Server functional element.  The generic function of the Agent elements is to make presence information available to the Presence Server element in standardized formats across standardized interfaces.

The External Agent element provides the following functionality:

· The External Agent supplies Presence information from external networks.

· The External Agent sends the Presence information across the Pex interface according to the format standardized for the Pex interface.

· The External Agent handles the interworking and security issues involved in interfacing to external networks.

· The External Agent handles interworking issues involved in interfacing to legacy users based on Wireless Village Solution [14]. Specifically, the Wireless Village Client Server Protocol (CSP) [15] shall be used for the communication between the legacy user and the External Agent. The Wireless Village Server Server Protocol (SSP) [16] shall be used for the communication between the External Agent and the Presence Server.

Examples of Presence Information that the External Agent may supply, include:

· Third party services (e.g. calendar applications, corporate systems) 

· Internet Presence Services 

· Other Presence Services
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