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Abstract of the contribution: this pCR is proposed to clean up the TR 23.700-80 for SA approval.
1. Discussion
[bookmark: _Toc352077766]It is proposed to clean up the TR before sending it for approval to SA. Unnecessary Editor’s Notes are moved and editorial/formatting corrections are provided.
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]It is proposed to clean up the TR 23.700-80 for SA approval as follows.

* Start of change * 
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This KI is to study whether and how 5GS provides assistance to AF and the UE for the AF and UE to manage the FL operation and model distribution/redistribution (i.e. FL member selection, group performance monitoring, adequate network resources allocation and guarantee) to facilitate collaborative Application AI/ML based Federated Learning operation between the application clients running on the UEs and the Application Servers.
In order to provide assistance to the AF and the UE for FL operations, it is proposed to study the following aspects:
On assistance to selection of UEs for FL operation:
-	Whether, how and what information provided by 5GC to the AF can help the AF to select and manage the group of UEs which will be part of FL operation.
NOTE:	The FL group management should be controlled and managed by the AF.
-	Whether, how and what information is required by the 5GC in order to assist the AF for selecting and managing the group of UEs which will be part of FL operation.
On performance monitoring/exposure:
-	How to monitor and expose a UE or a group of UEs performance (e.g. aggregated QoS parameters) as described in TS 22.261 [2] related to FL operations.
-	Whether and what existing or new monitoring events (e.g. QoS, location, load, congestion) are required to capture specific System Performance and Predictions for traffic related to AI/ML operations for FL operation.
Editor's note:	Whether 5GC is aware of the Application Layer FL operation so as to perform the above monitoring needs further discussion.
On FL performance:
-	How to assist AF to increase the FL performance (e.g. to manage latency divergence) among UEs when the application server receives the local ML model training information from different UEs in order to perform global model update.
* Next change * 
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To support AI/ML based services/applications via 5GS, the following architectural assumptions are made in the present study:
-	In Rel-18, an Application AI/ML operation is conducted within a single slice, i.e. all UEs which are involved in a given Application AI/ML operation are served by the same S-NSSAI and the Application Function (AF) belongs to this S-NSSAI.
-	In Rel-18, roaming is not supported, i.e. inter PLMN coordination aspects will not be studied.
-	5GC can differentiate Application Layer AI/ML traffic by using existing mechanisms defined in TS 23.501 [3].
NOTE 1:	The 5G System architecture to support the Application AI/ML operation in the current release should not preclude the support of roaming in a future release.
NOTE 2:	Whether 5GC needs to be aware of the Application Layer AI/ML operation type needs further discussions for the General Architecture Principles and will beis documented in clauses 7 and 8.
NOTE 3:	Different KPI requirements, as described in the subclause 7.10 of the TS 22.261 [2], need to be taken into account for AI/ML model transfer in 5GS. How to map these KPI requirements into 5GS QoS parameters is discussed under conclusions for KI#6.
* Next change * 
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Editor's note:	This clause is intended to document the candidate architecture solutions. Each solution should clearly describe which of the key issues it covers and how.
[bookmark: _Toc104475534][bookmark: _Toc112995331][bookmark: _Toc117658079]* Next change * 
[bookmark: _Toc117601944][bookmark: _Toc93305724][bookmark: _Toc104475596][bookmark: _Toc112995380][bookmark: _Toc117658145]7.2	Key Issue #2: 5GC information exposure to UE
Table 7.2-1: Evaluated based on the NAS based solution vs IEAF/AF based solution
	Evaluation Criteria
	Suggest to use NAS based solution to subscribe/request to network information and expose network information to UE
	Suggest to use IEAF/AF based solution to subscribe/request to network information and expose network information to UE
	Suggest to use NAS based solution to subscribe/request to network information and IEAF/AF based solution to expose network information to UE
	Suggest to use IEAF/AF based solution to subscribe/request to network information and NAS based solution to expose network information to UE
	Pros:
	Cons:

	Solution#2
	Not mentioned.
	The UE Application Client can Subscribe/Request to NWDAF via IEAF to request the information from 5GC, and the analytics result of NWDAF can be delivered to the UE Application via DCAF.
	Only mentioned IEAF based solution.
	Only mentioned IEAF based solution.
	Less complexity for UE to request the information via the IEAF.
Due to the analytic information from NWDAF are all user plane data, so it is more preferred to use the user plane to deliver the data.
	

	Solution#3
	Proposed to leverage the SMF serving the PDU Session for AI/ML based services/applications provides analytics information obtained from the NWDAF to the UE. The UE can enable analytics information exposure to UE during PDU Session Establishment procedure and PDU Session Modification procedure which will impact these two procedures.
	Not mentioned.
	Only mentioned NAS based solution.
	Only mentioned NAS based solution.
	Solution#3 leverages existing NAS signalling and SM procedures to enable network communication with the UE with built-in NAS security.
	Impact the NAS signalling. The UE can enable analytics information exposure to UE during PDU Session Establishment procedure and PDU Session Modification procedure which will impact these two procedures.
The SMF should understand or recognize the newly introduced parameters in UE request,
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.

	Solution#4
	Only mentioned that network information exposure to UE via NAS.
	For the request phase, the AF subscribes to the NWDAF on behalf of UE including UE identifier, Analytics ID, Area of Interest, Notification Target Address (+ callback URI), Target UE IP Address, UE's subscription correlation ID, and the analytics data of NWDAF can be delivered by the AF to the UE over application layer.
	Only mentioned that network information exposure to UE via NAS.
	The request is based on AF and the notification is based on NAS.
	No need for 5GC to translate UE's request as in Solution#2 and hence less complexity for UE to request the information via the AF.
The network information exposure to UE via NAS may have relatively low notification delay.
	Carry the same concern as Solution#2 w.r.t. IEAF related issues.
Impact the NAS signalling. The analytics information exposure to UE during PDU Session Modification procedure.
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.

	Solution#5
	Proposed to let SMF on behalf of the UE to subscribe specific Analytics to the NWDAF. The UE provides the input parameter required for these Analytics during the PDU Session Establishment Request or it may provide the input parameters using UL NAS TRANSPORT message, through the AMF. The SMF sends PDU Session Establishment accept including the analytics results or the AMF send the DL NAS transport including the analytics results.
	If the information delivery mode indicates the UE may use only "UP" or "Both", the UE may request a PDU Session Establishment to enable connectivity toward an AF (e.g. IEAF) and request Analytics and/or Event Notification and have those Analytics and Event Notification delivered over the UP, using the IEAF or other AF as an anchor.
	Based on policy or access to Network Analytics, e.g. showing high CP load, the SMF may route Analytics of Network Exposure notification through the UP, either directly through the UPF (via N4) or through and AF such as IEAF.
	Both NAS based solution and IEAF/AF based solution are mentioned. The UE may provide its capability (NAS/IEAF) upon registration. AMF checks if the UE is allowed to request and get Network Exposure information, and whether notifications/responses can be sent over the CP, UP or both.
	Similar considerations as the Solution#2 and Solution#3 for the pros.
	Supporting both UP and CP solutions may bring higher complexity to the network and the UE over proposals addressing UP or CP only solutions. It needs negotiation of the UE capability support for network exposure.
Existing NAS procedures are extended to enable authorization for delivery of Network analytics and to determine delivery mechanism, either CP or UP.
Similar concern as the Solution#2 and Solution#3 for the cons.

	Solution#8
	Partially applicable as the solution uses NAS to expose network information to UE in option A.
	Partially applicable.
For 5GC information that relate to an AF Session/PDU Session, the AF on behalf of UE subscribes via the PCF. The SMF sends an AF Session/PDU Session specific notification to the AF via the PCF. For other info, the AF directly subscribes the info to the NF/NWDAF for the UE, and the NF/NWDAF notifies the AF directly.
The AF may inform the UE, via application layer communication, about the assistance information based on the received information from 5GS and local configuration for option B.
	Partially applicable. The AF can notify the UE in option B for 5GC information.
	The request/subscription is based on AF and the notification to the UE is based on NAS in option A and via AF in option B.
	Same benefit as Solution#4.
Limited impact on NAS signalling for AF Session/PDU Session specific information, while reusing existing NFs and procedures for QoS change notification.
The network information exposure to UE via NAS may have relatively low notification delay.
	

	Solution#29
	Not mentioned.
	Not mentioned.
	Not mentioned.
	UE and AI/ML application servers negotiate the AI/ML task to be performed and the task related parameters, AF provides the subscription data of the AI/ML task to UDM via NEF. When the subscription data of the AI/ML task is changed, the UDM notify SMF. SMF determines the recommended service transmission time duration and exposes such parameter to UE via NAS.
Other option is the PCF requests analytics from NWDAF and then exposes network information (i.e. information based on network analytics) to the UE using UE policy.
	The network information exposure to UE via NAS may have relatively low notification delay.
	The request is not from UE directly, instead it is from UDM when the subscription data of the AI/ML task is changed. This solution only mentioned how to send the information to the UE, and hence it is only a partial solution.

	Solution#30
	Not mentioned.
	The UE Application Client can Subscribe/Request to NWDAF via IEAF to request the information from 5GC.
	Not mentioned.
	Only mentioned DCAF based solution.
	Sub-set of the solution#2 with similar considerations.
	Carry the same concern as Solution#2.

	Solution#31
	Proposed to leverage the AMF for provisioning of AI/ML assistance information to UE based on the analytics from the NWDAF. UE requests AI/ML assistance information in the registration procedure. AMF subscribes to NWDAF for a UE and support a NAS message to deliver results to UE.
	Not mentioned.
	Only mentioned NAS based solution.
	Only mentioned NAS based solution.
	Same advantage as solution #3 except using AM NAS. The solution leverages existing NAS signalling to enable network communication with the UE with built-in NAS security.
	NAS signalling is extended to support the new parameters for delivery of AI/ML assistance information.
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.



Table 7.2-2: Evaluated based on other specific criteria
	Evaluation Criteria
	The authorization control or network consent for network information or data analytics exposure to the UE
	The discovery and negotiation of the UE capability support for network exposure.
	Support for Multiple IEAFs
	Support the AI/ML translator (AIML-T)
	Pros:
	Cons:

	Solution#2
	The NWDAF determines the authorization information for the UE based on local policy and the network consent as a UE subscription data from the UDM about whether the UE has subscribed to the service that obtaining some specific analytics ID from network.
	Not mentioned.
	There could be more than one IEAF to support the given application at different service areas. The NWDAF can use the NRF to discover the IEAF serving the UE currently.
	Not mentioned.
	Solution #2 suggest to support the authorization control or network consent for network information or data analytics exposure to the UE. The network can prevent the UE from receiving the information which is not related to the UE itself.
	Dependency on SA WG3 to finalize the secured user plane based approach to expose network info to UE.
Need further discussions to understand the necessity to support multiple IEAF s. Needs further discussion on DEC deployment cases.

	Solution#3
	The authorization control and network consent are performed by the SMF based on subscription data.
	The SMF provides 5GC info to the UE only when the UE requests it. (Enabling request for analytics information exposure from the UE can be considered as UE capability)
	Not mentioned.
	Not mentioned.
	Solution #3 supports the authorization control or network consent for data analytics exposure to the UE. The network can prevent the UE from receiving the information which is not related to the UE itself.
	

	Solution#4
	Not mentioned.
	Not mentioned.
	Not mentioned.
	Not mentioned.
	
	

	Solution#5
	There should be a Network controlled mechanism to enable the UE access to data collection as a whole or more specific data collection, through data collection policies, that pertains to certain Network capabilities/services, Operator policies may be used to determine which analytics a UE is allowed to collect.
	The UE may indicate its capability during the Registration procedure by including a new IE, e.g. "Network Exposure capability. The UE may also indicate whether it is capable of receiving Network Exposure Capability Notifications and or Analytics over the CP, UP or both". The UE capability may be used by the AMF/UDM to determine whether to check if the UE is allowed to request and get Network Exposure information, and whether notifications/responses can be sent over the CP, UP or both.
	Not mentioned.
	Not mentioned.
	Solution #5 suggest to support the authorization control or network consent for network information or data analytics exposure to the UE. The network can prevent the UE from receiving the information which is not related to the UE itself.
It provides a flexible mechanism that allows both CP and UP alternatives.

	In order to support both CP and UP solution, negotiate the UE capability with the network to support the AIML service is needed.

	Solution#8
	Not mentioned.
	UE and AF make some negotiations in the application layer to determine that 5GC information is required for the UE's local decision on application AI/ML operations and UE allows AF to subscribe the 5GC information on behalf of itself.
	Not mentioned.
	Not mentioned.
	The negotiation happens in the app layer which will have less complexity. Applications in the UE may reuse the same mechanism to trigger adaptation to potential QoS change and to QoS change notifications. This may simplify application layer implementation e.g. implement procedures to prepare adaptation when QoS change is predicted and finally execute adaptation when QoS actually change.
It uses built-in NAS security mechanism.
	TBD

	Solution#29
	Not mentioned.
	If UE has ability to perform AI/ML service, it will indicate to request AI/ML service notification.
	Not mentioned.
	Not mentioned.
	TBD
	Unclear the benefit for the new indicator and need further discussion.

	Solution#30
	Not mentioned.
	Not mentioned.
	Not mentioned.
	The AIML-T is responsible for translating (mapping) the Application layer AI/ML related requests received from UE(s) to the requests for 5GC and converting the information or analytics produced at 5GC to AI/ML assistance information for UE(s). The AI/ML translator could be integrated into IEAF/AF or NEF.
	The translator can effectively ensure that the core network understands the UE's request and also the raw analysis ID will not directly exposure to the UE.
	If the AIML-T resides at the 3rd party domain, it may introduce more signalling overhead because the 5GC cannot apply any filtering before information is sent to the AF.

	Solution#31
	The authorization control and network consent are performed by the AMF based on UE subscription data from UDM. The NWDAF may further check authorization of a specific analytics IDs for the UE.
	Not mentioned. The UE may indicate its capability during the Registration procedure by including request for AI/ML assistance information. The AMF can check the inclusion of such parameters to determine UE's capability, and further confirm if the UE is allowed to request and get AI/ML assistance information by referring to subscription data.
	Not mentioned.
	Not mentioned.
	The solution supports the authorization control or network consent for data analytics exposure to the UE. The network can prevent the UE from receiving the information which is not related to the UE itself.
	



Editor's note:	Evaluation would need to be updated after SA2#153E based on approved solutions updates and based on the LS out to SA WG1/SA WG3/SA WG4.
* Next change * 
[bookmark: _Toc117601949]7.6.1	QoS performance measurement assistance to Application AI/ML operation
Table 7.6.1-1 lists solutions that addresses how to map performance KPIs into 5GS QoS parameters and the procedure to perform QoS Monitoring for the UE to AI/ML application traffic to perform both the AI/ML split, AI/ML download and federated learning as defined in KI#6.
Table 7.6.1-1: Mapping performance KPIs into QoS parameters. Procedure for Monitoring QoS parameters
	Solution
	Covers KI requirements
	Impacts on NFs
	Completeness
	Open issues/Editor´s Note (NOTE 1)

	#1
	Covers Delay
	Nnef_AFsessionWithQoS for QoS monitoring on delay and Nnef_EventExposure to subscribe to PDU Session Inactivity time and data usage information for the AIML traffic.
Impacts AF, NEF and SMF/UPF
	No open issues.
	None identified.

	#7
	Covers Delay and Bitrate and procedure.
	Impacts Nnef_AFSessiowithQoS (QoS reference is mandatory) and Npcf_SMPolicyControl
Impacts RAN, SMF, UPF, PCF, NEF and AF
	Not complete yet.
Unclear how the AF request QoS Monitoring, given that the QoS reference is mandatory parameter in Nnef_AFSessionwithQoS and the QoS parameters in the PCC rule are mandatory.
	How to request QoS monitoring only without requesting QoS is performed in not defined.
Editor´s noteNOTE:	On how RAN can provide data rate monitoringThere is no RAN impact.

	#15
	Covers Delay, Bitrate and Reliability. Covers the procedure.
	Impacts UE, UPF, SMF, AF.
It extends existing PMF with new functionality to monitor and do analytics.
Defines new services and service operations for PMF monitoring
	Not complete yet.
New services are not described.

	Editor's note:	Whether and how to support new UE measurement should coordinate with RAN group.
Editor's note:	How to support the co-existence of ATSSS and AIMLsys with PMF needs further clarification.
Open issue: Lack of details to describe how the new NF obtain the QoS monitoring requirements form AF for the target QoS Flow(s) prior to trigger the PMF for the QoS monitoring.

	NOTE 1: The evaluation needs updates when the Editor´s Note or open issues are resolved.




Based on the evaluations above, it can be stated that the AI/ML application request to monitor the latency provides the Requested 5GS Delay for the AI/ML application traffic in the procedure for Setting up an AF session with required QoS procedure as well as the subscription for QoS measurement. This follows the existing procedure for Setting up (or Update) an AF session with required QoS procedure.
Monitoring other QoS parameters such as packet loss rate or bandwidth is not described to a level that can be evaluated yet. However, monitoring if the bitrate can be achieved using the existing GBFR can or cannot be fulfilled that is already supported with and without provisioning of Alternative QoS requirements.
Based on the above, the proposal is that the monitoring and reporting resource utilization is performed for those performance KPIs described in clause 7.10 of TS 22.261 [2], those are Max. allowed UL/DL end to end latency into 5GS Requested latency then provided in the AF request for QoS procedures.
* Next change * 
[bookmark: _Toc117601953]7.7	Key Issue #7: 5GS Assistance to Federated Learning Operation
One of major goals with proposals addressing KI#7 is developing solutions to provide external exposure data to assist in the selection of FL members, therefore an evaluation may be made by classifying solutions in the way they propose the 5GC exposure mechanism.
Therefore, solutions may be classified, based on the entity (NF or NFs) providing data to AF either directly or through the NEF, as:
-	Class 1 (exposure coordinated by NEF):
-	Sol #17, sol#18, sol#21, sol#37, sol#39, sol#43, sol#46, sol#42 and sol#47 belong to this class.
-	Class 2 (exposure generated by NWDAF):
-	Sol #6, sol#19, sol#22, sol#24, sol#27, sol#41, and sol#45 belong to this class.
-	Class 3 (exposure coordinated by a newly defined AI/ML assistance function):
-	Sol #23, sol#25, sol#28, sol#40, sol#44 belong to class this class.
Sol#6 supports assistance to selection of UEs for FL operation and assistance on increasing FL performance on KI#7 by providing new analytic/prediction information for FL operation such as expected QoS, suggested time window and geographical distribution for each UE in target UE list. It assumes that AI/ML application server provides specific parameters which can be understood by 3GPP network such as candidate UE list, slice information, traffic pattern (model size, number of iterations, and time interval), and QoS requirements and NWDAF provides exposure of analytics information after interaction with PCF, AMF, and UDM to acquire status information relating to those parameters. Given that the AIML operation is conducted on a single slice according to clause 4.2, and considering that the AF is providing other parameters, e.g. SUPI and Group Id, it is not clear why the AF needs to provide the S-NSSAI and/or how the network slice information is used by the 5GC. It proposes that analytic information is provided by NWDAF to AF per time window. Analytics may be provided per iteration and/or on average, as suggested by the AF.
Sol#16 and Sol#37 both solution address monitoring of Group-MBR. This is an important aspect that needs to be covered, however Sol#37 seems to offer a more complete and straightforward approach by comparing the monitoring results against a Group-MBR threshold provisioned by the AF in the 5GC. This approach also results in reduced in a cleaner impact to NFs, where the NEF can aggregate bit-rate provide by the SMF and compare them against a threshold. Note: Monitoring Group-MBR is discussed under KI#1
Sol #17 supports assistance to selection of UEs for FL operation based on result of QoS monitoring in area or interest. It introduces UE filtering policy such as UE address(es), monitoring area, time interval, etc in order to select target UE. And it proposes to enhance NEF to handle new analytic operation such as selection of candidate UE based on UE filtering policy and result of QoS monitoring.
Sol #18 supports assistance to selection of UEs for FL operation based on analytic on UE's mobility in the target area. Similarly, to sol#17, it proposes UE filtering policy for UE selection, but it is focused on Area of Interest and enhancement of NEF to handle new analytic operation such as selection of candidate UE based on UE filtering policy and UE mobility analytic.
Sol #19 supports assistance to selection of UEs by providing enhanced analytic information on UE's mobility by NWDAF. It proposes to enhance existing UE's mobility analytic to include activation status of target application by adding interaction between PCF and NWDAF. The service operation between NWDAF and PCF is reusing existing service operation.
Sol #21 supports assistance for FL operation by providing event exposure on performance of group of UEs. It proposes to enhance NEF to support event exposure as group performance type but service operation between NEF and other NF e.g. PCF is performed per UE granularity.
Sol#22 supports assistance to selection of UEs for FL operation by providing new analytic such as suggestion of VN group with policy information including AM policy and SM policy. It proposes to enhance NWDAF to handle VN group decision, member selection, and derivation of relating policy. It assumes that AI/ML application server provides specific parameters which can be understood by 3GPP network such as candidate UE list, area information, S-NSSAI/DNN, and performance requirements.
Sol #23 supports assistance for FL operation by providing new service through a newly defined dedicated NF for Federated Learning assistance function (FLAF). It proposes that AI/ML AF request assistance to FLAF (via NEF) with detailed input parameters such as candidate UE's list and target location, and timing information and FLAF provides new analytics such as list of suggested UEs for FL operation.
Sol #24 supports assistance to selection of UEs by providing enhanced analytic information on WLAN performance per UE by NWDAF. It proposes to enhance existing WLAN performance analytic to WLAN performance analytics per UE granularity for a certain period and area. It only impacts NWDAF and AF.
Sol#25 supports assistance to selection of UEs for FL operation and assistance on increasing FL performance on KI#7 by introducing AIML NF which is used to response/notify with 5GS assistance information for external exposure. It provides detail input parameters for FL operation from AI/ML App server with subscription for AIML assistance information for FL operation and AIML NF/NEF provides exposure of updated assistance information e.g. new recommended UEs based on analytic information from NWDAF. It does not provide how the AIML NF may derives assistance information from the existing analytic information from NWDAF.
Sol #27 supports assistance to selection of UEs by providing enhanced analytic information on QoS sustainability and Service exposure analytics by NWDAF. It proposes to enhance existing QoS sustainability to include a single UE level granularity and to enhance Service Experience analytics to include success rates of transmission of FL traffic for some time. It may require more input data from OAM to provide RAN throughput per UE and may impact UE with new QoE metrics relating to FL data.
Sol #28 provided list of AI/ML services for assistance of FL operation. And it proposes the framework how to interact between AIML AF and AIML assistance network function based on service-based architecture.
Sol #39 supports assistance for FL operation by providing existing event exposure and analytics such as UE location, CM state, UE reachability, etc. It analysed list of event exposure for FL member selection and proposes to reuse current event exposure.
Sol #40 supports assistance to flexible selection of UEs for FL operation, assistance on increasing FL performance on KI#7 and introduces AFLSF (Application Federated Learning Support Function). It proposes to support a group QoS request in which the required QoS for multiple UEs can be requested via both a single service operation for the UEs in a FL group, and an enhancement of the PCF discovery of BSF. It also proposes AFLSF to provide assistance for FL configuration to the AF, and suggestion of candidate UE's list satisfying group QoS requirements. It also proposes UE-initiated request to join AIML session via 5GS which is embedded in session management request. It still for further study, whether the AFLSF requires awareness of FL operation modes to conduct the functionality described in the solution.
Sol #41 supports aggregated UE performance monitoring and exposure, by extending performance parameters provided by the NWDAF within the DN Performance analytics, by adding aggregated parameters such as aggregated traffic rate, and variance of traffic rate, packet delay and packet loss, as well as information of UEs that are too fast or slow. The current solution does not address UE in a group which traffic rate, packet delay and loss rate are above or below a threshold.
Sol #42 supports assistance to selection of UEs for FL operation and assistance on increasing FL performance on KI#7 by allowing the AF to include the AIML group information, and the AIML group performance information in the Nnef_GroupAFsessionWithQoS_Create request. When multiple UE(s) from the AF group are served by the same PCF, the NEF includes AIML Group performance information and AIML session indicator as input parameters in the Npcf_GroupPolicyAuthorization_Create request towards the PCF. When the PCF determines that the SMF needs updated policy information, the PCF provisions the PCC rule in SMF which contains AIML session indicator. With the AIML session indicator included in the PCC rule, the QoS flow binding ensures that the PCC rule is bound to a new QoS Flow and no other PCC rule is bound to this QoS Flow..
Sol #43 supports assistance to selection of UEs directly or via NEF, firstly by checking user consent data from UDM, then the UE location collected from AMF (optional), delay obtained by reusing QoS Monitoring procedure from UPF, Throughput UL/DL, Packet transmission, Packet retransmission information by reusing event exposure from UPF.
Sol #44 supports assistance to selection of UEs for FL operation by a new AI/ML assistance network function which is responsible for analysing of exposure data from other NF including NWDAF and exposure of assistance information for FL operation to the AF which may include selecting of UE list for FL operation. It proposes that AF to provide restriction criteria for selection of UE, but no other input parameters are provided.
Sol #45 supports assistance on FL performance by providing analytic information on DN Performance of each application server and with possible combination with other analytics such as UE Mobility and Network Performance. It proposes to enhance existing DN performance analysis to provide analytics of latency divergence between UEs and application servers.
Sol #46 supports assistance to selection of UEs for FL operation based on analytic on UE's mobility including moving direction. Similarly, to sol#18, it proposes UE filtering policy for UE selection with FL coverage and enhancement of NEF to handle some analytic operation such as selection of candidate UE based on UE filtering policy and UE mobility analytic.
Sol #47 supports assistance to selection of UEs for FL operation by composite event exposure. It proposes an enhancement of NEF to analyse composite analytic data for selection of candidate UE. It does not require enhancement of event exposure from other NF.
Editor's note:	Evaluation would need updates after SA2#152E progress, potential updates to the related solutions.
* End of changes * 
