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1.	Discussion
This paper proposes a conclusion for KI#3.
1.x	Support of limited AoS slices not matching deployed TAs
The TR conclusions include the following options as candidates:
Option 1:	Secondary TAs per cell based solution
Option 2:	reuse existing URSP rules with per cell level granularity
Option 3:	Reconfiguration of TAs
Option 4:	AMF is configured with S-NSSAI availability policies that the AMF sends to the UE
Option 1 has major system impacts, including RAN impacts as per incoming LSes. 
PROPOSAL x.1: option 1 has major system impacts and is proposed to not be pursued.
Option 2 uses the fact that URSP rules allows a per cell level granularity that the UE validates before using a URSP rule including an S-NSSAI to establish a new PDU Session. The option proposes that the UE uses the Route Selection Validation Criteria also for already established PDU Sessions and their traffic, e.g. if the UE moves outside the validity area the UE does not activate UP. 
Concerns have been raised by UE vendors to be required to use validation criteria of URSP rules for handling UP of existing PDU Sessions.
Option 2 also includes the functionality to enhance SM policies such that the SMF deactivates UP of PDU Sessions when UE moves outside an AoS (list of cells). If that is done, then the UE would not be required to apply Route Selection Validation Criteria to deactivate UP of already established PDU Sessions i.e. the UE would only need to check the Route Selection Validation Criteria when requesting UP to be activated.
OBSERVATION x.1: option 2 can, with enhancements to SM policies, avoid the UEs using UP of S-NSSAIs outside the AoS while avoiding the UE to continuously checking the Route Selection Validation Criteria for deactivating the UP when UE moves outside the AoS.
Option 3 proposes that OAM configures the cells of a TA that are outside AoS to have no or limited resources using existing NG-RAN OAM configuration functionality, while maintaining the S-NSSAI to be supported for the whole TA. 
The NG-RAN can take the resource situation into account at connected mode mobility i.e. cells that have no or limited resources allocated for a S-NSSAI used by the UE would be selected with lower priority. For idle mode mobility, the Rel-17 functionality of slice based cell reselection can be used to put lower priority to neighbour cells with no or limited resources allocated to a slice (i.e. if such slices are assigned a separate NSAG). If slice based cell reselection is not supported, then at RRC release, cell reselection priorities can be adapted based on the S-NSSAIs in use.
OBSERVATION x.2: available functionality can be used to impact the mobility procedures such that cells supporting the S-NSSAI are preferred over cells outside the AoS.
There have been discussions on how QoS and charging is handled with option 3, and also whether it means that 5GC needs to be cell aware.
A cell outside the AoS can be configured with either:
1)	some resources are possible to use for the S-NSSAI, or 
2)	no resources can be used for the S-NSSAI.
If the cell is configured with 1) some resources are possible to use for the S-NSSAI, then the gNB will accept DRBs to be established for a PDU Session for the S-NSSAI, but depending on the cell load for other S-NSSAIs likely only non-GBR QoS Flows will be possible or not demanding GBR QoS Flows.
If the cell is configured with 2) no resources for the S-NSSAI, then the gNB will not accept any DRB to be established for a PDU Session for the S-NSSAI.
Let’s assume the AoS is the same as the customer provided area (from Figure 6.26.2.2-1 in the TR), i.e. TA-1 is supporting the S-NSSAI, and the cells A, B and C are regarded as inside the AoS, whereas cells D and E are regarded as outside the AoS. Therefore, cells D and E are configured with 1) some or 2) no resources for the S-NSSAI.


When UE is moving between cells D/E and cells A/B/C the UE is moving into AoS or out of the AoS. When the UE is moving into AoS the user would want to experience adquate QoS and when the UE is moving out of the AoS the QoS is to be adapted (depending on load of cells D/E and the configuration of those cells for the S-NSSIA, whether to configure cells outside AoS with 1) or 2) can be part of the SLA agreement or up to the operator).
To accomplish a smooth QoS handling and appropriate charging differentiation when moving in and out of the AoS, we can re-use the mechanism Namf_EventExposure service with UE access and mobility information event UE moving in or out of a subscribed "Area Of Interest" as described in clauses 5.3.4.4 and 5.6.11 in TS 23.501. That is, SMF subscribes to the AoI with a PRA ID that OAM configures to the SMF for the S-NSSAI. The OAM configures NG-RAN with the information that the PRA ID means the cells A, B and C. Consequently, the 5GC does not need to be cell aware when handling the AoS for the S-NSSAI.
OBSERVATION x.3: With using the AoI, the 5GC can be kept agnostic to the actual cell IDs of the AoS.
When 1) some resources are possible to use for the S-NSSAI, i.e. the cells are configured to allow the S-NSSAI to use some resources, DRBs can be established (UP activated), but with QoS constraints e.g. non-GBR QoS Flows, or less demanding GBR QoS Flows. If GBR QoS Flows are possible, then Alternative QoS Profile(s) can be provided for suitable GBR QoS Flows. When the UE moves outside the AoS, the NG-RAN would notify the SMF that "GFBR can no longer be guaranteed" and the Alternative QoS Profile(s) that the NG-RAN can fulfil. When the UE moves inside the AoS, the NG-RAN would notify the SMF that "GFBR can be guaranteed again", i.e. the use of Alternative QS Profiles enables the possibility to keep the GBR QoS Flows while with a lower QoS when outside AoS. If Alternative QoS Profile(s) are not used, then GBR QoS Flows are released when moving outside the AoI and when the UE moves inside the AoI the SMF is notified and re-establish the GBR QoS Flows.
When 2) no resources are configured for the S-NSSAI, the DRBs (UP) related to the S-NSSAI are deactivated when the UE moves outside the AoS, and the SMF is also notified that the UE is outside of the AoI. When the UE moves inside the AoI, the SMF is notified and the SMF can again trigger UP activation, as per existing procedures. If the UE issues a Service Request for activating UP for the S-NSSAI while the UE is outside the AoS, the SMF either rejects the Service Request e.g. with cause code #22 (Congestion) and UE starts a timer (T3346). The SMF then stores the UE request for the duration of the timer and if the UE moves inside the AoI, the SMF triggers activation of the UP. If the SMF policy is to not allow PDU Sessions to be established outside the AoI, then SMF releases the PDU Session and relies upon UE to establish the PDU Sessions when UE enters the AoI (UE uses either existing URSP Validation criteria or the new S-NSSAI availability policies).
OBSERVATION x.4: option 3 enables suitable PDU Session, QoS Flow and UP handling when UE crosses the AoS border.
The SMF reports (to CHF) the data volume etc with the information whether the UE is inside or outside the AoI. 
OBSERVATION x.5: option 3, with use of AoI, enables CHF to get adequate information whether the UE is outside or inside the AoS.

PROPOSAL x.2: option 3 with the additional OAM configuration of AoI for the S-NSSAI to the SMF is to be used as basis for normative work. 
Option 4 enables the UE to receive, from the AMF, the information of the AoS e.g. a list of cells within a TA that corresponds to the AoS. The UE can avoid requesting the S-NSSAI (e.g. completely including in the Requested NSSAI, or avoid establishing PDU Sessions with the S-NSSAI, or only avoiding activation of UP) outside the AoS. However, as described above, the option 3 would already support such functionality.
The information to the UE could though be used to avoid some additional UE requests, but it then also implies that the 5GC needs to be configured with a list of cells corresponding to the AoS and the AoI that SMF been configured for using option 3.
When OAM configures a list of cells to be associated to a PRA ID and configures the PRA ID to the SMF, the OAM can also configure the the list of cells as AoS to 5GC NF e.g. AMF (or PCF or NSSF if AMF is to receive the information from another NF). A UE supporting the option 4 functionality would need to indicate that as a UE capability to the AMF, and then the AMF provides the UE with S-NSSAI validity policies i.e. in this case the list of cells corresponding to the AoS for the S-NSSAI.
The UE then is required to not establish a new PDU Session for the S-NSSAI outside the AoS as well as the UE is required to not activate UP outside the AoS (i.e. assuming the S-NSSAI can be registered i.e. provided in the Allowed NSSAI and also that an already established PDU Session can remain established in cells outside the AoS while in a TA supporting the S-NSSAI, unless the policies indicates that PDU Sessions are not allowed outside the validity conditions.
OBSERVATION x.6: option 4 can avoid some service requests requesting UP activation outside the AoS.
As the OAM is able to configure cells outside the AoS with either 1) some resources are possible to use for the S-NSSAI or with 2) no resources are configured for the S-NSSAI. If 1) applies then it may be better, e.g. as a network policy, to allow the UE to activate the UP also in cells outside the AoS, and therefore the information to the UE in such case would be more of an informative nature.
OBSERVATION x.7: option 4 functionality is not essential in case the cells outside the AoS are configured such that  some resources are possible to use for the S-NSSAI.
While option 4 functionality can avoid a Service Request reject for UEs requesting to activate UP outside the AoS, one can also enable UAC in the cells outside the AoS with Operator-defined access categories set to the S-NSSAI. However, if there is a larger amount of S-NSSAIs to use the functionality, then UAC with per S-NSSAI defined Operator-defined access categories is not suitable.
It can be noted, that option 4 could provide also more generally the TAs where S-NSSAIs of the Configured NSSAI is supported and whether there is some TAs with further constraints. Therefore, in principle option 4 can replace the extension of Rejected S-NSSAI as proposed for KI#5, as a UE getting the list of TAs support for an S-NSSAI with area contstraints, for a wider area related to where the UE is located, would not request an S-NSSAI from a TA where the S-NSSAI is not supported.
OBSERVATION x.8: option 4 also relates to KI#5 and can replace the extension to rejected S-NSSAI.
If there is a need to restrict even the vertical S-NSSAI from being registered, then option 4 can be used and the AMF would subscribe to the AoS cells as AoI (with same PRA ID as used for option 3) and the AMF then locally removes the vertical S-NSSAI from the Allowed NSSAI and updates the NSACF. As to steer the UE to the cells of the AoI, and in case NG-RAN impacts are to be avoided, the AMF can keep the vertical S-NSSAI as part of the Allowed NSSAI with the RFSP. In case, NG-RAN updates are preferred the AMF can provide a Target NSSAI to the NG-RAN with the vertical S-NSSAI (and any other registered S-NSSAI) as per Rel-17, and in case of a change of gNB the AMF can re-send the same Target NSSAI to the NG-RAN. The change to cells within the AoI will trigger the UE to register the vertical S-NSSAI again.
NOTE:	Strictly forbidding the vertical S-NSSAI from being registered when outside the AoS increases the signaling and it can mean that the UE is being rejected due to NSAC in case the maximum number of Ues been reaached and KI#4 reaches no conclusion to properly consider such scenarios though it would be important to make this clear for vertical customers. 
PROPOSAL x.3: discuss further whether to progress an option 4 solution to limit UE UP activation, and/or to have S-NSSAI strictly not as registered outside the AoS.
Summary of what option 3 would imply:
1.	OAM configures PRA ID value to be associated to cells that are configured with resources to comply with the S-NSSAI SLA
2.	OAM configures SMF with PRA ID to use for an S-NSSAI
3.	OAM configures RRM policies (e.g. cells outside PRA while still in TA would support the S-NSSAI , but have limited or no resources allocated for the S-NSSAI) in NG-RAN cells and the PRA ID 
4.	When a PDU Session for an S-NSSAI with a constrained AoS is established the SMF subscribes to AoI with configured PRA ID towards AMF and NG-RAN reports in/out of PRA
5.	SMF uses the in or out of PRA info from NG-RAN via AMF, as to set the reporting to CHF and to decide how to handle PDU Session, UP and QoS Flows e.g. whether to re-activate UP or QoS Flows when UE enters AoI.
6.	At connected mode mobility, the NG-RAN considers the candidate cells resource levels for the used S-NSSAIs

1.y	Support of temporary network slices
The KI#3 states the following related to this:
Network Slices are deployed for services over an Area of Service which may match the existing TAs or for which the Area of Service can be different. Currently, the network slice availability (i.e. where the network slices are defined to be supported) is designed to match deployed TA boundaries. In addition, the UEs and network configuration can be impacted when network slices are deployed and decommissioned over certain time interval (e.g. the Configured NSSAI can change when a network slice is no longer available or becomes available, this can affect the Allowed NSSAI and other parameters and in turn the RA may need to change, etc.).
This Key Issue will study how to address the issues described above and whether system level improvements are needed to mitigate e.g. the deployment and control plane issues that arise due to the currently defined system behaviour:
-	The support of services over network slices when the services have Area of Service not matching the existing deployed TA boundaries.
-	The support of network slices which have a limited lifetime (including how to gracefully terminate a network slice which can apply also to network slices which have a longer lifespan in order to avoid abrupt PDU Session release).
NOTE:	Coordination with SA WG5 can be needed for Network Slice Life Cycle Management aspects.
The notion of initiating and decommissioning of slices over and over again, periodically for some certain time interval does not make sense from an OAM perspective as it is rather much work to be done to go through the whole process and therefore, SA2 cannot assume that the time interval in scope for the work includes the full process of initiating and decommissioning of the slices i.e. the validity for using or not using the slice needs to be a policy and whether the operator decides to change the actual slices during such timeframe is up to deployments.
OBSERVATION y.1: the restriction of usage of an S-NSSAI outside the validity time is a policy and whether there is OAM impacts to the network slice is up to deployment and SA5.
As the validity of when a S-NSSAI can be used is a policy, the mechanism to enforce the usage when usage is allowed can be done by the 5GC. 
At roaming it is to be decided whether there can be a time validity policy to both S-NSSAI for VPLMN as well as for HPLMN. As the VPLMN needs to comply with SLA towards the HPLMN it does not make sense to have a policy to the S-NSSAI for the VPLMN, unless the VPLMN S-NSSAI can be changed during the lifetime using KI#1 functionality.
OBSERVATION y.2: the time validity policy can apply to the S-NSSAI for HPLMN.
The AMF is a suitable 5GC NF to enforce the time validity policy, at least for the non-roaming case. For the roaming case, the AMF could apply such time validity policy for the HPLMN S-NSSAI in case the policy is received from the HPLMN. The PCF is the main NF to handle policies and thefore suitable to being extended with such policy sent to the AMF.
PROPOSAL y.1: the time validity policy for the HPLMN S-NSSAI is sent by PCF (a VPCF receives the information from a HPCF) to the AMF and the AMF enforces the policy.
The AMF enforcement can include rejecting a requested S-NSSAI as well as removing an S-NSSAI from the Allowed NSSAI using UCU. The existing case value rejected for the RA can be used when rejecting the S-NSSAI, and that avoids the UE from requesting the S-NSSAI again while the UE is within the RA. Once the S-NSSAI is valid to use again the AMF issues a UCU without including the S-NSSAI as a rejected S-NSSAI.
Therefore, it seems like the time validity policy for the HPLMN S-NSSAI can be kept within the 5GC without impacting the UE, i.e. the enforcement can be done also for non-supporting UEs.
Whether to also send the time validity policy for the HPLMN S-NSSAI to the UE depends on the benefits of doing that .
OBSERVATION y.3: time validity policy for the HPLMN S-NSSAI can be enforced by the 5GC without UE impacts.
PROPOSAL y.2: Progress a 5GC solution without requiring UE impacts, as to at least support non updated UEs.
PROPOSAL y.3: Progress a 5GC solution, and if the UE supports S-NSSAI validity policies, send them to the UE to avoid UE requesting S-NSSAIs outside the validity for the S-NSSAI.
1.z	Graceful and gradual termination aspects
The KI#3 states the following related to this:
-	The support of network slices which have a limited lifetime (including how to gracefully terminate a network slice which can apply also to network slices which have a longer lifespan in order to avoid abrupt PDU Session release).
NOTE:	Coordination with SA WG5 can be needed for Network Slice Life Cycle Management aspects.
It is obvious and needed to consider the SA5 specifications when progressing the work, and TS 28.541 [X] includes support for graceful and gradual termination of NSIs and NSSIs by usage of a SHUTTING DOWN state, see figure 1 below.


FIGURE 1: Combined NSI state diagram for administrative state and operational state
The figure 1 shows the combined NSI state diagram for administrative state and operational state of systems in general. The administrative state SHUTTING DOWN, as defined in X.731, implies that the use of the resource is administratively permitted to existing instances of use only i.e. it can be translated to that the users admitted can continue to use the resources while no more users are admitted. The state transitions 2 from SHUTTING DOWN to LOCKED is in TS 28.541 triggered when “The last user of the NSI stops using the NSI” i.e. the SHUTTING DOWN state is enabling a graceful end of usage of the NSI. As an S-NSSAI can be related to multiple NSIs (and NSSIs), for an S-NSSAI to be stopped from being used, all the NSIs/NSSIs that the S-NSSAI is assisted to needs to be going through the same state transitions into LOCKED/DISABLED states before the S-NSSAI can be “removed”.
OBSERVATION z.1: the SHUTTING DOWN state is enabling a graceful end of usage of the NSI
As one would in some cases not want to wait for all the users to stop using the resource (NSI) before doing a transition to LOCKED state, it should also be possible to allow the admin to change the state from SHUTTING DOWN to LOCKED state by command (in fact that is supported in X.731, but seems to be missing in TS 28.541).
OBSERVATION z.2: A state transition from SHUTTING DOWN to LOCKED state enabled by operational command seems to be missing in TS 28.541 for NSI/NSSI.
With operator admin being able to use the state transitions in Figure 1 above and being able to set the strategies in the admin control, including the time for allowing the NSIs being in SHUTTING DOWN before admin triggers a state change to LOCKED by a command, there is no immediate need to provide any timer information to the NSI/NSSI as such i.e. the NFs do not need to have any time for decommission as that can be known, set and controlled in the operator admin system.
OBSERVATION z.3: There is no need for NFs to get the time for when the S-NSSAI, NSI is to be “stopped” being used.
Not defined by SA5 is what NFs to being used for blocking the new users when NSI (or all NSIs of the S-NSSAI) is in state SHUTTING DOWN. Ideally this should be one or few NF types. Some examples can be:
AMF:	For the non-roaming case the AMF is always involved in S-NSSAI handling and can be used to stop new users from being allowed to access the S-NSSAI.
NSSF:	The NSSF can stop providing the S-NSSAI at Network Slice selection 
NSACF:	While the NSACF is optional, the NSACF from Rel-18 can be used to stop new users both at roaming and non-roaming scenarios.
PCF:	PCF cannot fully stop new users, but if PCF updates the URSP rules removing the HPLMN S-NSSAI for the UEs then we can limit the UEs attempt to request the S-NSSAI.
UDM:	UDM is not aware of when the UE is registered to a S-NSSAI or not, but the UDM could from the Registration Type see whether the UE is performing an initial registration and could for such UEs avoid providing a S-NSSAI with all NSIs in SHUTTING DOWN state, and once the S-NSSAI is to be removed the UDM is notifying the registered AMFs with a subscription change that the S-NSSAI has been removed.
SMF:	SMF can update the NF Profile removing the S-NSSAI and that will avoid the SMF being selected for serving new PDU Sessions, when AMF uses NRF. The SMF can also reject new PDU Session Establishment requests.
OBSERVATION z.4: There are different NFs that can be involved in stopping new users when all the NSIs are set in SHUTTING DOWN state and which NF or NFs that are most suitable to use may dependent on the network setup and therefore operator dependent.
PROPOSAL z.1: Re-use the SHUTTING DOWN state for NSIs/NSSIs enabling a graceful end of usage of the S-NSSAI.
PROPOSAL z.2: Send an LS to SA5 pointing out that state transition from SHUTTING DOWN to LOCKED state enabled by operational command seems to be missing in TS 28.541 for NSI/NSSI.
PROPOSAL z.3: There is no need for NFs to get the time for when the S-NSSAI, NSI is to be “stopped” being used as time can be controlled by operational admin logic.
PROPOSAL z.4: NFs suitable to being used to stop new users using an S-NSSAI can be described as informative examples in 3GPP specifications.
Summary of observations and proposals:
Support of limited AoS slices not matching deployed TAs
OBSERVATION x.1: option 2 can, with enhancements to SM policies, avoid the UEs using UP of S-NSSAIs outside the AoS while avoiding the UE to continously checking the Route Selection Validation Criteria for deactivating the UP when UE moves outside the AoS.
OBSERVATION x.2: available functionality can be used to impact the mobility procedures such that cells supporting the S-NSSAI are preferred over cells outside the AoS.
OBSERVATION x.3: With using the AoI, the 5GC can be kept agnostic to the actual cell IDs of the AoS.
OBSERVATION x.4: option 3 enables suitable PDU Session, QoS Flow and UP handling when UE crosses the AoS border.
OBSERVATION x.5: option 3, with use of AoI, enables CHF to get adequate information whether the UE is outside or inside the AoS.
OBSERVATION x.6: option 4 can avoid some service requests requesting UP activation outside the AoS.
OBSERVATION x.7: option 4 functionality is not essential in case the cells outside the AoS are configured such that  some resources are possible to use for the S-NSSAI.
OBSERVATION x.8: option 4 also relates to KI#5 and can replace the extension to rejected S-NSSAI.
PROPOSAL x.1: option 1 has major system impacts and is proposed to not be pursued.
PROPOSAL x.2: option 3 with the additional OAM configuration of AoI for the S-NSSAI to the SMF is to be used as basis for normative work. 
PROPOSAL x.3: discuss further whether to progress an option 4 solution to limit UE UP activation, and/or to have S-NSSAI strictly not as registered outside the AoS.
Support of temporary network slices
OBSERVATION y.1: the restriction of usage of an S-NSSAI outside the validity time is a policy and whether there is OAM impacts to the network slice is up to deployment and SA5.
OBSERVATION y.2: the time validity policy can apply to the S-NSSAI for HPLMN.
OBSERVATION y.3: time validity policy for the HPLMN S-NSSAI can be enforced by the 5GC without UE impacts.
PROPOSAL y.1: the time validity policy for the HPLMN S-NSSAI is sent by PCF (a VPCF receives the information from a HPCF) to the AMF and the AMF enforces the policy.
PROPOSAL y.2: Progress a 5GC solution without requiring UE impacts, as to at least support non updated UEs.
PROPOSAL y.3: Progress a 5GC solution, and if the UE supports S-NSSAI validity policies, send them to the UE to avoid UE requesting S-NSSAIs outside the validity for the S-NSSAI.
Graceful and gradual termination aspects
OBSERVATION z.1: the SHUTTING DOWN state is enabling a graceful end of usage of the NSI
OBSERVATION z.2: A state transition from SHUTTING DOWN to LOCKED state enabled by operational command seems to be missing in TS 28.541 for NSI/NSSI.
OBSERVATION z.3: There is no need for NFs to get the time for when the S-NSSAI, NSI is to be “stopped” being used.
OBSERVATION z.4: There are different NFs that can be involved in stopping new users when all the NSIs are set in SHUTTING DOWN state and which NF or NFs that are most suitable to use may dependent on the network setup and therefore operator dependent.
PROPOSAL z.1: Re-use the SHUTTING DOWN state for NSIs/NSSIs enabling a graceful end of usage of the S-NSSAI.
PROPOSAL z.2: Send an LS to SA5 pointing out that state transition from SHUTTING DOWN to LOCKED state enabled by operational command seems to be missing in TS 28.541 for NSI/NSSI.
PROPOSAL z.3: There is no need for NFs to get the time for when the S-NSSAI, NSI is to be “stopped” being used as time can be controlled by operational admin logic.
PROPOSAL z.4: NFs suitable to being used to stop new users using an S-NSSAI can be described as informative examples in 3GPP specifications.

2 Proposal
It is proposed to include the above information in an interim conclusion for KI#2
FIRST CHANGE

[bookmark: _Toc117492803]8.3	Conclusions for KI#3
Editor's note:	These are interim conclusions.
For support of limited AoS slices not matching deployed TAs it is proposed that:
	Option1: Secondary TAs per cell based solution:
-	If the access to the network slice can be limited to only supporting devices (i.e. the slice customer can control the UE population): to retain the same behaviour as in current system (homogenous support in TA) a new feature is introduced in the system to handle secondary TAs for supporting UEs and networks.
Editor's note:	The above bullet is FFS and subject of feedback from RAN WGs.
	Option 2: reuse existing URSP rules with per cell level granularity:
-	Clarify that URSP rules allows a per cell level granularity that the UE is required to validate before using a URSP including an S-NSSAI, and also that the UE to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. This would then ensure cell level granularity of service availability without any protocol impacts, unless URSP rules is to be explicitly enhanced with new indication that the UE is to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. If the UE does not support enhancement of URSP to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic, SM policies are enhanced to release the PDU Sessions for the concerned S-NSSAI when the UE moves out of the AoS.
NOTE:	How the handover can be optimized to prevent the UE from leaving the slice service area (or entering into the slice service area) will be considered during normative phase based on RAN WG feedback.
	Option 3: Reconfiguration of TAs:
-	Reconfiguration of TAs while keeping the uniform support of S-NSSAIs in cells within the TAto keep the end-to-end significance of slice unchanged, but if an operator do not want to change the TA borders, the operator configures the cells of a TA that are outside AoS to have no or limited resources using existing NG-RAN OAM configuration.
The solution can be combined with a mechanism that limited the SM signalling for slices when the UE is outside the AoS e.g. Option 2.
	Option 4: AMF is configured with S-NSSAI availability policies that the AMF sends to the UE:
-	S-NSSAI Aavailability policies with the validity set to can be time and location information (e.g. a set of cells, or combination of cells and TAs), that are sent to the UE. The UE uses the policies and when the availability are not valid, the UE considers the S-NSSAI to be 1) not registered or 2) registered while no UP are allowed to be activated based on information in the received policy. 
NOTE 1:	Whether S-NSSAI validity policies is sent to the UE in the Configured NSSAI or separate is to be determined during normative phase.
NOTE 2:	How the handover can be optimized to prevent the UE from leaving the slice service area (or entering into the slice service area) will be considered during normative phase based on RAN WG feedback.
NOTE 3:	The AMF enforcement of the S-NSSAI availability policies e.g. when the UE does not support the policies will be described during normative phase based on AMF subscribing to AoI.
Editor's note:	It is FFS which option(s) are adopted for normative work (option 3 is already supported by current specifications).
[bookmark: _PERM_MCCTEMPBM_CRPT96880020___5]For improved support of temporary network slices:
	Option 1: Sending “Timing Information” about the configured/allowed slices to the UE:
-	"Timing Information" as described in Solution #24 can be used to track the start time, end time, and periodicity of the availability of the network slice, including any related temporary TA. A solution will be standardized that enabled the UE to be updated with timing information related to the availability of the configured/allowed slices. It is proposed to specify that the UE can be updated with timing information about the configured/allowed slices and this same timing information can also be provided from the RAN to the AMF when the serving PLMN RAN is configured with the timing information. The timing information can be associated to TAs, S-NSSAIs for temporary slices that also require deployment/support of temporary TAs. If the termination of a network slice is HPLMN initiated, then this information is passed to UE and RAN UE context in addition to AMF and SMF. If both VPLMN and HPLMN timing information applies the most constraining timing determines a slice availability.
-	When the timer associated with a S-NSSAI expires, then the UE and network removes the S-NSSAI locally from the allowed NSSAI if the S-NSSAI present in the allowed NSSAI.
-	When a slice is periodically available/unavailable, the principles of Solution #24 can be followed so that the associated PDU session can be retained and restored.
-	The UE sends capability that it supports timing information to the network. The network provides timing information to the supported UE.
	Option 2: URSP rule is enhanced with indication to request the UE to re-evaluation the URSP rules:
-	For timing restriction of the use of a network slice, URSP rules are enhanced with the requirement for the UE to re-evaluate the URSP rules periodically as per a standardized value or according to a value indicated by the PCF, and for the UE to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. As to enable enforcement in the network, the SMF enforces the UP of PDU Sessions and deactivates the UP according to the timing information that the SMF receives from PCF as part of the SM Policy.
	Option 3: Reusing existing URSP rule:
-	The PCF should generate URSP based on Temporary network slices related information stored in the UDR. UE can be aware of the validity timer of the slice or applicable area of the service in the validation criteria in URSP and manage the PDU Sessions for the related S-NSSAI accordingly based on the current design as described in clause 6.6.2.3 of TS 23.503 [12].
	Option 4: AMF is configured with S-NSSAI availability policies that the AMF sends to the UE:
-	AMF is configured with S-NSSAI availability policies that the AMF sends to the UE. Availability validity can be time and location. The UE uses the policies and when the availability are not valid, the UE considers the S-NSSAI to be 1) not registered or 2) registered while no UP are allowed to be activated based on information in the received policy.
Editor's note:	It is FFS which option are adopted for normative work.


NOTE 4:	Whether S-NSSAI validity policies is sent to the UE in the Configured NSSAI or separate is to be determined during normative phase.
NOTE 5:	The AMF enforcement of the S-NSSAI availability policies e.g. when the UE does not support the policies will be described during normative phase.
NOTE 6: relationship with KI#5 will be determined during the normative phase.

NOTE 7:	Temporary network slices does not mean that the network slices are decommissions and created as per the timing information, but the network slices are not meant to be available for use by the UE.
[bookmark: _PERM_MCCTEMPBM_CRPT96880021___5]For the graceful and gradual termination aspect:
	Option 1:
-	For decommission of a network slice, OAM and NF implementation (e.g. by updating URSP rules and to deregister not used S-NSSAIs) can handle the functionality without further standardization. Whether OAM provides timing information to an NF as to allow the NF to apply a change of resource utilization in advance, e.g. a time for how long time a Shutting Down state is to be valid, would be up to SA WG5.
-	UE can be aware of the validity timer of the slice or applicable area of the service in the validation criteria in existing URSP and release the PDU Sessions for the related S-NSSAI gracefully based on the current design as described in clause 6.6.2.3 of TS 23.503 [12].
	Option 2:
-	When a slice is decommissioned, the PDU Sessions of the slice should be gracefully (for supporting UEs of the timing information) and gradually released (for no supporting UEs of the timing information):
-	If the UE supports the timing information indicating time of network slice availability, the network may provide the timing information to the UEs so the UE knows in advance when a network slice ceases to be supported. In this case, the UE can take the necessary actions to prepare for the slice not becoming available.
-	In addition, the AMF, for non-supporting UEs and for the case of UE not performing any actions despite of the timing information provided by the network, may be triggered by the OAM to start gradually terminating PDU Session(s) associated with S-NSSAI subject to be terminated. The AMF releases PDU Session(s), associated with the S-NSSAI subject to be terminated, based on operator’s policy available at the AMF.
Editor's note:	Whether UDM need to signal anything to AMF is FFS.
Editor's note:	The above bullet is FFS and depends on the conclusion of temporary network slices.
Editor's note:	It is FFS which option are adopted for normative work.


END OF CHANGES
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