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Abstract: It is proposed to update the conclusion about re-using the existing LADN mechanism.
1. Introduction/Discussion
Conclusion of KI#4 describes how to restrict UE’s access:
2.	Existing methods, such as network slicing, forbidden area restriction, service area restriction, CAG, LADN, URSP rules can also be utilized to restrict UE's access, i.e. no need for additional normative work for access control in hosting network.
If the existing LADN mechanism is re-used in the localized service, UE can only access the localized service in the LADN service area.
The LADN service area is described in the clause 5.6.5 of TS 23.501:
A LADN service area is a set of Tracking Areas.
However, the service area for a localized service may be finer than the TA granularity such as cell id list. When the service area for a localized service is a set of Cell, AMF should trigger NG-RAN Location Reporting Procedure to determine whether UE is in the service area.
For example, hosting network has four cells called Cell A, Cell B, Cell C and Cell D. Tracking Area A includes Cell A, Cell B and Cell C. If the localized service A has a localized service area include Tracking Area A, AMF should trigger the existing LADN mechanism to determine whether UE is in the service area. If the localized service B has a localized service area only including Cell A, re-using the LADN mechanism may allow UE to access the localized service in Cell B or Cell C, which is not aligned with the location validity conditions.
The localized service provider has the service agreement with hosting network as concluded in KI#3. The validity restriction (i.e. the service area) of the localized service can be configured to AMF. When UE requires to access the localized service, AMF could determine the location validity conditions of the localized service and trigger the corresponding procedure:
-	When the localized service area is a set of Tracking Areas, the existing LADN mechanism could be performed.
-	When the localized service area is a set of Cell, AMF shall trigger NG-RAN Location Reporting Procedure to determine whether UE is in the service area.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-08.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc117258472]8.4.6	Conclusion for how localized service is accessed in hosting network per agreed conditions
The following principles based on the evaluation in clause 7.4.6 are recommended for the normative work:
1.	Validity conditions provided to the UE as part of the localized service information can be used to restrict the UE's access of the hosting network.
2.	Existing methods, such as network slicing, forbidden area restriction, service area restriction, CAG, LADN, URSP rules can also be utilized to restrict UE's access, i.e. no need for additional normative work for access control in hosting network.
If the LADN mechanism is applied, the service area restriction of a specific localized service can be TA list or cell list of the hosting network. The localized service provider has established a service agreement with hosting network as concluded in KI#3. The service area restriction of the localized service can be configured to the hosting network AMF. The hosting network AMF should determine whether a UE is in the service area based on the service area restriction of a localized service. 
-	If the service area restriction is a list of TAI, the AMF reuses the existing LADN mechanism to determine whether the UE is within the service area.
-	If the service area restriction is a list of Cell Id, the AMF should trigger NG-RAN Location Reporting Procedure as specified in clause 4.10 in TS 23.502 to determine whether UE is within the service area.
3.	In order to restrict access to a hosting network to a specific area, a hosting network operator may deploy and broadcast multiple hosting network IDs, i.e. SNPN IDs for SNPN case and CAG IDs in the case of PNI-NPN, in different areas depending on localized service area validity. Each localized service is mapped to a specific hosting network ID. Multiple localized service areas can be mapped to the same hosting network ID if their allowed service areas are the same. Validity conditions are also used by hosting network to restrict access.
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