3GPP TSG-SA WG2#154 e-meeting	S2-2210946
14-18 November 2022, Toulouse, France	(was S2-2210782)

Source:	Qualcomm Incorporated
Title:	Update to conclusions for KI#1: Support of UE-to-UE relay 
Document for:	Discussion/Approval
Agenda Item:	9.26.1
Work Item / Release:	FS_5G_ProSe_Ph2/Rel-18
Abstract of the contribution: This paper discusses changes to the conclusions in clause 8.1, Key Issue #1: Support of UE-to-UE Relay.

1.	Discussion
Conclusions Clause 8.1, Key Issue #1: Support of UE-to-UE Relay, has the below conclusions
-	The 5G ProSe UE-to-UE Relay discovery message contains two sets of elements, i.e. direct discovery set(s) and a U2U discovery set.
-	The direct discovery set of elements can be part of the contents of 5G ProSe Direct Discovery message as defined in Rel-17. This includes for example the User Info ID of Source UE and Target UE.
-	The U2U discovery set contains the information to support the discovery of the UE-to-UE relay and extensions of the direct discovery. This includes for example Type of Discovery Message, RSC, User Info ID of the relay, etc.
-	5G ProSe UE-to-UE relay only modifies the U2U set of the elements, and forwards the end-to-end elements during the discovery procedures.
As the direct discovery set of elements are based on the Rel-17 5G ProSe direct discovery message contents, they may include the security protection elements and also be protected with the security mechanism already defined for Rel-17 5G ProSe Direct Discovery messages. We think that it is essential to clarify this security assumption for direct discovery set of elements in the conclusion. This also aligns with the existing conclusion that the 5G ProSe UE-to-UE relay can only modify the U2U set of elements and forward the end-to-end discovery set of elements. SA2 can let SA3 decide on the exact security requirements and protection scheme for the UE-to-UE relay discovery message. 
2.	Text proposal
It is proposed to consider the below updates to the conclusions section for Key Issue #1: Support of UE-to-UE Relay.
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For Key Issue #1 (Support of UE-to-UE Relay), the followings are taken as conclusions:
The following conclusions are common for both Layer-3 UE-to-UE Relay and Layer-2 UE-to-UE Relay:
-	For UE-to-UE Relay discovery, both Model A and Model B discovery are supported.
-	Discovery integrated into PC5 unicast link establishment procedure is supported. Sol#1 Alt1 is used as basis for normative phase.
-	The 5G ProSe UE-to-UE Relay discovery message contains two sets of elements, i.e. direct discovery set(s) and a U2U discovery set.
[bookmark: _Hlk118301010]-	The direct discovery set of elements can be part of the contents of 5G ProSe Direct Discovery message as defined in Rel-17. This includes for example the User Info ID of Source UE and Target UE.
-	The U2U discovery set contains the information to support the discovery of the UE-to-UE relay and extensions of the direct discovery. This includes for example Type of Discovery Message, RSC, User Info ID of the relay, etc.
-	5G ProSe UE-to-UE relay only modifies the U2U set of the elements, and forwards the end-to-end elements during the discovery procedures. 
NOTE 1 : SA3 will determine the security requirements and protection scheme for the direct discovery set of elements between Source UE and Target UE.

-	The following parameters are used for UE-to-UE Relay discovery:
-	For UE-to-UE Relay Model A discovery, the Type of Discovery Message, User Info ID of the UE-to-UE Relay, RSC, list of User Info ID of Target UE are contained in the Announcement message.
-	For UE-to-UE Relay Model B discovery between Source UE and UE-to-UE Relay, the Type of Discovery Message, User Info ID of Source UE, RSC, and User Info ID of Target UE are contained in the Solicitation message, and the Type of Discovery Message, User Info ID of UE-to-UE Relay, RSC, and User Info ID of Target UE are contained in the Response message.
-	For UE-to-UE Relay Model B discovery between UE-to-UE Relay and Target UE, the Type of Discovery Message, User Info ID of Source UE, User Info ID of UE-to-UE Relay, RSC, and User Info ID of Target UE are contained in the Solicitation message, and the Type of Discovery Message, RSC, User Info ID of Source UE, and User Info ID and Layer-2 ID of Target UE are contained in the Response message.
NOTE 12:	Whether UE-to-UE Relay provides Layer-2 ID of Target UE in the discovery messages to Source UE can align with the decision of RAN WGs during normative work.
NOTE 23:	Whether and how a Source UE and a Target UE indicate support of UE-to-UE Relay operation will be determined in normative phase.
-	For UE-to-UE Relay selection, the Source UE performs the UE-to-UE Relay selection for both Model A and Model B discovery. For Model B discovery, a Target UE may choose to respond or not to a UE-to-UE Relay, for example, based on the PC5 signal strength of each message received.
-	For service authorization and policy/parameter provisioning for UE-to-UE Relay operation, the PCF based service authorization and provisioning as defined in TS 23.304 [3] is used as basis for normative work.
-	The policy/parameters per ProSe service includes Relay Service Code(s) and UE-to-UE Relay Layer indicator(s); a UE-to-UE Relay Layer Indicator per RSC that indicates whether the RSC is offering 5G ProSe Layer-2 or Layer-3 UE-to-UE Relay service.
-	The Target UE performs the UE-to-UE Relay selection if the UE-to-UE relay discovery is integrated into PC5 unicast link establishment procedure, i.e. upon receiving a Direct Communication Request from the Source UE via one or more UE-to-UE Relay UEs.
-	For UE-to-UE Relay reselection, the negotiated UE-to-UE Relay reselection between Source UE and Target UE in Sol#7 and the UE-to-UE Relay selection procedure in Sol#10 can be used under different conditions.
NOTE 34:	UE-to-UE Relay selection/reselection requires cooperation with RAN WGs during normative work.
-	IP, Ethernet and Unstructured traffic types are supported.
NOTE 45:	Ethernet and Unstructured traffic types can be encapsulated in IP traffic type if supported by source and target UE.
-	In the case of one Source UE communicates with multiple Target UEs, the PC5 link between Source UE and UE-to-UE Relay can be shared for multiple Target UEs per RSC while the PC5 links may be established individually between UE-to-UE Relay and Target UEs per RSC. For the shared PC5 link, the Layer-2 link modification procedure can be used.
-	In the case of multiple Source UEs communicate with one Target UE, the PC5 link between UE-to-UE Relay and Target UE can be shared per RSC while the PC5 links may be established individually between Source UEs and UE-to-UE Relay per RSC. For the shared PC5 link, the Layer-2 link modification procedure can be used.
NOTE 56:	If source UE or target UE has multiple application layer IDs (user info), it would be treated as different UEs per application layer ID and separate PC5 link between UE (source UE or target UE) and Relay UE shall be setup. This will be confirmed by RAN during normative phase.
-	For UE-to-UE Relay Per-hop links setup (i.e. PC5 link establishment between Source UE and UE-to-UE Relay, as well as between UE-to-UE Relay and Target UE), Source UE initiates the PC5 link setup with UE-to-UE Relay (first hop), and UE-to-UE Relay initiates the PC5 link setup with the target UE (second hop). Sol#11 is used as basis for normative work.
-	The Layer-2 link establishment procedure as defined in clause 6.4.3.1 of TS 23.304 [3] is reused for per-hop link establishment for UE-to-UE Relay with the following clarifications:
-	UE-to-UE Relay initiates the second hop PC5 link establishment after the Security Establishment procedure is completed at the first hop.
-	UE-to-UE Relay sends the Direct Communication Accept message to Source UE after the second hop PC5 link establishment is completed (i.e. UE-to-UE Relay has received Direct Communication Accept message from Target UE).
-	The IP address allocation procedure as defined in clause 6.4.3.1 of TS 23.304 [3] is reused on each hop for UE-to-UE Relay.
-	The Source UE and Target UE may obtain the IP address of each other using DNS. The Source UE may obtain the IP address of a Target UE from the UE-to-UE Relay in the Direct Communication Accept message (if included).
-	For the first hop PC5 link establishment:
-	The Source UE sends a Direct Communication Request message including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID and Layer-2 ID of Target UE, RSC and Security Information to UE-to-UE Relay.
-	For Layer-3 UE-to-UE Relaying after the security protection is enabled the Source UE sends IP Address Configuration or Link-Local IPv6 address, QoS Info (PFI and PC5 QoS parameters) to UE-to-UE Relay.
-	The UE-to-UE Relay sends a Direct Communication Accept message to the Source UE including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID of Target UE and RSC.
-	For Layer-3 UE-to-UE Relaying the Layer-3 UE-to-UE Relay also includes the IP address of the Target UE (optional), QoS Info (PFI and split PC5 QoS parameters), and IP Address Configuration or Link-Local IPv6 address in the Direct Communication Accept.
-	For the second hop PC5 link establishment:
-	The UE-to-UE Relay sends Direct Communication Request message including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID of Target UE, RSC and Security Information to the Target UE.
-	For Layer-3 UE-to-UE Relaying after the security protection is enabled, the Layer-3 UE-to-UE Relay sends IP Address Configuration or Link-Local IPv6 address, and QoS Info (PFI and split PC5 QoS parameters) to the Target UE.
-	The Target UE sends Direct Communication Accept message to the UE-to-UE Relay including User Info ID of Source UE, User Info ID of UE-to-UE Relay, User Info ID of Target UE and RSC.
-	For Layer-3 UE-to-UE Relaying the Target UE also includes QoS Info (PFI and split PC5 QoS parameters), and IP Address Configuration or Link-Local IPv6 address in the Direct Communication Accept message.
The following conclusions are specific for Layer-3 UE-to-UE Relay:
NOTE 67:	Evaluation of any solution to authorize the sharing of IP address information of Source UE and Target UE depends on SA3.
-	The Link Identifier Update (LIU) procedure, Sol#32 (clause 6.32.3) is used as basis for normative work.
-	For QoS control of Layer-3 UE-to-UE Relay, the UE-to-UE Relay receives E2E QoS from Source UE and determines the per-hop QoS parameters to satisfy the E2E QoS. Sol#4 (clause 6.4.2) is used as basis for normative work.
The following conclusions are specific for Layer-2 UE-to-UE Relay:
-	Per-hop links (i.e. PC5 link between Source UE and UE-to-UE Relay, as well as between UE-to-UE Relay and Target UE) needs to be established before E2E PC5 link establishment is performed. Sol#30 (clause 6.30.2.2) is used as basis for normative work.
NOTE 78:	How the E2E PC5-S messages are forwarded by the UE-to-UE Relay is to be determined by RAN WGs.
NOTE 89:	For Layer-2 UE-to-UE Relay, RAN WGs will define how the E2E QoS will be handled and split over the PC5 links.
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