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	Reason for change:
	In order to enable 5GC to assist the Application AI/ML operation traffic to comply to the SLA between the MNO and ASP on the aggregated traffic volume during the group data transmissions, it is essential to optimize and to minimize signaling overhead while allowing MNO to be aware/alerted of/to any crossing of the aggregated throughput threshold which is defined by Group-MBR threshold.  Furthermore, it is important to recognize the short lifecycle of the group transmission of the Application AI/ML operation traffic, and that in case of the FL, the AF selected member UEs who participate in the group data transmission could be different and are not static during the entire specific FL operation.  
The Group-MBR threshold monitoring operation as proposed by this CR is initiated by the AF towards 5GC which enables both 5GC and AF to keep track of the overall aggregated group data transmission volume via the reuse of the existing NEF Event Exposure service with added new event, i.e. Group-MBR Monitoring.  A new event, i.e. QoS Monitoring for Bit Rate Reporting for specific QoS flow, is also added to the existing UPF Event Exposure service.  Leveraging the consolidated signaling request and response via the NEF Event Exposure service between the AF and 5GC (i.e. signaling optimization) for a group of target UEs enables the reliable operation for both 5GC and AF to detect the crossing of the Group-MBR threshold. 

	
	

	Summary of change:
	· Provides high-level service descriptions for the new event of the NEF Event Exposure Service to support Group-MBR Monitoring. 

	
	

	Consequences if not approved:
	Not able to provide a reliable and optimal mechanism to address the operator’s requirement to monitor the run time aggregated traffic volume for a specific application in order to determine the impacts against the non-Application AI/ML traffic.   
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5.33.3.X	Group-MBR Monitoring for QoS Flows
The Group-MBR Monitoring in this clause refers to the monitoring of the aggregated bit rates for a set of specified QoS flows against the Group-MBR threshold.  
The Group-MBR threshold provides the upper bound of the aggregated bit rate across a set of QoS flows which are either a group of GBR or Non-GBR QoS flows corresponding to a group of PDU Sessions for a group of UEs who participate in a specific group transmission operation (e.g. Application Federated Learning (FL) operation) with active user planes. In general, the Group-MBR threshold is provisioned as part of the Application Subscription data based on the Service Level Agreement (SLA) between the Mobile Network Operation (MNO) and the Application Service Provider (ASP) for a given application. In the case of an application with asymmetric uplink and downlink traffic, separate Group-MBR thresholds are provisioned for uplink and downlink accordingly.
Prior to the Application AI/ML operation, the MNO and the ASP may agree on a range of Group-MBR thresholds to be monitored.   Once the AF decides on the group of UEs which participate in the specific Application AI/ML operation and the operation is activated by the AF, the Group-MBR monitoring for the specified set of QoS flows corresponding to the selected UEs may also be activated by the AF.
The Group-MBR Monitoring on UL/DL is supported by the respective group of UPF(s) to perform the bit rate monitoring on a per QoS Flow basis.   The QoS flow bit rate monitoring is initiated in the UPF upon receiving the PCF policy triggeredf by the NEF in response to the 3rd party application request for the NEF Event Exposure service.
[bookmark: _Toc20150160][bookmark: _Toc27846962]The PCF generates the authorized Bit Rate Reporting policyQoS monitoring policy which includes the bit rate reporting for specific QoS Flow for a service data flow based on the Group-MBR Monitoring request if received from the AF. The PCF includes the authorized Bit ReportingQoS monitoring policy for the bit rate reporting for specific QoS Flow in the PCC rule and provides it to the SMF. SMF will then activate the UPF Event Exposure Service in the respective UPF to enable the Bit Rate Reportingbit rate reporting for the target QoS flow during the PDU Session Modification procedure over N4. The Bit Rate Reportingbit rate reporting for specific QoS Flow request contains monitoring parameters determined by SMF based on the authorized policy received from the PCF and/or local configuration.
For the Bit Rate Monitoringbit rate monitoring for Specific QoS flow, the UPF reports the current bit rate based on the following monitoring parameters received from the SMF which specify:   
· the specific QoS flow (i.e. specified traffic filter)
· the reporting target (i.e. specified NEF)
· the reporting frequency
· maximum duration of reporting.
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