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Abstract of the contribution: This paper proposes to add AV1 in the list of codecs for which the PSA UPF may identify the PDU Set based on matching RTP/SRTP header and payload.
1	Discussion
The AV1 codec is currently missing from the RTP/SRTP header and payload options in the agreed conclusions in clause 8.4.2.2:
-	by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported).
In our understanding this is a simple omission, given that AV1 is referenced in candidate solutions #17 and #18 in TR 23.700-60. Also, the LS to SA4 sent out from SA2#153E (S2-2209905) explicitly references AV1, as in the following excerpt:
Option 2. Define new protocol (e.g., RTP/SRTP) header extensions by taking into account Network Abstraction Layer (NAL) units, RTP Payload type (e.g., H.264/5/6 and VP9/AV1), etc., to identify PDU Sets in DL, including, e.g., PDU set sequence number, PDU Set size in bits, PDU Set length in number of PDUs, PDU sequence number within the PDU set.
Based on this, it is proposed to add AV1 in the list of codecs for which the PSA UPF may identify the PDU Set based on matching RTP/SRTP header and payload.
2	Proposal
It is proposed to agree the proposed text for inclusion in TR 23.700-60.
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The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.
PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:
-	by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported).
Editor's note:	Whether support PDU Set identification information in new RTP is pending to SA WG4 5G_RTP WI.
NOTE:	In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.
-	by UPF implementation, e.g. PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.
Editor's note:	Other N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH).
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