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Abstract:  this paper provides some further enhancements of the KI#1 conclusion.
1. Introduction/Discussion
At SA2#153 initial conclusions were drawn for KI#1.
The main open discussion point remains whether we need complex configuration management of the MBSR IAB-UE component to restrict its attempts to operate as MBSR on disallowed PLMNs or attempting to get configured as MBSR in areas where it is not supposed to.
We argue that the MBSR can get configured by an OAM server in a PLMN that supports it acting as MBSR (i.e. the MBSR is authorized to act as MBSTR in the PLMN or regions of the PLMN) even outside the areas where it can operate as MBSR (e.g. all information that is not location dependent). then the MBSR can get integrated in the RAN where it is authorized to operate.
the MBSR IAB-UE component can remain registered and always have a PDU session for OAM configuration in a PLMN where it can operate as MBSR. However the B/H link is activated only when it can be integrated in the RAN in an area where it can operate was MBSR. The information on where it can operate can be provided to the MBSR as it moves around when it obtains positive confirmation that it can operate as MBSR in the RA where it is. in addition, a initial registration it obtains the IPD address of the OAM server and (subject to SA3 guidance) the necessary security credentials to access the OAM server and obtain the necessary configuration. 
now the question arises on what PDU session to use for OAM. We propose an approach as follows:
The UE subscribes with a default S-NSSAI and a S-NSSAI used for B/H operation. the two may be the same slice, optionally. The default S-NSSAI has a default DNN configuration that maps in all PLMNs to a local (LBO) connection. what this LBO connection DNN is decided locally by the serving PLMN when the UE requests a PDU session for the S-NSSAI
In short, this is the initial registration process:
1)MBSR IAB-UE registers and indicates no S-NSSAI.
2)The AMF provides Allowed NSSAI = default S-NSSAI and any applicable configured NSSAI and the IP address of OAM server and the related security material to access the OAM server and be authoritatively identified according to the MBSR profile held in the serving PLMN.
3)The UE requests a PDU session for the Allowed NSSAI
4) The AMF provides the local PDU session based on a DNN configured as default DNN for this S-NSSAI in the serving PLMN
5) the UE connects to the OAM server and gets configuration data for the serving PLMN. It remains connected to obtain OAM updates etc. in the serving PLMN.


2. Text Proposal
It is proposed to capture the following changes to TR 23.700-05
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * * 
[bookmark: _Toc112738622][bookmark: _Toc117260025][bookmark: _Toc104302541][bookmark: _Toc104359507][bookmark: _Toc104872691]8.1	Conclusions for KI#1
Editor's note:	This clause includes interim conclusions.
Proceed with OAM configuration that is largely borrowing what was developed for IAB nodes in previous releases with the addition of new security measures to establish trusted access to the serving PLMN OAM. This is based on providing the MBSR IAB-UE with the IP address of the OAM server and security material to be discussed with SA3 in normative phase.
The MBSR IAB-UE is configured with a default slice for OAM configuration, which has in all PLMNs where MBSRs are supported for the HPLMN MBSR subscriptions a default DNN configured providing access to the OAM server. This PDU session is kept connected in the serving PLMN for as long as the MBSR-IAB UE is in the VPLMN (no need to restrict this connectivity to only areas where the MBSR can operate as MBSR). 

Editor's note:	whether the UE Policy based MBSR configuration is needed is to be confirmed after further analysis. PDU session configuration could use PCF based URSP (a roaming agreement is needed anyhow so S-NSSAI of HPLMN  for OAM can be configured in UE - VPLMN based configuration can also be done via registration accept of the geographic area restriction (see KI#4 for the solution for that), the PLMN Id list should be provide by HPLMN using PLMN lists that are preferred or forbidden in (U)SIM, time windows of operation or speed should be configurable by OAM.
The MBSR IAB-UE configuration using the UE Policy framework (as defined in TS 23.503 [7]) can be used together with the OAM based configuration.
Editor's note:	This conclusion needs further discussion and is not final.
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