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Abstract of the contribution: this paper discusses the questions from RAN2 LS (R2-2211044) and proposes the answers. 
1. Discussion
Regarding UE location verification in NR satellite access, RAN2 asks SA1 and SA2 two questions in LS S2-2210193/R2-2211044, as the following:
· Q1: Is there any constraint on the latency (from trigger to result) of the verification procedure?
· Q2: Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
The solution of UE location verification in NR satellite access is specified in clause 5.4.11.4 of TS 23.501[1]. It can be excerpted as follows:
The network may be configured to enforce that the selected PLMN is allowed to operate in the current UE location by verifying the UE location during Mobility Management and Session Management procedures … If the AMF determines based on the Selected PLMN ID and ULI (including Cell ID) received from the gNB that it is not allowed to operate at the present UE location the AMF should reject any NAS request with a suitable cause value.
Observation 1: if the User Location Information can be received from gNB, the UE location verification can be performed by the network during Mobility Management and Session Management procedures.
If the AMF, based on the ULI, is not able to determine the UE's location with sufficient accuracy to make a final decision, the AMF may initiate UE location procedure to determine the UE location after the Mobility Management or Session Management procedure is complete. The AMF shall be prepared to deregister the UE if the information received from LMF indicates that the UE is registered to a PLMN that is not allowed to operate in the UE location. In the case of a NAS procedure, the AMF should either reject any NAS request targeted towards a PLMN that is not allowed to operate in the known UE location and indicate a suitable cause value, or accept the NAS procedure and initiate deregistration procedure once the UE location is known
Observation 2: if the ULI cannot be used for verification, the AMF can first process Mobility Management or Session Management procedure. After it completes, the AMF invokes eLCS procedure to get UE location and performs verification accordingly. If the UE isn’t allowed to access the PLMN, AMF can deregister the UE or reject any NAS request.
For emergency service, based on the Emergency Session Establishment procedure which is specified in clause 7.1.3 of TS 23.167[2], if the E‑CSCF(IMS network) does not receive location information in the emergency service request, it may query the LRF for UE location information, so as to route the service request to the serving PSAP the UE is currently located.
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Observation 3: for emergency case, the location procedure is not independent from the emergency service session. The set-up delay for LRF to locate the UE is expected to be smaller than the set-up delay of emergency session establishment
Proposals:
Based on the above observation 1 and 2, verification procedure can be performed embedded in or after Mobility Management and Session Management procedures. The location verification procedure can run independently from Mobility Management or Session Management procedure. The verification latency will not affect other procedure.
Based on observation 3, the location procedure is not independent from the emergency service session. The set-up delay for LRF to locate the UE is expected to be smaller than the set-up delay of emergency session establishment.
3. Proposal
It is proposed to take the above-mentioned proposals into account when replying the LS. The LS reply can refer to S2-2210580.
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