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* * * * Start of 1st Change * * * * 
[bookmark: _Toc36187548][bookmark: _Toc45183452][bookmark: _Toc47342294][bookmark: _Toc51768992][bookmark: _Toc114664956]4.2.3	Non-roaming reference architecture
Figure 4.2.3-1 depicts the non-roaming reference architecture. Service-based interfaces are used within the Control Plane.


[bookmark: _MON_1728917349]
Figure 4.2.3-1: Non-Roaming 5G System Architecture
NOTE:	If an SCP is deployed it can be used for indirect communication between NFs and NF services as described in Annex E. SCP does not expose services itself.
Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.


Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation
NOTE 1:	N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.
NOTE 2:	For the sake of clarity of the point-to-point diagrams, the UDSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, UDR, NEF and NRF as necessary.
NOTE 3:	The UDM uses subscription data and authentication data and the PCF uses policy data that may be stored in UDR (refer to clause 4.2.5).
NOTE 4:	For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on data storage architectures refer to clause 4.2.5.
NOTE 5:	For clarity, the NWDAF(s), DCCF, MFAF and ADRF and their connections with other NFs, are not depicted in the point-to-point and service-based architecture diagrams. For more information on network data analytics architecture refer to TS 23.288 [86].
NOTE 6:	For clarity, the 5G DDNMF and its connections with other NFs, e.g. UDM, PCF are not depicted in the point-to-point and service-based architecture diagrams. For more information on ProSe architecture refer to TS 23.304 [128].
NOTE 7:	For clarity, the TSCTSF and its connections with other NFs, e.g. PCF, NEF, UDR are not depicted in the point-to-point and service-based architecture diagrams. For more information on TSC architecture refer to clause 4.4.8.
NOTE 8:	For exposure of QoS monitoring information, direct interaction between UPF (L-PSA UPF) and Local NEF/Local AF can be supported via the Nupf interface, as described in TS 23.548 [130].
NOTE 8a:	For exposure of the congestion level information to support XR/media service, direct interaction between UPF (L-PSA UPF) and Local NEF/Local AF can be supported via the Nupf interface, as described in TS 23.548 [130].
NOTE 9:	For clarity, the EASDF and its connections with SMF is not depicted in the point-to-point and service-based architecture diagrams. For more information on edge computing architecture refer to TS 23.548 [130].
Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU Sessions where two SMFs are selected for the two different PDU Sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU Session.


Figure 4.2.3-3: Applying Non-Roaming 5G System Architecture for multiple PDU Session in reference point representation
Figure 4.2.3-4 depicts the non-roaming architecture in the case of concurrent access to two (e.g. local and central) data networks is provided within a single PDU Session, using the reference point representation.


Figure 4.2.3-4: Applying Non-Roaming 5G System Architecture for concurrent access to two (e.g. local and central) data networks (single PDU Session option) in reference point representation
Figure 4.2.3-5 depicts the non-roaming architecture for Network Exposure Function, using reference point representation.


Figure 4.2.3-5: Non-Roaming Architecture for Network Exposure Function in reference point representation
NOTE 1:	In Figure 4.2.3-5, Trust domain for NEF is same as Trust domain for SCEF as defined in TS 23.682 [36].
NOTE 2:	In Figure 4.2.3-5, 3GPP Interface represents southbound interfaces between NEF and 5GC Network Functions e.g. N29 interface between NEF and SMF, N30 interface between NEF and PCF, etc. All southbound interfaces from NEF are not shown for the sake of simplicity.

* * * * Start of 2nd Change * * * * 
[bookmark: _Toc20149634][bookmark: _Toc27846425][bookmark: _Toc36187549][bookmark: _Toc45183453][bookmark: _Toc47342295][bookmark: _Toc51768993][bookmark: _Toc114664957][bookmark: _Toc20149637][bookmark: _Toc27846428][bookmark: _Toc36187552][bookmark: _Toc45183456][bookmark: _Toc47342298][bookmark: _Toc51768996][bookmark: _Toc114664960]4.2.4	Roaming reference architectures
Figure 4.2.4-1 depicts the 5G System roaming architecture with local breakout with service-based interfaces within the Control Plane.




Figure 4.2.4-1: Roaming 5G System architecture- local breakout scenario in service-based interface representation
NOTE 1:	In the LBO architecture. the PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN, the PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation, the PCF in VPLMN has no access to subscriber policy information from the HPLMN, the NSACF in the HPLMN is not used in this Release of the specification.
NOTE 2:	An SCP can be used for indirect communication between NFs and NF services within the VPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.
Figure 4.2.4-2: Void
Figure 4.2.4-3 depicts the 5G System roaming architecture in the case of home routed scenario with service-based interfaces within the Control Plane.




Figure 4.2.4-3: Roaming 5G System architecture - home routed scenario in service-based interface representation
NOTE 3:	An SCP can be used for indirect communication between NFs and NF services within the VPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.
NOTE 4:	UPFs in the home routed scenario can be used also to support the IPUPS functionality (see clause 5.8.2.14).
Figure 4.2.4-4 depicts 5G System roaming architecture in the case of local break out scenario using the reference point representation.


Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario in reference point representation
NOTE 5:	The NRF is not depicted in reference point architecture figures. Refer to Figure 4.2.4-7 for details on NRF and NF interfaces.
NOTE 6:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
The following figure 4.2.4-6 depicts the 5G System roaming architecture in the case of home routed scenario using the reference point representation.


Figure 4.2.4-6: Roaming 5G System architecture - Home routed scenario in reference point representation
The N38 references point can be between V-SMFs in the same VPLMN, or between V-SMFs in different VPLMNs (to enable inter-PLMN mobility).
For the roaming scenarios described above each PLMN implements proxy functionality to secure interconnection and hide topology on the inter-PLMN interfaces.


Figure 4.2.4-7: NRF Roaming architecture in reference point representation
NOTE 7:	For the sake of clarity, SEPPs on both sides of PLMN borders are not depicted in figure 4.2.4-7.
Figure 4.2.4-8: Void
Operators can deploy UPFs supporting the Inter PLMN UP Security (IPUPS) functionality at the border of their network to protect their network from invalid inter PLMN N9 traffic in home routed roaming scenarios. The UPFs supporting the IPUPS functionality in VPLMN and HPLMN are controlled by the V-SMF and the H-SMF of that PDU Session respectively. A UPF supporting the IPUPS functionality terminates GTP-U N9 tunnels. The SMF can activate the IPUPS functionality together with other UP functionality in the same UPF, or insert a separate UPF for the IPUPS functionality in the UP path (which e.g. may be dedicated to be used for IPUPS functionality). Figure 4.2.4-9 depicts the home routed roaming architecture where a UPF is inserted in the UP path for the IPUPS functionality. Figure 4.2.4-3 depicts the home routed roaming architecture where the two UPFs perform the IPUPS functionality and other UP functionality for the PDU Session.
NOTE 8:	Operators are not prohibited from deploying the IPUPS functionality as a separate Network Function from the UPF, acting as a transparent proxy which can transparently read N4 and N9 interfaces. However, such deployment option is not specified and needs to take at least into account very long lasting PDU Sessions with infrequent traffic and Inter-PLMN handover.
The IPUPS functionality is specified in clause 5.8.2.14 and TS 33.501 [29].




Figure 4.2.4-9: Roaming 5G System architecture - home routed roaming scenario in service-based interface representation employing UPF dedicated to IPUPS


* * * * Start of 3rd Change * * * * 	Comment by Hyunsook (LGE): S2-2209931 1st change + adding new NOTE
[cf. S2-2209931: 23.501 CR 3723 (agreed at SA2#153E, UPEAS)]
4.2.6	Service-based interfaces
The 5G System Architecture contains the following service-based interfaces:
Namf:	Service-based interface exhibited by AMF.
Nsmf:	Service-based interface exhibited by SMF.
Nnef:	Service-based interface exhibited by NEF.
Npcf:	Service-based interface exhibited by PCF.
Nudm:	Service-based interface exhibited by UDM.
Naf:	Service-based interface exhibited by AF.
Nnrf:	Service-based interface exhibited by NRF.
Nnsacf:	Service-based interface exhibited by NSACF.
Nnssaaf:	Service-based interface exhibited by NSSAAF.
Nnssf:	Service-based interface exhibited by NSSF.
Nausf:	Service-based interface exhibited by AUSF.
Nudr:	Service-based interface exhibited by UDR.
Nudsf:	Service-based interface exhibited by UDSF.
N5g-eir:	Service-based interface exhibited by 5G-EIR.
Nnwdaf:	Service-based interface exhibited by NWDAF.
Nchf:	Service-based interface exhibited by CHF.
Nucmf:	Service-based interface exhibited by UCMF.
Ndccf:	Service based interface exhibited by DCCF.
Nmfaf:	Service based interface exhibited by MFAF.
Nadrf:	Service based interface exhibited by ADRF.
Naanf:	Service-based interface exhibited by AANF.
NOTE 1:	The Service-based interface exhibited by AANF is defined in TS 33.535 [124].
N5g-ddnmf:	Service-based interface exhibited by 5G DDNMF.
Nmbsmf:	Service-based interface exhibited by MB-SMF.
Nmbsf:	Service-based interface exhibited by MBSF.
NOTE 2:	The Service-based interfaces exhibited by MB-SMF and MBSF are defined in TS 23.247 [129].
Ntsctsf:	Service-based interface exhibited by TSCTSF.
Nbsp:	Service-based interface exhibited by an SBI capable Boostrapping Server Function in GBA.
NOTE 2:	The Service-based interfaces exhibited by an SBI capable Boostrapping Server Function are defined in TS 33.220 [140] and TS 33.223 [141].
Neasdf:	Service-based interface exhibited by EASDF.
NOTE 3:	The Service-based interfaces exhibited by EADSF is defined in TS 23.548 [130].
Nupf:	Service-based interface exhibited by UPF.
NOTE X:	The exposure via the Service-based interface exhibited by UPF is described in TS 23.548 [130].

* * * * Start of 4th Change * * * * 	Comment by Hyunsook (LGE): S2-2209931 4th change + 23.548 as reference
[cf. S2-2209931: 23.501 CR 3723 (agreed at SA2#153E, UPEAS)]
[bookmark: _Toc20150252][bookmark: _Toc27847060][bookmark: _Toc36188193][bookmark: _Toc45184106][bookmark: _Toc47342948][bookmark: _Toc51769650][bookmark: _Toc114665736]7.2.X	UPF Services
The following NF services are specified for UPF:
Table 7.2.X-1: NF Services provided by UPF
	Service Name
	Description
	Reference in TS 23.502 [3] or indicated other TS 

	Nupf_EventExposure
	This UPF service provide the support for event exposure.
	5.2.26,
TS 23.548 [130]




* * * * End of the Change * * * * 
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