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Abstract of the contribution:  This paper proposes updates to interim conclusions for key issue 2.
Discussion
The Key Issue 2 definition in Clause 5.2 contains the following
Solutions for this key issue shall not cause degradation of UPF performance.
NOTE:	Coordination with FS_ UPEAS / Study on UPF enhancement for Exposure and SBA may be needed.

Interim conclusions for key issue 2 reference solution 9, which contains the following:

Table 6.9.2-1: Input data to detect known application from NFs
	Information
	Source
	Description

	SUPI
	SMF / UPF
	UE ID for the UE that uses the application.

	S-NSSAI
	SMF
	Identifies the Network Slice for which analytics information is provided.

	DNN
	SMF
	Identifies the data network name (e.g. internet) for which analytics information is provided.

	Start/end time
	UPF
	Start and end time of traffic detection.

	Data volume
	UPF
	Measured data traffic volume (per UL/DL).

	Data duration
	UPF
	Measured average data traffic (packets) duration (per UL/DL).

	QoS flow Bit Rate
	UPF
	The observed bit rate (per UL/DL).

	Packet transmission
	UPF
	The observed average number of packet transmission (per UL/DL).

	UL/DL Packet Delay
	UPF, AF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	IP 3-tuple
	UPF
	to Identify a service flow of the UE that uses the application.

	Packet's URL
	UPF
	URL is extracted from the inspected user plane packets.

	Packet's Domain Name
	SMF/UPF
	The domain name is extracted from the inspected user plane packets in a QoS flow.

	Size of packets
	SMF/UPF
	Average size of packets.

	PFD Information
	NEF(PFDF)
	PFD Information stored in the NRF and retrieved by NEF, as defined in clause 6.1.2.3.2 of TS 23.503 [4].

	> Application ID
	NEF(PFDF)
	Identification of the application that refers to one or more application defection filters.

	> IP 3-tuple
	NEF(PFDF)
	Including protocol, server side IP address and port number.

	> URL
	NEF(PFDF)
	The significant parts of the URL to be matched, e.g. host name.

	> Domain Name
	NEF(PFDF)
	A Domain name matching criteria and information about applicable protocol(s).



NOTE 1:	Extensive reporting of all traffic flows may conflict with requirement to avoid extra UPF load in the key issue. The issue regarding the performance of UPF user plane traffic handling will depend on the outcome of FS-UPEAS SID.

So the issue of extensive load is anticipated to be resolved by FS_ UPEAS. However, this study merely provides a framework for event subscriptions at the UPF. It is rather the subscribed events that determine the load. Those events are defined for instance by solution 9.

Extensive flow related reporting at the UPF for the events listed in solution 9 may lead to high signalling load and high processing load e.g. at UPF
It is thus suggested to add the following Note:
NOTE 1:	Extensive reporting related to all traffic flows at the UPF should be avoided due to the high UPF load. An NWDAF preferably subscribes only for reporting for some UEs to limit the load.

Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-81 as follows
*** Start of changes ***
[bookmark: _Toc113350362][bookmark: _Toc113351220][bookmark: _Toc113350366][bookmark: _Toc113351224]8.2	Key Issue #2: NWDAF-assisted application detection
Interim conclusions:
It is concluded to focus on the use case of PFD updates for known applications in Solution#9, which is selected as baseline for the normative work.
The known application means an application for which the application ID is already known by the 5GC and can be referenced within PCC rules and for which PFD information (may not be the latest) is already available. 
It is concluded, that the NEF(PFDF) as a consumer can request NWDAF to get a new Analytics ID for application detection, following the detail described in solution#9. 
NOTE 1:	Extensive reporting related to all traffic flows at the UPF should be avoided due to the high UPF load. An NWDAF preferably subscribes only for reporting for some UEs to limit the load.
NOTE 2:	Coordination with the FS_UPEAS conclusions is required for procedures for UPF event exposure and the related subscriptionfinal conclusions.
NOTE 3:	Coodination with SA3 for possible user consent checking is needed. 
*** End of changes ***
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