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FIRST CHANGE 
[bookmark: _Toc20149981][bookmark: _Toc27846780][bookmark: _Toc36187911][bookmark: _Toc45183815][bookmark: _Toc47342657][bookmark: _Toc51769358][bookmark: _Toc106188089]5.17.2.X	Secondary DN authentication and authorization in EPS Interworking case
Secondary authentication/authorization by a DN-AAA server during the establishment of a PDN connection over 3GPP access to EPC, is supported based on following principles
· It is optional for the UE to support EAP-based secondary authentication and authorization by DN-AAA over EPC,
· A SMF+PGW-C shall be used to serve DNN(s) requiring secondary authentication/authorization by a DN-AAA server,
· For secondary authentication/authorization by a DN-AAA server, the SMF+PGW-C runs the same procedures with PCF, UDM and DN-AAA and uses the same corresponding interfaces regardless of whether the UE is served by EPS or 5GS,
· Only the interface towards the UE is different (usage of NAS for EPS instead of NAS for 5GS) between the EPS and 5GS cases.
This is further specified in TS 23.502 [2].
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