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Abstract of the contribution: This paper proposes conclusion principles for KI#3 on Third Party specific IDs to TR 23.700-87. The paper is based on S2-2206790r10 from SA2#152e.
Discussion

This paper proposes conclusion principles to be incorporated in TR 23.700-87 based on S2-2206790r10 from SA2#152e.
Proposal

The following change is proposed to be included in the conclusion clause of TR 23.700-87.
* * * Start of changes * * * 

9
Conclusions
9.1
Conclusions of Key Issue #1
The following conclusions are agreed for IMS DC architecture:
-
The data channels shall be established in the context of an IMS MMTel session. Standalone data channels without accompanying media in an IMS MMTel session are not supported in this Release.

-
The signalling function and media function supporting Data Channel are logically separated from each other.

-
To fulfil different requirements of IMS migration to support DC, the DC media function can be provided by enhancing the existing IMS MRF reusing Mr'/Cr interface to the IMS AS or by a new service based function supporting a new SBA interface to the IMS AS.
-
The signalling function supporting Data Channel interacts with IMS AS for call event reports and management of data channel media. Such interaction is based on service based interface principles.

-
The signalling function is not involved in SIP/SDP negotiation.

-
IMS AS exclusively controls media resources for data channel purposes.
-
The DCAR can be integrated in the signalling function supporting Data Channel or deployed standalone. In either case, the interface to DCAR and its functionality is out of scope of 3GPP and hence is not specified.

The following interim conclusions are agreed for IMS DC capability discovery:
-
The network discovers the UE support of DC based on existing mechanism as specified in TS 26.114 [6] and TS 24.229 [8].

-
The UE discovers home network support for DC via the Feature-Caps header field in 200 OK during registration, as specified in solution #4.

-
The discovery of UE capabilities required to use data channel applications is done via application level communication through the bootstrap data channel and is transparent to IMS.

Editor's note:
Whether and how discovery of UE capabilities via the bootstrap data channel can be specified within 3GPP needs to be checked with SA WG4.
9.2
Conclusions of Key Issue #2

The following conclusions are agreed for supporting AR telephony communication:

-
The data channel architecture is used as baseline to support AR telephony communication. If the UE needs network support for media rendering, the architecture and procedures specified in Solution #9 are used. Otherwise, if the UE can perform the media rendering without network support, the procedures as specified in Solution #8 are taken as baseline for terminal rendering process.

NOTE:
The media negotiation for network supported rendering between the UE and the network will be specified in SA WG4.

9.X
Conclusions of Key Issue #3
Five solutions were proposed for KI#3 (sol #10, #11, #12, #13, #19). Out of these, three solutions refer explicitly to STIR/SHAKEN (sol #10, #12, #19) while one solution refers to signing and verification of SIP headers but does not mention STIR/SHAKEN explicitly (sol #11).

Following conclusions are made for KI#3:
1)
The solution shall allow Third Party users to connect to the IMS via NNI and UNI based on different trust models and SLAs.

2)
Use of Third Party specific user identities in IMS shall be aligned with the definitions in draft-ietf-sipcore-callinfo-rcd-04 [28], its signing and integrity protection mechanism shall be aligned with draft-ietf-stir-passport-rcd-18 [16].
NOTE:
The SIP header extensions required to transfer Third Party specific user identity information are defined by stage 3.
3)
The solution shall not change existing IMS authentication and authorisation procedures and mechanisms.

4)
The solution shall follow the STIR/SHAKEN framework and accompanied IETF RFCs/drafts as much as possible. The signing AS (STI-AS) can be an entity in the IMS domain or in the Third Party network domain.
5)
As for other user identities signing and verification of Third Party specific user identities in the IMS domain is invoked by IBCF, S-CSCF or AS re-using existing procedures.
6)
Third Party specific user identities may be stored in the Third Party network or in the HSS. Mechanisms shall be provided to the Third Party to provision Third Party specific user identifies to IMS via the NEF.
Editor's note:
Which Third Party specific user identities are stored in HSS is FFS.

Editor's note:
The interaction between IMS and Third Party network is FFS.

Editor’s Note:
It is up to SA3 to validate that the selected solution fulfils all security requirements.
* * * End of changes * * * 
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