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Abstract: Evaluation and conclusion for KI#4&5 is proposed. 
1. Introduction
This paper proposes the evaluation and conclusion for KI#4&5 together.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-60.
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7.X Evaluation for KI#4&5
7.X.1 General
32 solutions proposed to address the KI#4&5, i.e., PDU Set identification and PDU Set based handling. The main idea of these solutions can be summarized as following.
1.	AF provisions necessary assistance information to 5GS. 
2.	Based on the assistance information, UPF identifies the PDU Set and also the PDU Set info (e.g. importance/dependency) accordingly.
3.	The identified PDU Set info is further sent to RAN via the GTP-U header of the DL packets.
4.	Based on the PDU Set info, RAN performs the PDU Set based packet handling.  
Accordingly, the solutions can be further elaborated as the following table. 
	Solutions
	Parameters provisioned by AF
	Identification of PDU Set
	PS level QoS Parameters
	Parameters forwarded to RAN via GTP-U
	PDU Set importance to RAN

	Sol#7
	· Media packet filtering
· Media packet classification
	· Meta-data extension headers in QUIC
· RTP/NALU header
· IP header
· TCP/UDP option
	· 
	· PDU Set SN (start/end)
· PDU Set priority as PDU Priority Mark (PPM)
	· A single QoS Flow is used for different PDU Set importance levels.

	Sol#8
	· All PDU Set Required indication.
· PDU Set presence indication
· PDU Set level QoS
· N6 tunnel info. 
	· N6 extension header via MASQUE
· 3GPP specific RTP extension header
	· PSDB
· PSER
	· PDU Set SN
· Size of PDU Set (bytes)
· Late PDU Set delivery indication
· Burst size.
	· 

	Sol#9
	· 
	· Server co-located with UPF.
	· PSDB
	· PDU Set SN
· Number of PDUs in a PDU Set
	· 

	Sol#10
	· Importance level 
· Flow description
	· 
	· 
	· 
	· Multiple QoS Flows are used for different PDU Set importance levels.

	Sol#11
	· Importance/dependency among flows.
· Flow description
	· 
	· 
	· PDU Set SN
· PDU Set importance
· PDU Set boundary
· PDU SN within a PDU Set
· PDU Set dependency
	· A single QoS Flow is used for different PDU Set importance levels.

	Sol#12
	· PDU Set level QoS requirements
· Flow description
	· RTP/SRTP header or header extension;
· NALU header
· Traffic characteristics
	· PSDB
· PSER
· Max PDU Set Loss Rate/Number
	· PDU Set boundary
· PDU Set SN
	· 

	Sol#13
	· Importance for flows
· Flow descriptions allowed to be dropped and/or requiring prioritized transmission.
	· 
	· 
	· 
	· 

	Sol#14
	· Flow description
· Media characteristics
· PDU Set level handling requirements
	· 
	· PDU Set Validity time
	· 
	· Multiple QoS Flows are used for different PDU Set importance levels.
· A single QoS Flow is used for different PDU Set importance levels.

	Sol#15
	· PDU Set handling indication
	· RTP/SRTP header (extension)
· NALU header
	· 
	· PDU Set SN
· PDU SN within a PDU Set
· importance
	· A single QoS Flow is used for different PDU Set importance levels.

	Sol#16
	· Flow description with enhanced SDF adding support of RTP/SRTP header/payload and RTCP/SRTCP header
	· RTP/SRTP header
	· 
	· PDU Set boundary
	· 

	Sol#17
	· XRM stream info including RTP/SRTP header/payload description.
	· RTP/SRTP header/payload
· Traffic characteristics
· 
	· 
	· 
	· Sub-QoS flows are used for different PDU Set importance levels.


	Sol#18
	· XRM stream info
	· RTP/SRTP header/payload
· Traffic characteristics
· IP packet filter
	· 
	· Start/end of PDU Set
· Importance (XQFI)
· dependency
	· Sub-QoS flows are used for different PDU Set importance levels 

	Sol#19
	· 
	· RTP/SRTP header
	· 
	· PDU Set SN
· Importance 
· dependency
	· A single QoS Flow is used for different PDU Set importance levels.

	Sol#20
	· 
	· Metadata added by AS as a proprietary way. 
	· 
	· Last PDU indication
· PDU Set SN
· PDU SN within a PDU Set
· PDU Set size
· PDU Set Content Criteria and PDU Set Content Ratio
	· 

	Sol#21
	· New SDF info
	· 
	· 
	· PDU Set SN
· Last PDU indication
	· 

	Sol#22
	· 
	· N6 tunnel between UPF and AS, like GTP-U.

	· PSER
	· XR stream ID
· XRMD ID
· PDU handling type
· PDU Set SN
· PDU SN within a PDU Set
· Last PDU flag
· PDU Set priority
· Reference PDU Set SN
	· A single QoS Flow is used for different PDU Set importance levels.

	Sol#23
	· Partial PDU Set handling request
· Packet loss threshold
	· 
	· 
	· PDU Set SN
· PDU SN within a PDU Set
· Dependency 
	· 

	Sol#24
	· Flow description
· Dependency info
· Traffic pattern
· Media protocol info
	· RTP/SRTP header/payload
· Traffic characteristics
· Fixed GOP structure
	· 
	· 
	· Multiple QoS Flows are used for different PDU Set importance levels.

	Sol#25
	· PDU Set level QoS
· PDU Set identification
	· 
	· PDU Set 5QI
· PSDB
· Nominal PSDB
· PSER
· PDU Set maximum size
· PSDT
· PDU Set Content Criteria and PDU Set Content Ratio
	· 
	· A single QoS Flow is used for different PDU Set importance levels.

	Sol#26
	· Flow description 
· Associated XR traffic configuration info (PDU Set level QoS requirements, frame type/importance, PDU Set handling indication, burst arrival time & periodicity)
	· IP packet filters
· RTP/SRTP payload/header 
	· PSER
· PSDB
	· 
	· Multiple QoS flows are used for different PDU Set importance levels.

	Sol#49
	· Indication of PDU Set integrated handling
· Flow description
· Integrity checking timer
	· 
	· 
	· 
	· 

	Sol#50
	· 
	· 
	· Relative QoS
	· PDU Set Size
· PDU Set SN
	· 

	Sol#51
	· Indication of all PDUs needed.
	· 
	· 
	
	· 

	Sol#52(consolidated solution)
	· PDU Set handling indication
· Whether all PDUs needed.
· PSDB
· PSER
· Burst periodicity
	· RTP/SRTP header/payload
· 3GPP specific RTP header extension
· N6 tunnel header
· UPF implementation
	· PSDB
· PSER
· Indication of all PDUs needed
· Late PDU Set delivery indication 
· PDU Set priority 
	· PDU Set SN
· Start/end of the PS
· PDU SN within a PDU Set
· Number of PDUs within a PDU Set or PDU Set size
· PDU Set importance
· PDU Set dependency
	· A single QoS Flow is used for different PDU Set importance level.
· Multiple QoS Flows are used for different PDU Set importance levels.
· Sub-QoS flows are used for different PDU Set importance levels.

	Sol#53
	· 
	· 
	· 
	· PDU Set SN
	· 

	Sol#54
	· Guidance info about the priority/importance of the packet
	· RTP header/payload
	· 
	· Priority/importance
	· 

	Sol#55
	· 
	· 
	· 
	· PDU Set SN
· Start/end PDU
· PDU SN within a PDU Set
· Number of PDUs within a PDU Set
· PDU Set importance
· PDU Set dependency
	· 

	Sol#56
	· Flow description
· RTP/SRTP header type
· Assistance info (number of temporal/spatial layers, PDU Set periodicity, PDU Set dependency)
	· 
	· PDU Set Validity Time
	· PDU Set type
· PDU Set SN
· PDU Set dependency
· Start/end of a PDU Set
	· A single QoS Flow is used for different PDU Set importance levels.

	Sol#57
	· Indication of event for PDU set and/or burst marking settings
	· 
	· 
	· 
	· 

	Sol#68
	· PDU Set related handling info (PDU Set identification, PDU Set handling requirements for different PDU Set types)
	· 
	· 
	· PDU Set type
· PDU Set SN
· PDU SN within a PDU Set
	· A single QoS Flow is used for different PDU Set importance levels.

	Sol#69
	· 
	· 
	· 
	· 
	· 

	Sol#70
	· 
	· 
	· FEC PDU Set
	· PDU Set payload size
	· 



7.X.1 AF Information Provisioning
Before PDU Set granularity handling, the AF may provision assistance information to 5GS, including:
-	PDU Set handling indication (solution 8, 15,19, 25, 26, 49) indicates if PDU Set based handling should be activated for a service data flow.
NOTE:	This indication may be implicitly indicated via other PDU Set related information provided by the AF.
-	Whether all PDUs are needed for the usage of PDU Set by application layer (solution 22, 23, 25, 49, 51). There may be different cases, i.e., all PDUs within a PDU Set are needed, only PDUs up to the first PDU in error are useful to the decoder, and a PDU Set with partial PDU losses is still useful.
-	Burst periodicity (solution 8, 12, 14, 24, 26, 56) indicates periodicity of the service data flow, which may be used for identification of the PDU Sets or power saving.
-	The PDU Set granularity QoS requirements:
-	PDU Set Delay Budget (solution 8, 12, 25, 26). 
-	PDU Set Error Rate (solution 8, 12, 22, 25, 26). 
7.X.2 Identification of PDU Set and PDU Set information
7.X.2.1 PDU Set information
The following PDU Set information are proposed in different solutions:
-	PDU Set Sequence number (SN) (solution 7, 8, 9, 11, 12, 14, 19, 20, 21, 22, 50, 53, 55, 56, 68) allows the 5GS to distinguish the different PDUs for corresponding PDU Sets. 
-	Start/End PDU of the PDU Set (solution 11, 12, 15, 18, 21, 22, 55, 56) allows 5GS to identify the boundary of a PDU Set.
-	PDU SN within a PDU Set (solution 11, 20, 22, 55, 56, 68) allows 5GS to distinguish the PDUs within a PDU Set. Besides, when only up to the first bit in error of a PDU Set is useful to the receiver, the PDU SN is used to identify the useful PDUs within a PDU Set.
-	Number of PDUs within a PDU Set (solution 9, 20, 50) and/or PDU Set size in bytes allows 5GS to identify size of PDU Set for PDU Set integrated scheduling. 
-	PDU Set importance (solution 7, 11, 14, 15, 18, 19, 22, 24, 54) allows 5GS to identify the importance of a PDU Set compared to other PDU Sets.
-	PDU Set dependency (solution 11, 14, 19, 22, 23, 24, 56) allows 5GS to identify the dependency among different PDU Sets. 
7.X.2.2 PDU Set Information identification on UPF and supported N6 protocol
The following methods are proposed to support PDU Set identification on UPF based on assumptions that different N6 protocols are used:
1.	Matching RTP/SRTP header and payload (RFC 3550/6184/7798/draft-ietf-avtcore-rtp-vvc/ draft-ietf-avtext-framemarking) as proposed in Sol# 7, 12, 14, 15, 16, 17, 18, 19, 24, 26 and 54.
2.	Defining/extending the current N6 protocols to carry related info from AS:
2.1	defining new 3GPP specific RTP extension header as proposed in Sol#8 and #58.
2.2	extending GTP-U protocol between AS and UPF as proposed in Sol#22.
2.3	extending HTTP header based on MASQUE tunneling between AS and UPF as proposed in Sol#8 and #58.
2.4 extend transport header (UDP, QUIC) as proposed in in Sol#7.
3.	By non-standardized UPF implementation mechanism, e.g., detection based on traffic characteristics, as proposed by Sol#7, 12, 17, 18, 20, 24 and 25. IP header fields (DSCP/TOS, IP port, IPv6 flow label) in proposed solutions 7, 17, 18, 55) may identify PDU sets however further details are non-standard.
Opiton#1 has less requirements on the application server by reusing existing IETF RFCs/drafts. As clarified in LS S4-221174, for real-time applications that require e2e latencies lower than 200ms, RTP-based protocols are recommended. 
Option#2.1 depends on the further confirmation from SA4 WG and whether this can be completed within Rel-18 timeline depends on SA4 progress. 
Option#2.2 requests the AS to support and establish the GTP-U connection via the pre-configured TEID info while the GTP-U protocol is defined and mainly used within 3GPP. 
Option#2.3 requests UPF to support HTTP MASQUE proxy and dynamically establish the tunnelling connection between UPF and AS. HTTP header needs to be extended to further support carrying the PDU Set information by 3GPP. 
Option#3 is up to the UPF implementation without need of standardization.
Further, Solution #55 allows PDU Set Descriptors to be exchanged between a PDU Set Handling Service in the UPF and a PDU Set Handling Service in the UE. PDU Set Descriptor is sent in advance of sending the PDUs so that the headers of the individual PDUs will not need to be marked with as much information. The PDU Set Descriptor can be structured so that it is extensible in future releases and the addition of new header fields in lower layer protocols can be avoided. Solution #55 also proposed to support peer-to-peer communication in a way that the PDU Set Handling Service in the UPF can be used to receive UL packets and PDU Set Descriptors from a UE and send downlink packets and PDU Set Descriptors to a peer UE.

7.X.3 RAN awareness of PDU Set information
The PDU Set information listed in clause 7.X.2.1 is transferred to RAN via GTP-U header in most solutions except for PDU Set importance. UPF provides PDU Set importance via the following different ways in different solutions:
Option 1: UPF classifies the DL traffics into different QoS Flows based on PDU Set importance (solution 10, 14, 24, 26).
Option 2: UPF classifies the DL traffics into different sub-QoS Flows based on PDU Set importance (solution 17, 18).
Option 3: UPF adds PDU Set importance into GTP-U header (solution 7, 11, 14, 15, 19, 22, 25, 54, 56, 68).
For option 1, the PDU Sets with identified importance levels are further mapped into different QoS Flows with corresponding QoS parameters (e.g. PER/PSER) by UPF. Based on the different QoS parameters, NG-RAN can handle the PDU Set importance-based scheduling via existing capabilities, which can significantly decrease the complexity of NG-RAN. This also follows the current 5GS QoS framework for prioritized packet handling. 
For option 2 and 3, the QoS Flow is further refined into sub QoS-Flows or packets/PDU Sets with different importance labels in GTP-U header. These impact current RAN scheduling by requesting RAN to support different QoS handling within a single QoS Flow.
It shall be noted though that no benefits from using importance information have been shown. 
 
7.X.4 PDU Set Importance/Dependency Handled by UPF
In Solution 13, 22 and 53, UPF can also optimize the PDU Set based packet handling based on the identified PDU Set Importance/Dependency information as follows:
-	In Sol#13, the RAN reports the RAN load level to UPF and UPF blocks or buffers data based on the network load associated FAR. 
-	In Sol#19, in case of a PDU Set transmission failure, the UPF may drop another later PDU Set(s) which is correlated to the failed PDU Set and its importance level is the same or less.
-	In Sol#22, in presence of network congestion, the UPF can rely on the PPPS to determine which PDU Sets should be dropped preferably.
-	In Sol#53, in case of PDU Set transmission failure, RAN reports the status to UPF and UPF determines whether to retransmit the PDU Set based on the importance/dependency information, or drop other PDU Sets which depends on the dropped one would also be dropped together.
Additionally, in Solution#23 and #49, UPF can also drop the packets for PDU set integrated handling as follows:
- In Sol#23, UPF may drop the packets of the PDU set if the lost packets within the PDU set are above the threshold. 
- In Sol#49, if not all PDUs of one PDU set are received, UPF may stop delivering the PDU Set and inform the downstream node (either UPF or RAN node) to drop the PDU set to save transmission resources.

7.X.5 PDU Set QoS Parameters
New QoS parameters for PDU Set based QoS handling in 5GS are proposed as following:
-	PDU Set Delay Budget (PSDB) (solution 8, 9, 12, 14, 25, 26). The PDU Set Delay Budget defines an upper bound of the time that a PDU Set may be delayed between UE and the N6 termination point at the UPF. 
-	PDU Set Error Rate (PSER) (solution 8, 12, 22, 25, 26). The PDU Set Error Rate applies to PDU set which needs PDU set content integrated handling.
-	Whether all PDUs are needed for the usage of PDU Set by application layer (solution 22, 23, 25, 49, 51,70). There may be different cases, i.e., all PDUs within a PDU Set are needed, only PDUs up to the first PDU in error are useful to the decoder, and a PDU Set with partial PDU losses is still useful. Specifically, solution #70 allows RAN to discard FEC data when RAN has acknowledgement that the PDUs in the PDU Set, excluding the FEC data, is successfully delivered to the UE. Hence, in case of high load, RAN can avoid transmitting the overhead induced by FEC while in case of low load that overhead will be transmitted (potentially increasing the chance of a congestion).

-	Whether to drop a PDU Set in case PSDB is exceeded (solution 8, 22, 24, 25). Due to the reference relationship among different PDU Sets, a PDU Set may still be useful for the decoding of subsequent PDU Sets, even its PSDB already expires. 
-	PDU Set Discard Timer (PSDT) (solution 25). The PSDT is used to indicate the accurate upper bound of time to keep transmitting the PDU Set even its PSDB already expires, i.e., how long time a PDU Set will be considered as useful by the applications.
* * * * Second change * * * *
8.X Conclusions for KI#4 and KI#5
The following aspects are concluded as principles for the normative work to support the following two key issues:
-	Key Issue #4: PDU Set integrated packet handling
-	Key Issue #5: Differentiated PDU Set Handling
NOTE:	Further PDU Set handling for Uplink will be studied and led by RAN WG. SA2 can align with RAN’s progress and decision for Uplink, if any.
8.X.1	Control plane enhancements for supporting PDU Set in downlink
8.x.1.1	PDU Set QoS Parameters
PDU Set QoS treatment is determined using dynamic or non-dynamic PCC.
The following PDU Set QoS parameters are defined to support PDU Set handling:

-  PDU Set Error Rate: The PSER defines an upper bound for the ratio between the number of PDU Sets not successfully received and the total number of PDU Sets sent towards a recipient measured over a measurement window. A PDU Set is considered as error in case all or partial PDUs of the PDU Set are not successfully delivered.
Editor’s Note: it is FFS the criteria of determining PDU Set error when partial PDUs of the PDU Set are not successfully delivered.

Editor’s Note: Whether a “PDU Set Valid Time” is needed is FFS. (Potential SoH)

-  PDU Set Delay Budget
	Comment by Paul Schliwa-Bertling: This scenario shows a system not capable to support the service, in our view there is no need to address it in conclusions and can be left to implementation.
.
Editor’s Note: The definitions of PSER and PSDB are FFS.	Comment by Huawei_Hui_D2: From Devaki: we cannot agree to the proposed definition for PSDB.

-  Whether all PDUs are needed for the usage of PDU Set by application layer (PDU Set Integrated Indication).
-  Whether a PDU Set is still valid in case PSDB is exceeded (PDU Set Valid Indication)
- Whether relative QoS within PDU Set is expected (Relative PDU Set indication)	Comment by Svante Alnås: From S2-2208923

If PDU Set based QoS handling is used, PCF determines the above PDU Set QoS Parameters based on information provided by AF (described in 8.X.2) and/or local configuration. The PDU Set QoS parameters are sent to SMF as part of PCC rule, then SMF sends them to RAN.
8.X.1.2	AF Information Provisioning
PDU Set related assistance information provisioning by AF is supported for dynamic PCC. AF may provision one or more of the following PDU Set related assistance information to NEF/PCF during AF QoS request procedure:
-  Whether PDU Set based handling is needed or not (PDU Set Handling Indication).	Comment by vivo: Not need, specific PDU set parameters are sufficient
-  PDU Set QoS parameters listed in clause 8.x.1.1.
-  Burst Traffic periodicity	Comment by Paul Schliwa-Bertling: It is periodicity of traffic that is of interest, ‘burst’ is a bit fluffy concept.
-	Application protocol info: e.g. RFC 6184 RTP Payload Format.	Comment by vivo: It is not shown in #52 before, need further clarification before introduction
Editor’s Note: AF may don’t understand the concept of PDU Set. Whether application understandable terms should be used instead is FFS.
.X.1.3	PDU Set capability of RAN Node	Comment by Paul Schliwa-Bertling: Stage 3 work.
· PDU Set handling capable RAN node provides SMF the PDU Set handling support indication upon PDU session establishment/modification procedure.
8.X.2	User plane enhancements for supporting PDU Set in downlink
8.X.2.1 PDU Set Information
The following PDU Set related information may be identified by UPF to support PDU Set based handling:
-  PDU Set SN
-  Optional, Start PDU of the PDU Set
-  Optional, End PDU of the PDU Set
-  PDU SN within a PDU Set
-  Optional, Number of PDUs within a PDU Set
NOTE:	Either one among Start/End PDU of the PDU Set and Number of PDUs within a PDU Set needs to be supported.
-  PDU Set Size in Bytes	Comment by Paul Schliwa-Bertling: Essential as requested in RAN1 LS.
-	PDU Set Importance
Editor’s Note: Support of PDU Set dependency (i.e. dependency information between frames/slices/layers) are FFS. (Potential SoH)

8.X.2.2 PDU Set Information identification on UPF and supported N6 protocols
The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.
PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:
-  by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported).
-	by matching new RTP header to be defined in SA4 5G_RTP WI.
NOTE: The support of new RTP header defined in SA4 is TBD during normative phase based on progress of SA4.

NOTE: In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.
-  by reading the PDU Set Identification information included in the GTP-U header of DL packets arriving on N6.
Editor’s note: The exact information contained in the GTP-U extension headers on N6 is FFS and needs to be aligned with the information contained in the GTP-U extension headers on N3/N9 (refer to clause 8.X.2.2 Delivering PDU Set Information to RAN).
-  by UPF implementation, e.g., PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.

Editor’s Note: Other N6 protocols, e.g. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH)
8.X.2.3 Delivering PDU Set Information to RAN
PDU Set Information (listed in 8.X.2.1), except for “PDU Set Importance”, are informed by UPF to RAN via GTP-U header of user plane packet.
PDU Sets with different PDU Set Importance belonging to the same media stream are bound by the UPF on the same QoS Flow.
PDU Set Importance, together with other information listed in clause 8.X.3.1, is conveyed from UPF to NG-RAN via the GTP-U header of user plane packets.
While NG-RAN handling of PDU Sets with different PDU Set importance is in the scope of RAN2, the SA2 assumption is that the PDU Sets of the same media stream are delivered in order over the radio.
From SA2 perspective the PDU Set Importance is used by NG-RAN primarily for PDU Set-level packet dropping in presence of downlink congestion.
NOTE:	RAN2 may identify additional use of PDU Set Importance, while keeping the assumption for in-order delivery on the radio.

UPF classifies the DL traffics into different QoS Flows based on identified PDU Set importance and SMF instruction.	Comment by Tencent: As the following EN said, this aspect also needs SoH, so remove the related descriptions for now.
Editor’s Note: Whether PDU Set importance is used for mapping different QoS Flows, sub-QoS Flows, or included in GTP-U header is FFS.
8.X.3 PDU Set based QoS handling
RAN performs PDU Set based QoS handling based on received PDU Set QoS Parameters via control plane, and PDU Set Information received via user plane. The details of RAN behaviours are defined in RAN WG.
	Comment by Paul Schliwa-Bertling: It only adds complexity without benefits, single entity should handle the packets and make dropping decisions.
UPF supports PDU Set dropping and informs downstream nodes (either UPF or RAN node). 
Based on the feedback of PDU Set transmission failure from RAN, UPF may drop other PDU Sets which depends on the failed PDU Sets.


* * * * End of changes * * * *
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