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Discussion

Proposal

The following change is proposed to TR 23.700-08.
* * * Start of change * * * 

8.4
Key Issue #4: Enabling UE to discover, select and access NPN as hosting network and receive localized services


8.4.1
General
Void.
8.4.2
Conclusions for SNPN as hosting network
The following principles are agreed as basis for normative work:
Content of the hosting network information
-
The hosting network information includes a prioritized list of one or more Hosting Network Identifiers (SNPN Id).
Editor’s note:
It is FFS whether Location/time validity conditions is part of other mechanism than prioritized list on Hosting Network Identifiers.
-
N3IWF address of hosting network (or is it provided dynamically by serving network, i.e. not included in the hosting network list?)

Principles for UE to discover, select and access SNPN as hosting network
-
During UE initial registration procedure, the (home network) UDM may request serving network AMF as part of subscription information to provide the UDM list of the available hosting network information known to serving network/AMF and/or authorize AMF to provide UE assistance information for discovery and selection of hosting networks.
-
When authorized by the UDM, AMF may provide UE assistance information for discovery and selection of hosting networks as part of Registration procedure (Mobility Update) or UE Configuration Update procedure. Serving Network/AMF (all AMFs?) 

-
The serving network may broadcast GIN that is hosting network specific or hosting network specific broadcast indicator to indicate hosting network availability. If GIN is used, the serving network also broadcasts GIN when requested by the UE. In case of hosting network, a new indicator is broadcasted that a GIN can be used to select a hosting network. GIN, the hosting network identifier and other information such as HRNN (Human readable network name) may also be displayed on the UE allowing for manual selection by the user. The GIN that is hosting network specific or the hosting network specific indicator broadcasted by the serving network could be cell specific.
-
The AMF is aware of availability of hosting network(s) that corresponds to allowed areas (such as tracking area) which represent the current UE location as indicated in the Mobility Registration Update sent by the UE. The AMF may assign Registration Area to the UE in such a way that the UE performs Mobility Registration Update when UE moves to into the Tracking Area (TA) where the hosting network is present. The AMF may be aware of the availability hosting network(s) in the registration area by local configuration or by service agreement with hosting network.
-
UDM may receive list of hosting network information from AF.

NOTE:
How AF acquires hosting network information is outside the scope for 3GPP.
-
The home network UDM may determine to update UE with prioritized list of hosting network information using SoR procedure. Following triggers may apply
-
UE request as part of Registration procedure (trigger Sol #11, #13, #15, #24, #27, #32, #34).

-
UE location as part of Registration procedure (trigger in Sol #11, #12, #27, #32).

-
UE subscription data change, e.g., via external parameter provisioning (trigger in Sol #14, #23).
How UE applies SoR update and UE assistance information for discovery and selection of hosting networks

-
When UE that has successfully registered with a PLMN over 3GPP access, SNPN Access Mode in UE is activated/de-activated in implementation specific means as specified in existing Release 17. 
-
The UE may use home network authorized hosting network information and assistance information for discovery and selection of hosting networks acquired from serving network via broadcast on AS layer or information received via NAS layer as input when it determines to active/de-activate SNPN Access Mode.
8.4.3
Conclusions for PNI-NPN as hosting network

The following principles are agreed as basis for normative work:
Principles for UE to discover, select and access PNI-NPN as hosting network
-
When hosting network is deployed as PNI-NPN, access control associated with location is fully supported by Release 16 Closed Access Group (CAG) functionality.
-
When hosting network is deployed as PNI-NPN, operator can control when hosting network is available or not by setting broadcast of CAG cell information by NG-RAN node on/off, e.g., via OAM.
-
UE can be pre-configured with S-NSSAI(s) that are used for localized services, i.e. PLMN can reserve values for this purpose and pre-provision the UEs with these S-NSSAI(s). S-NSSAI/DNN for a particular hosting network can be provisioned in the PLMN via operator specific means or by the service provider via NEF.
* * * End of changes * * * 

�For the case where PLMN/SNPN is used as an underlay to access the hosting network
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