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1.
 Introduction
This p-CR proposes a combined evaluation section for Key Issue #1 and #2.
The section has 3 parts:

1. A consolidated solution that is intended to help compare the Key Issue #1 and #2 solutions (Solutions 1, 2, 3, 4, 36, 37, 38, 39, 40, 62, 63, 64, 65 and 66).

2. A Key Issue #1 evaluation section.

3. A Key Issue #2 evaluation section.

2. Proposals

It is proposed to adopt the following text in TR.23.700-60 v1.1.0.   

*** Start of Changes (all new text) ***

7.X
Evaluation for KI#1 and KI#2
7.X.1
Consolidated Solution for coordinated policy control enhancement for XRM services
This clause describes a solution that consolidates Solutions 1, 2, 3, 4, 36, 37, 38, 39, 40, 62, 63, 64, 65 and 66 in order to highlight their commonalities and differences. The purpose of this section is to assist with the overall evaluation and of Key Issue #1 and Key Issue #2.
7.X.1.1
Description  
The Key Issue #1 and Key Issue #2 solutions generally perform 3 steps.

· Initial Policy Configuration by the AF

· Associating the Policy Configuration with the flows of PDU Session(s) (i.e. one PDU Session of one UE or one PDU Session each of multiple UE(s)).

· Coordination of Policy Changes across the flows of a UE’s PDU Session or across the flows of the PDU Sessions of multiple UEs.

This solution includes one consolidated procedure for each of the 3 steps listed above.
7.X.1.2
Procedures  
7.X.1.2.1
Multi-Modal Session Policy Configuration by the AF 
Solutions 1, 2, 4, 36, 37, 38, 40, 62, 63, 64, 65 and 66 all describe interaction between an AF and the 5GS for QoS policy coordination among a single UE and/or multiple UEs. The procedure that is described in this section is intended to compare the approaches of Solutions 1, 2, 4, 36, 37, 38, 40, 62, 63, 64, 65 and 66.
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Figure 6.X.3.1: High-level Procedure for Multi-modal Session Configuration
0. In all options, the AF invoked an NEF API to configure policies for one or more UEs in the XRM session.
In Option 1 (Solutions, 1, 2, 4, 36, 40, 62, 63, 64, 65) the API is invoked after the UE(s) have established the PDU Sessions that will be used for the service. Hence the AF request uses UE addresses such as UE IP address as an input.

In Option 2 (Solution 37) and Option 3 (Solution 38), the API is invoked before or after the PDU Session is already established.  Thus, the AF request uses UE identifier as input, such as GPSI, hence the AF request can also be performed prior to the establishment of data flows for UE. 

· In Solution 37, the API can be invoked before the PDU Session is already established because the solution assumes that the UE will establish a PDU Session with a specific DNN/S-NSSAI combination that is associated with the XRM Session. Thus, all UEs in the XRM session would need to use the same DNN/S-NSSAI combination.

· In Solution 38, the API can be invoked before the PDU Session is already established because the solution assumes that the UE provides a Coordination Identifier during PDU Session Establishment so that the PDU Session can be associated with the PDU Session.

Option 1 Solutions are based on the Nnef_AFSessionWithQoS_Create/Update (solutions 1, 2, 4, 36, 40, 62, 63, 64, 65) NEF APIs.

Option 2 Solutions are based on the Nnef_ServiceParameter (solution 37) NEF API.
Option 3 Solutions are based on the Nnef_ParameterProvision (solution 38) NEF API.
Information included in this request includes the following attributes:

· Flow description(s): (solution 1, 2, 4, 36, 37, 38, 40, 62, 63, 64, 65)
· IP Address is optional or not needed in Solution 37 and Solution 38
· QoS Reference(s), QoS parameters, Alternative Service Requirements: (solution 1, 2, 4, 36, 37, 38, 40, 62, 63, 64, 65)
· Ordered list of PDB values per service flow (within a coordination group) used as association relationship between QoS reference parameters of different service flow (solution 65)
· AF identifier: (solution 1, 2, 36, 37, 62, 63, 64, 65)
· UE(s) IP address(es): (solution 1, 2, 4, 36, 40)
· UE(s) GPSI(s): (solution 37, 38, 65)
· Group association information: (solution 4, 37, 62, 64, 65, 66)
· Multi-modal service provider ID: (solution 4)
· handling together indication: (solution 36)
· Group of Necessity Indication / Critical flows: (solution 63, 65)
· Requested 5GS Delay Difference for a couple of flows: (solution 1, 37, 66)
· Latency different threshold and corresponding UEs: (solution 37, 66)
· Mid-attribute and Flow Identification parameters: (solution 40)
· Group level treatment requirements (including joint admission and joint QoS fulfilment policy ): (solution 64, 65)
1. Step 1 is only performed for option 1. In step 1, once the NEF authorizes the AF request, NEF provides PCF with the XRM service information and requirements. The PCF can then generate appropriate PCC rules according to the information provided by NEF.

NOTE: 
If Handling together indication (solution 36) / group of Necessity indication (solution 63) / critical flows indication (solution 65) is provided, and if the QoS requirement of any flow is rejected, the PCF rejects all the QoS requirements for the group of flows and notifies the NEF.

2. Step 2 is only performed for option 2. In step 2, the NEF sends XRM service information and requirements provided by AF to the UDR. UDR stores XRM policy information.

3. Step 3 is only performed for option 3. In step 3, the NEF provides the UDM with the XRM service information and requirement. UDM assigns association information (coordination ID) for the XRM flows. The UDM forwards the XRM policy information to UDR and the UDR stores XRM policy information

4. The NEF responds to the AF to indicate if the request was successful or rejected. In Option 3, the response includes a coordination ID (solution 38).
7.X.1.2.2
Associating the Multi-Modal Session Policy Configuration with a PDU Session  
Solutions 1, 2, 4, 36, 37, 38, 39, 62, 63, 64, 65 and 66 all describe how the network can associate a PDU Session with the Multi-Modal Session Policy Configuration from the AF. The solutions generally fall into 2 categories.

· Solutions 1, 2, 4, 36, 62, 63, 64 and 65 require that UE establish a PDU Session before policies are configured by the AF

· Solutions 37, 38, 39 and 66 use information from the UE (DNN/S-NSSAI combination, XRM application information in URSP rules or Coordination Identifier) to recognize that the PDU Session is associated with the Multi-Modal session.

These two categories are illustrated in Figure 6.X.3.2.
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Figure 6.X.3.2: Procedure for associating Multi-Modal Session Configuration with a PDU session
In Option 1, there is no specific prior XRM indication at UE during Initial PDU session establishment.

1. The UE establishes a PDU Session.

2. The UE performs some application layer actions to join the Multi-Modal Session and the UE’s non-NAT’s IP Address is provided to the AF.

3. The AF uses the UE’s non-NAT’d IP Address to identify the UE when invoking an NEF API to configure polices for the Multi-Modal Session (i.e., option 1 of Figure 6.X.3.1).
4. The PCF Sends updated PCC Rules to the SMF.

5. The SMF initiates a PDU session modification procedure.
In Option 2 and 3, 

6. The UE’s GPSI is provided to the AF and the UE is provided with a DNN/S-NSSAI combination or Coordination Identifier that can be used to establish the PDU Session. These configuration steps can be based on Application Layer signalling or pre-configuration.

7. The AF uses the UE’s GPSI to identify the UE when invoking an NEF API to configure polices for the Multi-Modal Session (i.e., options 2 and 3 of Figure 6.X.3.1).
8. A PDU Session is associated with the multi-modal session
· In Solution #37 and Solution #66, the UE establishes a PDU Session with the DNN/S-NSSAI combination.

· In Solution #38, the UE establishes a PDU Session and provides the Coordination Identifier or uses an existing PDU Session by sending the Coordination Identifier in a PDU Session Modification Request
· In Solution #39, the UE uses an existing PDU Session or establishes a new PDU Session based on evaluating a URSP rule which includes XRM application information, previously configured by the PCF.

9. PDU Session Establishment or PDU Session Modification Completes.  The network uses the DNN/S-NSSAI Combination (Solution #37 and Solution #66) or the Coordination Identifier (Solution #38) to associate the PDU Session with the policies that were configured in step 7. The DNN/S-NSSAI combination or Coordination Identifier can be used in SMF, PCF, and UPF selection (Solution #38 and Solution #66) (i.e., this can be done if it is desired that the PDU Sessions that are part of the same XRM session use the same SMF, PCF, and/or UPF). In order to ensure that all UE's in a group obtain policies from the same PCF, Solution #3 proposes that the Internal Group ID from the UE’s subscription can be used in PCF selection.

7.X.1.2.3
Multi-Modal Session Policy Coordination   
Figure 6.X.3.1 and Figure 6.X.3.2 describe how initial policies are configured and associated with PDU Session(s). Solutions 1, 4, 36, 37, 63, 64, 65 and 66 further discuss how policy changes are coordinated between flows and different PDU Sessions.
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Figure 6.X.3.3: Procedure of Multi-Modal Session Policy Coordination
1. As described in Figure 6.X.3.1 and Figure 6.X.3.2, initial policies are configured and associated with PDU Sessions.

2. Based on configuration information from the AF, the network detects that some policy adjustment may be needed.

· (2a) In Solution #1 and Solution #66, the AF indicates the allowed delay differences between flows to the PCF. In this case, in Solution #1the PCF configures QoS Monitoring to detect delay differences for the UE(s). If the PCF detects that delay differences are measured to be out of allowed range, the PCF can adjust policies accordingly (e.g. use alternative QoS policies). In Solution #66, upon delay requirement update from AF, the PCF can adjust PCC rules to accommodate the new delay difference requirement between flows.
· (2b) In Solution #36, Solution #63 and Solution #65,  when the PCF is aware that certain flows need to be associated (i.e., based on information provided by the AF in step 1), the PCF may provide a "Handled Together” indication or a group of Necessity Indication or critical flows indication to the SMF. In Solution #36,  the SMF can either reject or allow all flows that need to be "Handled Together. If any PCC rule fails, the SMF notifies the PCF that all the PCC rules in the group of PCC rules have failed. In Solution #63 and Solution #65, if any necessary or critical flow is rejected, the SMF can reject the other flows of the group and notify PCF accordingly.
· (2c) In Solution #37, the PCF may subscribe to group policy information update in UDR. When, for example, other UE’s multi-modal traffic related policy changes, UDR informs the subscribed PCF about this event. This step only applies in the multiple UE scenarios (i.e., Key Issue #2).
· (2d) In Solution #4, the BSF (not depicted in Figure 6.X.3.3) notifies PCF of multi-modal QoS policy change in other PCFs. This step only applies in the multiple UE scenarios (i.e., Key Issue #2).
· (2e) In Solution #64, the NEF notifies PCF of multi-modal QoS policy change in other PCFs. This step also only applies in the multiple UE scenarios (i.e., Key Issue #2).
3. The PCF updates the PCC rules.
4. Once PCC rules are updated, the PCF interacts with SMF to modify SM policy association (or release it if policy update unsuccessful)

5. The PCF sends a notification message to AF about event and policy information change.

7.X.2
Evaluation on solutions of KI#1
Solution #1, Solution #36, Solution #38, Solution #39, Solution #40, Solution #62, Solution #63, Solution #65 and Solution #66 are for Key Issue #1.

NOTE: 
Solution #38, Solution #40, Solution #62, Solution #63, Solution #65 and Solution #66 are also for Key Issue #2.

Solution #1 addresses Key Issue #1 by adding an option to the Nnef_AFsessionWithQoS API to allow the AF to provide the PCF with the allowed delay differences of a session’s flows. The PCF can then use the Per QoS Flow per UE QoS Monitoring feature to monitor the delay of each QoS flow and adjust the PCC rules if necessary. 
Solution #66 addresses Key Issue #1 by adding a delay difference requirement between different multi-modal flows.  The solution relies on existing solutions where the AF provisions QoS specific parameters to the 5GS, without specifying which service is used. This solution assumes a dedicated DNN / S-NSSAI combination, and a dedicated SMF which is selected based on the DNN / S-NSSAI combination. This solution also suggests that NG-RAN and UPF schedule packet delivery not to exceed delay difference between paired service flows.
Solution #36 is similar to Solution #1 because it also adds an option to the Nnef_AFsessionWithQoS API to allow the AF to indicate to the PCF that certain flows need to be “Handled Together”.  When the AF provides this indication, the PCF can provide the indication to the SMF in the PCC Rules and the SMF will either reject or allow all flows that need to be "Handled Together”.
Solution #65 is similar to Solution #36 as it adds an option to the Nnef_AFsessionWithQoS API to allow the AF to indicate to the PCF that certain flows are critical to the multimodal service, along with group level treatment (including joint admission and joint QoS fulfilment requirements).  When the AF provides this indication to the PCF, the PCF can provide the indication to the SMF and to the RAN, perform joint admission control / joint QoS fulfilment / resource allocation.
Solution #40 (Option 2) is similar to Solution #1 because it also adds an option to the Nnef_AFsessionWithQoS API to allow the AF to indicate to the PCF that certain flows are associated.  Solution #40 proposes that the API be enhanced to allow the AF to provide the mid-attribute/Flow Identification parameters (i.e. identify the flows that are “handled together” and whose PDB should be the same).
Solution #40 (Option 1) relies on the use of IMS and extends the IMS framework so that the AF can use SDP signaling, instead of the Nnef_AFsessionWithQoS API, to provide the mid-attribute/Flow Identification to the PCF.
Solution #62 suggests reusing IMS for media synchronization and proposes to extend the Nnef_AFsessionWithQoS API (or Npcf_PolicyAuthorization) for application coordination, by including multi-modal service requirements for different modalities. This solution suggests that the different data streams of multimodal application can be mapped onto different media components. This solution also proposes to separate closely related data stream into a single PDU session, and stand-alone modalities into another separate PDU session.
Solution #63 suggests reusing IMS mechanism if the XR application has only audio and video modalities. In the case where other types of multimodal data are also used, this solution proposes to enhance the Nnef_AFsessionWithQoS API, including group of QoS requirements and a group of Necessity Indication to specify which service flows, within the group of flows, are necessary.

Solution #38 addresses Key Issue #1 by defining a new API that is modelled after the Nnef_ParameterProvision API. The new API allows the AF to identify the UE with the UE’s GPSI and provide Flow Description(s), QoS References, and/or QoS Parameters that should be associated with the service. The information about the service is stored in the UDM and a Coordination Identifier is provided to the AF by the UDM. The AF can provide the Coordination Identifier to the UE. The UE can use the Coordination Identifier as a traffic descriptor during URSP evaluation to ensure that the correct DNN/S-NSSAI combination is selected, and the UE can provide the Coordination Identifier during PDU Session Establishment. The Coordination Identifier is then used by the SMF to fetch the correct PCC Rules from the PCF.

Solution #39 is similar to Solution #38 because it also re-uses a traffic descriptor / URSP evaluation to ensure that the XRM traffic is routed to the correct DNN/S-NSSAI combination.
Policy Configuration
Solution #1, Solution #36, Solution #38, Solution #40 (Option 2), Solution #62, Solution #63 and Solution #65 all propose that the AF can invoke an NEF API to provide the PCF with information that the PCF can use to determine which flows are associated (i.e. need to be coordinated).

· In Solution #1, Solution #36, Solution #40 (Option 2), Solution #62, Solution #63 and Solution #65, the flows (e.g. source/destination IP Address and port numbers) are identified by the AF when the Nnef_AFsessionWithQoS API is invoked. The UE IP Address would have to be the UE’s non-NAT’d IP Address.

· In Solution #38, the AF identifies the UE with GPSI instead of IP address and extends the Nnef_ParameterProvision API so that the AF can configure the QoS parameters for the session. This approach allows the AF to configure the QoS parameters for the session before or after the UE establishes the PDU session that will carry the service. Since Solution #38 does not require the AF to identify the UE or the Session by IP address, the solution works in the presence of NAT.
In Solution #40 (Option 1) the flows (e.g. source/destination IP Address and port numbers) are identified by the AF when in SDP signalling. The UE IP Address would have to be the UE’s non-NAT’d IP Address.

Solution #1 provides an additional option where the AF can indicate the allowed delay differences between flows to the PCF. This information and the existing Per QoS Flow per UE QoS Monitoring feature can be used by the PCF to monitor delay differences between flows and take action (i.e. change PCC Rules) if any delay differences are measured to be out of allowed range. 
Associating Policies to the Correct PDU Session

After the PDU Session is established, Solution #1, Solution #36, Solution #40, Solution #62, Solution #63 and Solution #65 all use the UE’s non-NAT’d IP Address to configure policies for the XRM Session.

Solution #38 and Solution #39 use a traffic descriptor to ensure that the UE selects the correct DNN/S-NSSAI combination.  Solution #38 further proposes that the UE provides the traffic descriptor during PDU Session establishment so that the SMF and PCF can use the traffic descriptor (coordination identifier) to fetch the correct PCC Rules and derive coordinated QoS Rules.  Since the coordination identifier is provided during PDU Session Establishment, the network can also use the DNN/S-NSSAI combination for other traffic (i.e. non-XRM traffic and/or traffic from other XRM sessions).

Applying PCC Rules
In Solution #36 (“Handling Together” indication), Solution #38 (“Coordination Identifier), Solution #63 (group of Necessity indication), Solution #65 (Indication of critical flows) and Solution #66 (AF specific flow group ID), the SMF is given an indication that flows of a PDU Session need to be associated. In Solution #36 it is proposed that SMF will either reject or allow all flows that need to be "Handled Together”; thus, providing the benefit that the PCF can derive a new set of PCC Rules that can be fulfilled. In Solution #63 and Solution #65, if a flow which is necessary or critical is rejected, then all the other associated flows need to be rejected.
7.X.3
Evaluation on solutions of KI#2

Solution #2, Solution #3, Solution #4, Solution #37, Solution #38, Solution #40, Solution #62, Solution #63, Solution #64, Solution #65 and Solution #66 are for Key Issue #2.
NOTE: 
Solution #38, Solution #40 Solution #62, Solution #63, Solution #65 and Solution #66 are also for Key Issue #1.

Soultion #2 addresses Key Issue #2 by proposing to use existing procedure to allow the AF to configure the netwotk with group policy information. There is an implicit assumption in this approach that the UEs of the group will establish PDU Sessions to the same DNN/S-NSSAI combination. The solution also assumes that one PCF will notify other PCFs when there is a change in policy for one UE in the session.
Solution #3 is similar to Solution #2 except a single PCF is assumed to serve each XRM service.  The group of UEs that are part of the same XRM service is identified by an Internal Group Identifier and the Internal Group Identifier can then be used in PCF selection. The Internal Group Identifier is already supported in Rel-17 for the 5G VN Group feature and there a 1:1 mapping between (DNN, S-NSSAI) combination and 5G VN Group. Thus, there is an implicit assumption in this approach that the UEs of the group will establish PDU Sessions to the same DNN/S-NSSAI combination.

Solution #4 is similar to Solution #2 in the sense that it deals with the multi-PCF scenerio. In Solution #4, the AF can configure QoS policies for multiple UEs.  The BSF is then used by the NEF to determine what PCFs to send the policies to and the PCFs use the BSF to subscribe to the other PCFs that serve the same XRM session and receive notifications of policy changes.  Each PCF can then react when another PCF makes a policy change for a UE in the same XRM session.

Solution #64 is similar to Solution #4 since it addresses with multi-PCF case. In Solution #64, it is the NEF which, after receving requests from AF for XR service flows and group policies, discovers the PCFs involved in the XRM service, and passes updates / notifications between the PCFs, and provides the overall updates/ notifications back to AF.

In Solution #37, the AF interacts with one NEF through Nnef_ServiceParameter_Create service operation with providing group policy information to UDR. Thus, there is an implicit assumption in this approach that the UEs of the group will establish PDU Sessions to the same DNN/S-NSSAI combination so that the correct policies will be applied.

Solution #38 addresses Key Issue #2 by defining a new API that is modelled after the Nnef_ParameterProvision API. The new API allows the AF to identify the UE with the UE’s GPSI and provide Flow Description(s), QoS References, and/or QoS Parameters that should be associated with the service. The information about the service is stored in the UDM and a Coordination Identifier is provided to the AF by the UDM. The AF can provide the Coordination Identifier to the UE. The UE can use the Coordination Identifier during URSP evaluation to ensure that the correct DNN/S-NSSAI combination is selected and the UE can provide the Coordination Identifier during PDU Session Establishment. The Coordination Identifier is then used by the SMF to fetch the correct PCC Rules from the PCF. The UEs of the group can provide the Coordination Identifier to the network during PDU Session Establishment or Modification so that the network knows how to associate the PDU Session with the service.  If the UE’s non-NAT’d IP Address is provided by the AF, then the UE does not need to provide the Coordination Identifier to the network during PDU Session Establishment or Modification.
Solution #40 (Option 2) adds an option to the Nnef_AFsessionWithQoS API to allow the AF to indicate to the PCF that certain flows are associated.  Solution #40 proposes that the API be enhanced to allow the AF to provide the mid-attribute/Flow Identification parameters (i.e. identify the flows that are “handled together” and whose PDB should be the same).
Solution #62 suggests to reuse IMS for media synchronization, and proposes to extend the Nnef_AFsessionWithQoS API (or Npcf_PolicyAuthorization) for application coordination, by including multi-modal service requirements for different modalities. This solution suggests that the different data streams of multimodal application can be mapped onto different media components. This solution also introduces a new attributed named MMCI, to associate UEs who participate at the same XR service.

Solution #63 suggests to reuse IMS mechanism if the XR application has only audio and video modalities. In the case that other types of multi-modal data are also used, this solution proposes to enhance the Nnef_AFsessionWithQoS API, including group of QoS requirements and a group of necessity indication to specify which service flows, within the group of flows, are necessary.

Solution #65 adds an option to the Nnef_AFsessionWithQoS API to allow the AF to indicate to the PCF that certain flows are critical to the multimodal service, along with group level treatment (including joint admission and joint QoS fulfilment policy).  When the AF provides this indication, the PCF can provide the indication to the SMF and to the RAN, perform joint admission control / resource allocation.

Solution #66 addresses Key Issue #1 by adding a delay difference requirement between different multi-modal flows. The solution relies existing solutions where AF provisions QoS specific parameters to the 5GS, without specifying which service is used. This solution assumes a dedicated DNN / S-NSSAI combination, and the same comnbination is used for UEs participating in the same XR session. This solution also assumes same SMF, UPF, NG-RAN

Used for different UEs involved in the XR session.

QoS policy coordination among multiple UEs
Solution #2, Solution #3, Solution #4, Solution #37, Solution #38, Solution #40 (Option 1), Solution #62, Solution #63, Solution #64, Solution #65 and Solution #66  all propose that the AF can invoke an NEF API to provide the PCF with information that the PCF can use to determine which flows and UEs are associated (i.e. need to be coordinated).

· In Solution #2, Solution #3, Solution #37 and Solution #66 the PDU Sessions of the UEs are assumed to use the same DNN / S-NSSAI combination.
· In Solution #4, Solution #40 (Option 2), Solution #62, Solution #63, Solution #64 and Solution #65 the flows (e.g. source/destination IP Address and port numbers) are identified by the AF when the Nnef_AFsessionWithQoS API is invoked. The UE IP Address would have to be the UE’s non-NAT’d IP Address. Thus, there is also an assumption that the flows have been established before the API is invoked.

· In Solution #38 the AF identifies the UEs with GPSIs instead of IP addresses and extends the Nnef_ParameterProvision API so that the AF can configure the QoS parameters for the session. This approach allows the AF to configure the QoS parameters for the session before or after the UE establishes the PDU session that will carry the service. Since Solution #38 does not require the AF to identify the UE or the Session by IP address, the solution works in the presence of NAT.
· In Solution #40 (Option 1) the flows (e.g. source/destination IP Address and port numbers) are identified by the AF when in SDP signalling. The UE IP Address would have to be the UE’s non-NAT’d IP Address.

*** End of Changes ***
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