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Discussion 

Conclusions could not be reached for KI#1 at SA2#152E. The main controversy was whether to support metadata and whether to define a parallel solution to existing solution for SFC based on TSP ID. The motivation for the latter approach is to allow Rel-18 SFC enhancements for user plane to be executed in a UPF separate from PSA UPF.
This paper aims at complementing the current evaluation and conclusions. It is focused in two aspects:

- 
Analyze the impacts due to an additional UPF for Rel-18 SFC (UPF-SFC) 
-
Exemplify how a flexible e2e solution may work with current architecture 
An argument provided for defining a separate UPF different from PSA is that current PSA UPFs should not need to be configured to support steering policy/policies for a given DNN/S-NSSAI/DNAI. Instead, a separate UPF on “N6s” supports the new user plane SFC functionality (UPF-SFC).
Drawbacks of using an additional UPF-SFC include:

- 
Need of new interfaces and reference point:
o 
New N4 instance to control the new UPF-SFC from SMF, i.e. one more integration point between UPF and SMF, that are not always deployed on same site for example in case of edge computing. 
o 
New “N6s” reference point to manage payload packets between UPF-SFC and PSA UPF

- 
It requires more footprint for the same traffic throughput. Defining a new UPF-SFC beyond PSA executing N4 packet detection rules for SFC requires a new classification process in a separate node. Basically, the packet detection done in PSA UPF needs to be re-done in SFC-UPF, doubling the processing. 
- 
SMF complexity increases. SMF needs to select, control and chain using N9 (“N6s”) this new kind of UPF-SFC deployed beyond PSA to build user data paths for traffic with service chaining. In many cases three chained UPFs with different roles may need to be involved in a data path but more UPFs may need to be managed if different service chain requirements (and then different UPF-SFCs) need be involved.  That would be a challenge not only in setup and control of the policy and rules, but it also represents a challenge for re-anchoring procedures (e.g. SSC modes 2, 3) not addressed in solutions so far.
- 
UPF-SFC placement will impact latency as it requires an extra user plane hop. Defining a new UPF-SFC beyond PSA is against getting shorter latencies e.g. in ultra-reliable low latency communications (URLLC). 
- 
Operator deployment complexity may increase. To avoid inter-site user plane hops when SFC is activated, operators need to ensure that SFC-UPFs are instantiated on each site where PSA UPFs may be located. 

- 
Interoperability issues with having parallel solutions in the standard (traffic steering in PSA UPF and traffic steering in UPF-SFC). 

On the other hand, the existing support for N6-LAN steering can be re-used. As discussed in previous SA2 contributions, this solution also fulfils all related stage 1 requirements (see e.g. S2-2205851).  
In this case the UPF performs the necessary actions to enforce the Forwarding Policy, e.g., performing packet encapsulation, packet marking and routing the traffic towards the service functions within the N6-LAN. The packet encapsulation, if needed, may depend on the role UPF takes together with the SFC domain for the sake of best interworking. Examples of flexible and dynamic e2e solution are e.g.:

- 
The UPF may have the role of SFC classifier (uplink, downlink, or both). This is an optimal way for avoiding multiple classifications in different NFs to minimize UP processing footprint and impacts on e2e latency. The UPF may, for example, use packet encapsulation to make it possible for the SFC domain to progress the payload path. Once a packet is classified accordingly with PDR rules, UPF may egress the packet to a SFC domain with a marking value in the encapsulation header. (an example is Service Path Identifier, SPI, defined for NSH). In this kind of deployment, it is then up to SFC domain usage and meaning of SPI, that is, it could perform further classification work considering this UPF initial classification. The marking value could be encoded in the N4 Forwarding Policy parameter itself or be configured in UPF as a profile using the Forwarding Policy received over N4 as key for selecting this profile.

- 
The UPF may also use existing transport information to convey SFC information to provide explicit service path information. E.g different VLANs, VxLAN, or VNI (Geneve) may be used for each forwarding-policy. In this kind of deployment, the SFC domain may reuse the VLAN or protocol tagging as a pre-classification criterion or use it as SF path as such.

In this way configuring the forwarding-policies in a UPF-PSA would be straightforward.

Based on the above, UPF functionality for SFC Rel-18 fits well with current UPF-PSA functionality. The configuration required for UPF is small and the actual issue with having homogeneous support of service chains for all UPFs for DNN/S-NSSAI/DNAI is unclear 

Proposal

It is proposed to update TR 23.700-18 as follows:
**** First Change ****

8
Conclusions

8.1 
Key Issue #1: Traffic Steering Policy and SFC Enhancements
Interim conclusions for KI#1 are as follows:
- 
The existing support for N6-LAN steering can be re-used, that is a UPF-PSA may interwork within a SFC subsystem reusing TSP.

- 
The PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider. The policy is expressed in a Traffic Steering Policy (TSP) ID that may be separate in UL and DL directions. This policy can be modified dynamically during the lifetime of a PDU session.
- 
The PCF provides the TSP ID in the PCC rules to SMF.  

- 
The TSP ID refers to a traffic steering behavior that is configured in the SMF/UPF.

- 
The SMF provisions corresponding PDRs, FARs, QERs etc in UPF to support SFC. In particular, the SMF creates a FAR with the Forwarding Policy parameters set to the TSP ID. No impacts to N4 rules. This policy can be modified dynamically along the life of a PDU session

- 
The UPF performs the necessary actions to enforce the Forwarding Policy, e.g., performing packet encapsulation, packet marking and routing the traffic towards the service functions in the N6-LAN.
8.2 
Key Issue #2: Exposure to enable AF to request predefined SFC for traffic flow(s) related with target UE(s)
Interim conclusions for KI#2 are as follows:
1.
To enable the AF to request pre-defined SFC for traffic flow(s) related with target UEs.

a)
The Nnef_TrafficInluence API is enhanced to include additionally an SFC policy identifier corresponding to a pre-defined Service Function Chain policy. The request may include separate SFC policy identifiers for Uplink and Downlink traffic of the subscriber traffic.

b)
Only following information of Nnef_TrafficInfluence API are reused with N6 Traffic Routing requirements containing the SFC related additions described in this clause.

Table 8-1

	Information Name

	Traffic Description

	Target UE Identifier(s)

	Spatial Validity Condition

	AF transaction identifier


c)
The AF is aware of SFC policy identifiers based on SLA agreements.

d)
The PCF maps the SFC policy identifier to a corresponding identifier within the PCC rule. This mapping is defined in the conclusions of KI1.

g)
Support the N6-LAN traffic steering control and AF-influenced traffic steering control to be applicable to the same traffic simultaneously.

h)
The procedure for the Nnef_TrafficInluence service in TS 23.502, clause 4.3.6 is re-used, for example, in case the AF is not providing UE address the NEF stores the AF request information in UDR.


**** End of Changes ****
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