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Abstract: This contribution proposes evaluation and conclusion for KI#7.
1. Introduction/Discussion
So far, there has been 3 solutions for key issue #7 (solution #50, solution #51 and solution #52). These solutions feature different NFs determining EAS IP and DNAI, and different information AF providing to NEF requesting for DNAI. This contribution proposes to evaluate the solutions from the two main aspects:
1) Which NF to determine DNAI.
2) What information including in the AF request for DNAI.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48 v0.3.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change, all new * * * *
7.x	Evaluation for Key Issue #7
There are 3 solutions (solutions #50, #51 and #52) addressing KI#7: Obtain and maintain mapping table between IP address/IP ranges with DNAI.
The main differences among these solutions are two aspects: 
1) which NF determines DNAI, 
2) what parameter(s) AF provides to NEF.
For aspect 1), 
-  Solution #50 proposes SMF are configured with mapping information between EAS IP address(es)/IP range(s) and DNAI(s), and determine DNAI. NEF can cache the mapping information.
-	Solution #51 proposes UDR/NEF stores EDI. NEF determine target DNAI based on EAS IP address in AF queries.
-	Solution #52 propose NEF determine target DNAI based on NF local configuration. NEF may obtain target DNAI from UDR.
For aspect 2),
-  Solution #50: (mandatory) EAS IP address/IP range, (optional) DNN, S-NSSAI, geographical area.
-  Solution #51: (mandatory) EAS IP address/IP range, (optional) DNN, S-NSSAI.
-  Solution #52: (mandatory) EHE information (i.e., at least one of EAS IP address/IP range, FQDN(s), (local) DNS server address), (optional) DNN, S-NSSAI.
Evaluation of the solutions:
For aspect 1) on which NF determines DNAI:
-  Since mapping relationship between IP address/FQDN and DNAI is kind of network deployment information and independent from session management, SMF is not the proper NF for the determination of DNAI. AF can request such a map without any PDU Session established beforehand. Therefore, NEF is more suitable for such a mapping service.
For aspect 2) on what parameter(s) AF provide to NEF:
-  According to the description of the key issue, IP address/IP range or FQDN may be provided by AF to obtain DNAI. DNN, S-NSSAI, and geographical area can be used optionally to obtain corresponding DNAI.

* * * * Second change, all new * * * *
[bookmark: _Toc50467045][bookmark: _Toc50468389][bookmark: _Toc50468659][bookmark: _Toc50468930][bookmark: _Toc50630905][bookmark: _Toc50631407]8.x	Conclusions for Key Issue #7
The following are recommended as baseline for normative work:
-  NEF/UDR is configured by OAM with the mapping information between EAS IP/IP range and DNAI. 
-	AF requests to NEF to obtain DNAI by providing EAS IP/IP range and/or FQDN and optionally DNN, S-NSSAI, and geographical area. NEF checks the authorization of AF and obtains DNAI locally or from UDR. NEF responses DNAI to AF. 
[bookmark: _GoBack]-  Once the mapping information between DNAI(s) and EAS IP /IP range is changed or removed, AF can get the notification from NEF. 

* * * * End of changes * * * *
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