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Abstract of the contribution: This contribution finalizes the description of Solution 22 option 0 and option 2
1.
Discussion
This contribution clarifies that:
-
for all options of Sol. 22, it is assumed that the EAS hosted by a different PLMN than the PLMN serving the UE and that the two PLMNs have IP connection at the edge area. This means this solution works if the deployment guarantees low latency communication. In any case, it is reasonable to assume that such deployment can provided a latency lower than in case of EAS in the other PLMN reachable only via the Internet. A clarification NOTE was added in clause 6.22.1
-
for option 2, details on how the sSMF selects the proper pEASDF have been provided. This can be done on local configuration or, e.g., based on Solution 40.

-
for option 2, only the sEASDF needs to match the DNS query with the UE DNS context. This is not the case of the pEASDF which behaves as a regular DNS server.
2.
Text proposal
It is proposed to agree the following changes vs. TR 23.700-48:
>>>>BEGINNING OF CHANGES<<<<
6.0
Solution-Key issue matrix

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.

Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).

Table 6.0-1: Solution-Key issue matrix

	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: EAS discovery in Home Routed roaming scenario
	22
	X
	
	
	
	
	
	

	02: Session Breakout in Visited PLMN
	26
	X
	
	
	
	
	
	

	03: EAS (re)discovery procedure in roaming scenario
	29
	X
	
	
	
	
	
	

	04: Support EAS (re-)discovery in VPLMN via HR PDU Session
	32
	X
	
	
	
	
	
	

	05: Accessing V-EHE via HR PDU Session
	38
	X
	
	
	
	
	
	

	06: URSP solution to support roamers access to EHE in a VPLMN
	40
	X
	
	
	
	
	
	

	07: Using URSP Rules to Establish an LBO PDU Session
	42
	X
	
	
	
	
	
	

	08: V-ECS Discovery during Steering of Roaming
	43
	X
	
	
	
	
	
	

	09: PDU Session configuration from EASDF
	45
	X
	
	
	
	
	
	

	10: LBO PDU Session establishment using PLMN criteria in RSD
	47
	X
	
	
	
	
	
	

	11: Exposure of Network Congestion
	49
	
	X
	
	
	
	
	

	12: Efficient exposure of RAN information
	52
	
	X
	
	
	
	
	

	13: Fast and efficient network exposure improvements
	56
	
	X
	
	
	
	
	

	14: Group Management
	58
	
	
	
	X
	
	
	

	15: Selection of common DNAI
	62
	
	
	
	X
	
	
	

	16: Selecting the same EAS/DNAI for collection of UEs
	70
	
	
	
	X
	
	
	

	17: Application layer EAS selection for collections of UEs
	73
	
	
	
	X
	
	
	

	18: Discovery of the same EAS for collections of UEs
	75
	
	
	
	X
	
	
	

	19: Influencing UPF and EAS (re)location for collections of UEs
	79
	
	
	
	X
	
	
	

	20: Global EASDF
	81
	
	
	
	
	X
	
	

	21: EAS Deployment information differentiated by PLMN ID
	83
	
	
	
	
	X
	
	

	22: EAS discovery for Edge Node Sharing
	84
	
	
	
	
	X
	
	

	23: Improvements for EHE operated by separate party
	90
	
	
	
	
	X
	
	

	24: Reuse Option D after UL-CL insertion
	92
	X
	
	
	
	
	
	

	25: EAS discovery in VPLMN via V-EASDF for a HR PDU Session
	94
	X
	
	
	
	
	
	

	26: SM Policy for HR Session Breakout in VPLMN
	97
	X
	
	
	
	
	
	

	27: EAS discovery with dynamic setup of a LBO PDU Session
	100
	X
	
	
	
	
	
	

	28: Support edge computing in Roaming
	102
	X
	
	
	
	
	
	

	29: Use of Internal Group ID and constraints in EDI
	107
	
	
	X
	
	
	
	

	30: Policies referring to "Allowed services" and/or "Subscriber categories"
	108
	
	
	X
	
	
	
	

	31: Providing traffic offload policy for a set of UEs with service information
	111
	
	
	X
	
	
	
	

	32: Offload policy for finer granular set of UEs
	114
	
	
	X
	
	
	
	

	33: AF requests offload policy for sets of UEs
	115
	
	
	X
	
	
	
	

	34: Selecting the same EAS/DNAI for collection of UEs
	116
	
	
	
	X
	
	
	

	35: Providing dedicated (re)location information as traffic routing information
	119
	
	
	
	X
	
	
	

	36: Providing dedicated (re)location information as EAS Deployment information
	123
	
	
	
	X
	
	
	

	37: (Re)location of same EAS and coordination across UEs
	126
	
	
	
	X
	
	
	

	38: EAS Discovery for EHE shared with other PLMN
	128
	
	
	
	
	X
	
	

	39: Support EAS relocation of inter-PLMN
	129
	X
	
	
	
	X
	
	

	40: EAS discovery for shared EHE
	133
	
	
	
	
	X
	
	

	41: Controlling non-3GPP access of EC traffic via URSP and ATSSS
	136
	
	
	
	
	
	X
	

	42: Network-guided EC traffic switching
	139
	
	
	
	
	
	X
	

	43: Network-based solution for keeping EC traffic on 3GPP Access
	141
	
	
	
	
	
	X
	

	44: EAS traffic switching avoidance
	144
	
	
	
	
	
	X
	

	45: Application selected PDU Session
	146
	X
	
	
	
	
	X
	

	46: Avoid UE switching on-going EC traffic away from 3GPP access
	147
	
	
	
	
	
	X
	

	47: Avoiding Switch Away Based on an SMF Indication
	149
	
	
	
	
	
	X
	

	48: Avoiding Switch Away Based on an Indication in the URSP
	150
	
	
	
	
	
	X
	

	49: URSP based solution to avoid UE to switch away from Edge PDU Session
	151
	
	
	
	
	
	X
	

	50: Obtain and maintain mapping table between IP address/IP range with DNAI
	152
	
	
	
	
	
	
	X

	51: EDI holding the IP address to DNAI mapping
	154
	
	
	
	
	
	
	X

	52: AF obtaining target DNAI provided by NEF
	155
	
	
	
	
	
	
	X


>>>>NEXT CHANGE<<<<
6.22
Solution 22 (KI#5): EAS discovery for Edge Node Sharing
6.22.1
Introduction

This solution addresses Key Issue #5 and allows the discovery of an Edge Application Server (EAS) in case of Edge Node Sharing. In this solution, it is assumed that the EAS is hosted by a different PLMN than the PLMN that is serving the UE. 
NOTE:
It is assumed that the EAS is hosted by a different PLMN than the PLMN serving the UE, and that the two PLMNs have IP connection at the edge area. 
6.22.2
Functional description

6.22.2.0
Option 0: SMF configuration

This solution is based on the Rel-17 EAS based discovery procedures with the assumption that the SMFs of each PLMN Sharing Edge Node need to be configured with the DNAI values associated to the EAS' hosted by the other Operators. More in details:

-
the SMF needs to know the EAS deployment information of the EAS running on other PLMN's edge infrastructure e.g., IP address range(s)/FQDN(s).


For example, if the EAS is running in MNO 2's PLMN#2, when the EAS discovery is triggered the EASDF in MNO 1's PLMN#1 will receive the DNS response from the DNS server knowing the EAS' address and will forward the EAS' address to the SMF in PLMN#1.

-
At this point, after the SMF gets the IP address of EAS running in PLMN#2, in order to know that the EAS is instantiated in PLMN#2's edge infrastructure, it is required that the SMF knows the mapping between the PLMN ID of the PLMN hosting the EAS and the corresponding IP address received as a result of the DNS query so that the SMF can steer the user plane path towards the PLMN#2's domain. This may require an update of the SMF each time an EAS is added or removed.

-
6.22.2.1
Option 1: Shared EASDF

This option is based on the concept of shared EAS Discovery Function (shared EASDF), which is a new network entity shared among multiple operators and used to support the discovery of EAS for shared Edge Nodes.
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Figure 6.22.2.1-1: Architecture with deployed Shared EASDF

The Shared EASDF is a new network entity deployed in the core network and shared among the PLMNs of the MNOs that support Edge Node Sharing. The shared EASDF is hosted by one PLMN. The PLMN hosting the shared EASDF is the anchor PLMN. The communication between other PLMNs and the shared EASDF takes place via the serving EASDF (sEASDF) and the serving SMF (sSMF), that is via the EASDF and the SMF of the PLMN serving the UE. The sSMF handles the DNS context on the shared EASDF in a similar way as for the sEASDF, i.e., via the Neasdf_DNSContext_Create service.
Editor's note:
Whether the shared EASDF is feasible for network operator is FFS. Checking with GSMA may be needed in the future.

Editor's note:
How sSMF creates DNS context on shared EASDF is FFS.

The shared EASDF stores EAS deployment information such as EAS address hosted by other PLMNs. An operator needs to update its EAS information in the shared EASDF any time a change is applied (e.g., an EAS is added/modified/removed, or an MNO joins or leaves sharing of Edge Node).

6.22.2.2
Option 2: Per-PLMN EASDFs

This solution option is based on the communication between the EASDFs of the different PLMNs of the MNOs that support sharing of Edge Nodes. The EASDF of a PLMN manages information for EAS' that are hosted by the Edge Data Network of that PLMN, and the EASDF of a PLMN can interact with other PLMNs' EASDFs to support Edge Node Sharing.

Architecture
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Figure 6.22.2.2-1: Architecture with per-PLMN EASDF

In the figure above:

-
serving EASDF (sEASDF) and the serving SMF (sSMF) are, respectively, the EASDF and the SMF of the PLMN that is currently serving the UE;

-
partner EASDF (pEASDF) is the EASDF of the partner PLMN which hosts the Edge Application Server whose service is desired.



EAS Deployment Information extension

By using the Nnef_EASDeployment APIs, the AF provides to the CN the EAS Deployment Information (see TS 23.548 [3], table 6.2.3.4-1). Such information needs to be associated to the additional PLMN ID(s) and FQDN filter/DNS server address filter(s) to help the SMF identify, during EAS discovery, where the EAS is located. Table 6.22.2.2-1 shows the filtering information used to select the proper EAS and table 6.22.2.2-2 shows some examples of FQDN/DNS server address filter(s).
Table 6.22.2.2-1: NEW: Filtering table for EAS Deployment Information
	Parameters
	Description

	PLMN ID(s) – NEW
	Used to identify in which PLMN the EAS is located

[optional]

	Filter(s) – NEW
	Used to identify where the EAS is located

[optional]


Table 6.22.2.2-2: NEW: Examples of Filters for EAS Deployment Information
	DNS query content or DNS resolution
	DNS server address or FQDN filter
	Result

	MNO1.xrgaming.edge
	MNO1.*
	Matched, select EASDF of MNO1

	Battle.gamingX.edge.com
	*.gamingX.edge.*

	Matched, serving MNO knows in which MNO 'gamingX' is running, so select the MNO's EASDF

	11.123.45.22
	11.123.*
	Matched, selected the EASDF of MNO1, which is corresponding to 11.123.*


EAS Discovery

The EAS discovery is based on the existing EAS discovery procedures described in TS 23.548 [3], with the following changes:

-
provisioning of EAS deployment information to 5GS:

-
For each of its EASs, the application service provider (via the AF) provides each PLMN Sharing Edge Nodes with the EAS deployment information with PLMN ID, DNAI, and (list of) FQDNs necessary to discover the EAS. Such information is stored in the UDR following the EAS Deployment Information Provision from AF via NEF procedure (TS 23.548 [3], clause 6.2.3.4.2).

-
The SMF retrieves the EAS deployment information from the UDR (TS 23.548 [3], clause 6.2.3.4.3), and provides the following pieces of information to the EASDF (TS 23.548 [3], clause 6.2.3.4.4):

a)
FQDN filter: the list of filters regarding FQDN in the DNS query from the UE;

b)
DNS server address filter: the list of filters regarding DNS server address in the DNS query from the UE;

c)
PLMN ID associated with the FQDN filter or DNS server address;

d)
Action: DNS query forwarding to the target pEASDF, reporting to the SMF.

-
EAS discovery:

-
At EAS discovery (TS 23.548 [3], clause 6.2.3.2.2), the sEASDF determines the target pEASDF associated with the PLMN ID, if the received DNS query (from the UE) meets the following conditions:

-
the FQDN in the DNS query matches with the configured FQDN filter associated with the DNAI/PLMN ID;

-
the DNS server address in the query matches with the configured DNS address filter with the DNAI/PLMN ID.

-
Based on the indication by the sSMF, the sEASDF forwards the query to target pEASDF.

-
Target pEASDF replies with the specific DNAI/PLMN ID result.

-
The result is reported to the sSMF.

6.22.3
Procedures

6.22.3.0
Option 0: SMF configuration

This option re-uses the EAS discovery procedure defined in TS 23.548 [3], clause 6.2.3.2.2.

6.22.3.1
Option 1: Shared EASDF

Figure 6.22.3.1-1 describes a modified EAS discovery procedure based on the Rel-17 procedure described in TS 23.548 [3].
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Figure 6.22.3.1-1: Modified EAS discovery (TS 23.548 [3] clause 6.2.3.2.2) for Option 1

The procedure is based on the EAS discovery procedure defined in TS 23.548 [3], clause 6.2.3.2.2, with the following changes:

-
new step 9a: based on the DNS message report sent by the sEASDF in steps 8/9, the SMF selects the shared EASDF.

-
new step 9b/c: the sSMF creates the DNS context in the shared EASDF.

NOTE 1:
In case of IPv4, it is assumed that the SMF knows the UE's public IP address. This can be done based on interaction with the NAT server and/or on implementation specific ways.
-
steps 10/11: the sSMF instructs the sEASDF to forward the DNS query to the shared EASDF. The sSMF provides to the serving EASDF the FQDN filter (e.g., FQDN ranges) to be reported. The FQDN filter indicates that the shared EASDF needs to be contacted to resolve the DNS query.

-
new step 11a: the sEASDF forwards the DNS query to the shared EASDF.

NOTE: 
While the sEASDF matches the DNS query with the DNS context for the UE (as per Rel-17), the Shared EASDF does not need to do that because it uses the DNS ECS option to select the most appropriate EAS. In that sense the Shared EASDF behaves as a regular DNS server. The need to have a DNS UE context in the Shared EASDF for UE accessing from partner PLMNs can be discussed in the normative phase.

-
new step 13a: the shared EASDF resolves the DNS query and sends the DNS reply to the sEASDF.

NOTE 2:
Alternatively to steps 11a/13a, the DNS query can be forwarded by the sEASDF to the shared EASDF via the SMF.

6.22.3.2
Option 2: Per-PLMN EASDFs

Figure 6.22.3.2-1 describes the modified EAS discovery procedure based on the Rel-17 procedure described in TS 23.548 [3].
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Figure 6.22.3.2-1: Modified EAS discovery (TS 23.548 [3] clause 6.2.3.2.2) for Option 2

The procedure is based on the EAS discovery procedure defined in TS 23.548 [3], clause 6.2.3.2.2, with the following changes:

-
new step 9a: based on the DNS message report sent by the sEASDF in steps 8/9 and on mapping criteria (see, e.g., clause 6.40) or local configuration, the SMF selects the pEASDF. 
-
steps 10/11: the sSMF instructs the sEASDF to forward the DNS query to the partner EASDF. The sSMF provides to the serving EASDF the FQDN filter (e.g., FQDN ranges) to be reported. The FQDN filter indicates that the partner EASDF needs to be contacted to resolve the DNS query.

-
new step 11a: the sEASDF forwards the DNS query to the pEASDF.
NOTE: 
While the sEASDF matches the DNS query with the DNS context for the UE (as per Rel-17), the partner EASDF does not need to do that because it uses the DNS ECS option to select the most appropriate EAS. In that sense the pEASDF behaves as a regular DNS server. The need to have a DNS UE context in the pEASDF for UE accessing from partner PLMNs can be discussed in the normative phase.

-
new step 13a: the pEASDF resolves the DNS query and sends the DNS reply to the sEASDF.

>>>>END OF CHANGES<<<<
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