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	Reason for change:
	#1 “The 5G ProSe UE-to-Network Relay shall only include in discovery messages the RSCs with the Control Plane Security Indicator set, as specified in clause 5.1.4.1, when the requested slice(s) corresponds to Control Plane based security procedure is(are) accepted”, 
In our view, the RSC(s) without Control Plane Security Indicator (CPSI) set should not be ruled out, otherwise Remote UE(s) supporting only RSC(s) without CPSI may not be able to discover a Relay.
When RSCs w/wo CPSI are supported, the Relay UE can select the RSCw/wo CPSI.
In addition, if the Control Plane based security procedure is not supported by the UE and/or not supported by the network in the requested S-NSSAI, the Relay-enabled UE shall not include RSC with CPSI in Discovery message. 
#2 It is the Relay UE instead of the Remote UE that performs the CP-based security procedure.
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	Clause 5.1.4.3.2 Clarify that Relay UE support RSC does not rule out RSCs without CPSI.
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[bookmark: _Toc66692654][bookmark: _Toc66701833][bookmark: _Toc69883491][bookmark: _Toc73625503][bookmark: _Toc106169790]* * * Start of Changes * * * 
5.1.4.3	Network controlled security procedures for 5G ProSe UE-to-Network Relay
[bookmark: _Toc106169791]5.1.4.3.1	General
Security procedures over Control Plane and User Plane are specified for 5G ProSe UE-to-Network relaying in TS 33.503 [29].
[bookmark: _Toc106169792]5.1.4.3.2	Control Plane based security procedures for 5G ProSe UE-to-Network Relay
Control Plane-based security procedures for 5G ProSe UE-to-Network Relay call flow and procedure is are defined in TS 33.503 [29], . It is characterised by the following principles:
-	5G ProSe UE-to-Network Relay's NAS signalling is used for the control plane based security procedure to authenticate and authorize a 5G ProSe Remote UE.
-	A UE assuming the role of The 5G ProSe UE-to-Network Relay can be configured to use a set of slices supporting Control Plane based security procedure. An AMF supporting Control Plane based security procedure for a 5G ProSe UE-to-Network Relay is selected as part of the slice. The 5G ProSe UE-to-Network Relay shall only include in discovery messages the RSCs with the Control Plane Security Indicator set, as specified in clause 5.1.4.1, when the requested slice(s) corresponds to Control Plane based security procedure is(are) accepted. In addition, the 5G ProSe UE-to-Network Relay shall include in discovery messages the RSCs without Control Plane Security Indicator as specified in clause 5.1.4.1. 
-	The Remote A 5G ProSe-enabled UE shall use the cControl Plane based security procedures when if these a RSCs with Control Plane Security Indicator set is were used by the Remote UE to establish the connection. Otherwise, if a RSC without Control Plane Security Indicator is used by the Remote UE to establish the connection, the 5G ProSe-enabled Remote UEs shall use the uUser Plane based security procedures as specified in clause 5.1.4.3.3.
-	The AMF serving the 5G ProSe UE-to-Network Relay selects AUSF as specified in clause 6.3.4 of TS 23.501 [4] using the identification information the 5G ProSe Remote UE provided as specified in clause 6.3.3.3.2 of TS 33.503 [29].
-	If the 5G ProSe Remote UE is configured by HPLMN to use control plane security procedure, the 5G ProSe Remote UE's HPLMN AUSF shall support control plane based security procedure.
-	If a network intends to use control plane security procedures, then all the AMFs or the all AMFs within the network slices that the 5G ProSe UE-to-Network Relay uses shall support the control plane based security procedures.
NOTE:	If the control plane security procedure is not supported, then the 5G ProSe Remote UE can select another 5G ProSe UE-to-Network Relay or user plane based security can be used.
[bookmark: _Toc106169793]5.1.4.3.3	User Plane based security procedures
User Plane-based security procedures for 5G ProSe UE-to-Network Relay are defined in TS 33.503 [29].
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