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Abstract: This contribution puts forward the function of local NEF selection and reselection.
1. Discussion
1.1
Parameters used for L-NEF selection
In Section 6.4.1 of TS 23.548, there exists an Editor’s Note:

Editor’s Note: The local NEF discovery is still FFS.

As indicated in Section 6.2.5 and 6.3.14 of TS 23.501[1], the function of NEF selection or discovery is:
The IP address(es)/port(s) of the NEF may be locally configured in the AF, or the AF may discover the FQDN or IP address(es)/port(s) of the NEF by performing a DNS query using the External Identifier of an individual UE or using the External Group Identifier of a group of UEs, or, if the AF is trusted by the operator, the AF may utilize the NRF to discover the FQDN or IP address(es)/port(s) of the NEF as described in clause 6.3.14.

The NF consumers may utilize the NRF to discover NEF instance(s) unless NEF information is available by other means, e.g. locally configured in NF consumers. The NRF provides NF profile(s) of NEF instance(s) to the NF consumers.
NOTE:
The NEF discovery and selection procedures described in this clause are intended to be applied by NF consumers deployed within the operator's domain.

The following factors may be considered for NEF selection:

-
S-NSSAI(s).

-
Event ID(s) supported by AF (see clause 6.2.6, TS 23.288 [86] clause 6.2.2.3 and TS 23.502 [3] clause 5.2.19).

-
AF Instance ID, Application Identifier.

-
External Identifier, External Group Identifier, or domain name.

In current version, NEF which is pointed here, doesn’t not emphasised as whether centralized of localized NEF. If both centralized and localized NEF deployed, for a specific local AF, it can be served by both the centralized NEF and localized NEF. One possible scenario is, AF discovers multiple NEFs, and AF randomly select one to trigger AF session with QoS. But, if AF requires a QoS monitoring reports by via local NEF, another NEF relocation to L-NEF is needed. 
Secondly, the current parameters used for NEF selection cannot differentiate the localized or centralized. Besides the parameters above, L-NEF has a special position characteristic, in local and near the AF. This is why introduces the L-NEF for fast QoS provision.
At last, according to TS 23.548, the QoS monitoring report is sent via L-NEF to AF and the L-NEF and AF are located in the same area. Identify the same location of both AF and L-NEF is needed and these parameters should be reflected in the procedure of discovery of L-NEF.
So, it is necessary to add more parameters, for example location related parameters, to exactly discovery of local NEF, also to different from the NEF selection. The local NEF selection can be both applied to operator’s domain AF and 3rd party AF.
The potential location parameters added to L-NEF discovery are UE location, DNAI and AF location. For 3rd party AF, during the DNS query, in order to discovery the nearest L-NEF, ECS option is needed.
As indicated in Section 6.2.5 and 6.3.14 of TS 23.501[2], the function of NEF selection or discovery is triggered by either AF or NF consumers:

1.2
Local NEF selection triggered by 5GC
As indicated in Section 6.2.5 and 6.3.14 of TS 23.501[2], the function of NEF selection or discovery is triggered by either AF or NF consumers:

The IP address(es)/port(s) of the NEF may be locally configured in the AF, or the AF may discover the FQDN or IP address(es)/port(s) of the NEF by performing a DNS query using the External Identifier of an individual UE or using the External Group Identifier of a group of UEs, or, if the AF is trusted by the operator, the AF may utilize the NRF to discover the FQDN or IP address(es)/port(s) of the NEF as described in clause 6.3.14.

The NF consumers may utilize the NRF to discover NEF instance(s) unless NEF information is available by other means, e.g. locally configured in NF consumers. The NRF provides NF profile(s) of NEF instance(s) to the NF consumers.
NOTE:
The NEF discovery and selection procedures described in this clause are intended to be applied by NF consumers deployed within the operator's domain.

The following factors may be considered for NEF selection:

-
S-NSSAI(s).

-
Event ID(s) supported by AF (see clause 6.2.6, TS 23.288 [86] clause 6.2.2.3 and TS 23.502 [3] clause 5.2.19).

-
AF Instance ID, Application Identifier.

-
External Identifier, External Group Identifier, or domain name.

And in the current version of TS 23.548, the local NEF discovery triggered by AF is included, another potential procedure of L-NEF discovery by NF consumer should be added. 

The 5GC NF consumes NRF service to discover local NEF. 5GC provides the proper local NEF which locates near the AF to AF and it can save the time for 3rd AF to trigger another DNS query for local NEF. The NF consumes NRF service is especially applied to EAS Relocation scenarios. 
2. Proposal
This contribution proposes to implement the following updates to TS 23.548 v0.1.0.
* * * Start of Change * * *
6.4.1
General
Editor’s Note: This clause describes how to expose information that needs to be delivered timely to applications deployed in edge hosing environments. This clause refers to TS 23.501, TS 23.502 and TS 23.503 for detailed exposure procedures including the enhancements proposed in TR 23.748 clause 9.4. Privacy considerations might be addressed as well.
Editor’s Note: New clauses 6.4.x may be added later for alternative solutions described in NOTES in 9.4 based on input contributions.
Some real time network information, e.g. user path latency, are useful for application layer. In this release, in order to expose network information timely to local AF, the L-PSA UPF may expose network information i.e. QoS monitoring results as defined in TS 23.501 [2], clause 5.33.3, to the local AF.

NOTE 1:
Local PSA UPF can expose the QoS monitoring results to local AF via N6. How to deliver the information on N6 is out of SA2 scope.

NOTE 2:
Sending QoS monitoring information that has not been properly integrated over time, i.e. with over-high frequency, can increase risk that the application may over-react to instantaneous radio events/conditions e.g. leading to service instability.
6.4.2
Network Exposure to Edge Application Server via Local NEF
Editor’s Note: This clause describes network exposure via local NEF as described in bullets in TR 23.748 clause 9.4.
Local NEF deployed at the edge may be used to support network exposure timely to local AF. The local NEF may support one or more of the functionalities described in TS 23.501 [2] clause 6.2.5.0. and may support a subset of the APIs specified for capability exposure based on local policy. In order to support the network exposure locally, the local NEF shall support event exposure service operation to the local AF. The local NEF selection by AF is described in TS 23.501 [2] clause 6.2.5.0 and 6.3.14.

The local AF subscribes the low latency exposure of QoS Monitoring results to PCF via a local NEF or NEF. If the NEF detects that it is not the most suitable NEF instance to serve the local AF request, it may redirect the AF to a (more) local NEF;

NOTE: 
If the notifications need to go via the local NEF, then the local NEF needs to be involved in order to be able to map these notifications to the URI where the AF expects to receive them.
The local AF may also subscribe the events via PCF directly. In this case, reporting is done directly from the UPF to the local AF. 
Based on the indication of local event notification and operator's policy, the PCF may include an indication of local event notification (including target local NEF address) within the PCC rule that it provides to the SMF.

The SMF sends the QoS monitoring request to the RAN and N4 rules to the L-PSA UPF. N4 rules may indicate the service data flow needs local notification of QoS Monitoring. When GTP-U Path monitoring is used for QoS monitoring, that is also activated if needed. This is as defined in TS 23.501 [2] clauses 5.33.3. When N4 rules indicate the service data flow needs local notification of QoS Monitoring, upon the detection of the QoS monitoring event, the L-PSA UPF sends the notification to the AF via Local NEF.

During UE mobility, the SMF may trigger the L-PSA UPF relocation/reselection and then send the N4 rules to the new L-PSA UPF to indicate the service data flow needs local notification of QoS Monitoring. The UE mobility may also trigger AF relocation or local NEF reselection, then the local AF should update the subscription for local exposure with QoS monitoring results via local NEF, towards the PCF. This updated /new subscription is then propagated via SMF (via PCC rule updates) and then to the L-PSA UPF via N4 rules.
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Figure 6.46.2-1: The association establishment between local UPF and local NEF

0.
The UE establishes a PDU Session as defined in clause 4.3.2.2.1 of TS 23.502 [3] A Local PSA is used by this PDU Session.

1.
The AF initiates an AF session with required QoS procedure as defined in clause 4.15.6.6 of TS 23.502 [3].


In the request, the AF may subscribe local notification of QoS monitoring to PCF via Local NEF or NEF. For the QoS monitoring, the AF shall include the corresponding QoS monitoring parameters as defined in clause 5.33.3 of TS 23.501 [2].


The local AF/ NEF may discover a local NEF based on existing method as specified in TS 23.501 [2] clause 6.2.5.0 and using parameters as those specified in clause 6.3.14. Alternatively, if the NEF detects that it is not the most suitable NEF instance to serve the local AF request, the NEF may redirect the AF to a (more) local NEF; The NEF may use information on the PDU Session anchor of the PDU Session for this determination
The indication for AF request network real-time information is also provided.


The AF may also first initiate an AF Session with PCF and later subscribe to local notification of QoS monitoring to PCF by invoking Npcf_Authorization_Subscribe service operation.

Editor’s Note: how to handle the duplicated subscription (via both SMF->PCF->NEF and UPF->NEF) is FFS.

2.
The PCF makes the policy decision and initiates the PDU Session modification procedure as defined in clause 4.3.3.2 of TS 23.502 [3], step 1b, 3b, 4-8b.

If the local notification of QoS monitoring is subscribed, the PCF includes the indication of local event notification (including target local NEF address) within the PCC rule. The SMF sends local QoS monitoring parameters to the L-PSA UPF via N4 rules.

3.
The L-PSA UPF obtains QoS monitoring information as defined in TS 23.501[2] clause 5.33.3.

4.
The L-UPF sends the notification related with QoS monitoring information over Nx

Editor’s Note: it is FFS whether the QoS monitoring result report from L-PSA UPF to local NEF is based on SBI or not.

5.
Local NEF reports the real-time network information to local AF through Nnef_EventExposure_Notify.

6.
Due to e.g. UE mobility, the PSA relocation and/or EAS relocation may happen as described in clause 6.3.


During the PSA and/or EAS relocation, the AF or the NEF may trigger a new L-NEF discovery as per step 1.
7.
The new AF may initiate a new AF session to the new Local NEF or NEF/PCF to (re-)subscribe the local notification of QoS monitoring as described in steps 2-4.

8.
The old AF revokes the AF session with the old local NEF or NEF/PCF.

* * * Second Change (all new) * * *
6.4.2.1 Local NEF discovery 

As specified in TS 23.501 [2] clause 6.2.5.0, the NRF may be used by the AF to discover the L-NEF. To become discoverable, the L-NEF registers with an NRF deployed within the operator’s domain where the AF resides.

The AF uses existing procedures as described in TS 23.502 [3], clause 4.17.4 to discover the L-NEF

If the AF only knows the NEF and it initiates a service operation towards this NEF, e.g., a Nnef_AFSessionWithQoS_Update_request procedure, the NEF may re-direct the request to a L-NEF. NEF may use NRF to find a suitable L-NEF for the re-direct and it may return the L-NEF IP Address/FQDN to the AF in the response message.
* * * End of Changes * * *
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