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Abstract of the contribution: This contribution addresses Spatial Validity Conditions in AF Guidance to PCF Determination of Proper URSP Rules and solves the Editor Note.

1 Discussion
This pCR solves the Editor Note in clause 6.2.4:
Editor's note:	Whether including Route Selection Validation Criteria in the URSP is sufficient for the UE and/or Network to restrict access to specific (DNN, S-NSSAI) to certain locations is FFS.
by implementing the proposal as in discussion paper S2-2102189 that is:
-   To document LADN as an alternative that provides more accuracy than URSP spatial validity conditions, which are subject to UE implementation
 -   To specify the AF provided Spatial Validity Conditions to use Geographical zone identifiers as supported by other APIs, like for example AF Influence on Routing.

****************************** First Change ************************************
[bookmark: _Toc66367649][bookmark: _Toc66367712][bookmark: _Toc66711846]6.2.4	Support of AF Guidance to PCF Determination of Proper URSP Rules
This clause describes how an Edge Computing related AF may send guidance to PCF determination of proper URSP rules to send to the UE.
NOTE 1:	This clause can apply in all deployment models.
An AF related with Edge computing may need to guide PCF determination of proper URSP rules. The guidance sent by the AF may apply to any UE or to a set of UE(s) e.g. identified by a Group Id. The AF may belong to the operator or to a third party.
NOTE 2:	Some examples of the delivery of such AF guidance are shown in Annex D.
An AF may deliver such guidance to the PCF via application guidance for URSP determination mechanisms defined in TS 23.502 [3] clause 4.15.6.x. This mechanism is defined only to deliver the guidance to a PCF of the HPLMN of the UE. The usage of such guidance for URSP generation is defined in TS 23.503 [4] clause 6.6.2.2.
The PCF may use the different guidance received from different AFs and local operator policy to determine the URSP to send to a UE as below:.
[bookmark: _Hlk67915210]-	Application traffic descriptor and traffic matching priority from the application guidance are used to set the URSP Traffic Descriptor (e.g. Destination FQDNs or a regular expression in the Domain descriptor) and determine the URSP precedence in the URSP rule (defined in Table 6.6.2.1-2);
NOTE 3: when multiple Edge Computing specific parameters for the same application are received, the PCF decides the traffic matching priority Rule precedence value of the URSP rule (defined in Table 6.6.2.1-2). 
-	Each Route selection parameter from the application guidance is used to set a Route Selection Descriptor as follows:
-	 DNN and S-NSSAI from the Route selection parameter from the application guidance are used to set the DNN selection, Network Slice selection components in the Route Selection Descriptor of the URSP rule, respectively (defined in Table 6.6.2.1-3);
-	 Route selection precedence from the application guidance is used to set the Route Selection Descriptor Precedence in the Route Selection Descriptor (defined in Table 6.6.2.1-3);
 -    The spatial validity condition for the Route selection precedence from the application guidance if any are used to set the Location Criteria in the Route Selection Descriptor of the URSP rule (defined in Table 6.6.2.1-3).

NOTE 4:  Since the Validation Criteria are not required to be checked during the lifetime of the PDU Session, t may be left to UE implementation (e.g. URSP re-evaluation at mobility change) how well spatial validity conditions in URSPs restrict the access to a specific (DNN, S-NSSAI) to certain locations.  
Editor's note:	Whether including Route Selection Validation Criteria in the URSP is sufficient for the UE and/or Network to restrict access to specific (DNN, S-NSSAI) to certain locations is FFS.
*******************************End of Change************************************


****************************** Next Change *********************************
[bookmark: _Toc66711874]Annex D (Informative):
Examples of AF Guidance to PCF for Determination of URSP Rules
a)	The UE is to use a specific (DNN, S-NSSAI) (e.g. working in SSC mode 2 or 3 with the Distributed Anchor deployment) when trying to reach some domains while it should use another (DNN, S-NSSAI) (e.g. working in SSC mode 1) for other domains. In this example, the AF can indicate two FQDN filters, optionally with corresponding filtering rule priorities, if the FQDN filters overlap. For each FQDN filter, the AF can indicate a corresponding DNN, S-NSSAI.
b)	Corporate applications only reachable via a specific (DNN, S-NSSAI) negotiated with the operator; corresponding URSP rules (URSP rules referring to domains of these corporate applications) shall only point to this specific (DNN, S-NSSAI). In this example, the AF can indicate one FQDN filter for the corporate applications. Optionally, the AF can indicate also the corresponding DNN, S-NSSAI for the FQDN filter. If DNN, S-NSSAI is not provided by the AF, the NEF can determine it based on the AF identity.
c)	Corporate applications reachable via a (DNN, S-NSSAI) but only in some location (DNAI) ; e.g. the corporate applications are only accessible when the UE is in some location corresponding to the corporate premises. In this example, the AF can provide information as in bullet b), and additionally provides DNAI or geographical zone identifier where the corporate applications are accessible. URSP Rules will guide the UE select the (DNN, S-NSSAI) when the UE is in the geographical zone.
d)	Internet applications not reachable via a specific (DNN, S-NSSAI) negotiated with the operator but that should be only reachable via a general purpose (DNN, S-NSSAI); e.g. traffic of UE(s) of a third party targeting Internet applications is not to be sent to a specific (DNN, S-NSSAI) negotiated with the operator as this traffic is not expected to cross the Intranet of the corporate. In this example, the default operator rules are used generate a "match all" URSP rule with a low filtering rule priority and a corresponding generic purpose DNN, S-NSSAI.
e)	Internet applications reachable via both a specific (DNN, S-NSSAI) negotiated with the operator and via a general purpose (DNN, S-NSSAI) for which the third party may want to set preferences between these 2 kinds of connectivity. These preferences may depend on the UE location. In this example, the AF can indicate FQDN filters as in bullet b), but the FQDN filters are for Internet applications. In addition, the AF can indicate the DNAI or geographical zone identifier where the Internet applications are accessible via the specific DNN, S-NSSAI. In addition, the default operator rules are used generate a "match all" URSP rule with a low filtering rule priority and a generic purpose DNN, S-NSSAI.
f)	Combination of bullets c) and e). In this example, the AF can indicate one FQDN filter for corporate applications as in bullet c), and another FQDN filter for Internet applications as in bullet c), In addition, the AF can indicate filtering rule priorities for the FQDN filters, if the FQDN filters overlap.
g)	Corporate applications reachable via a (DNN, S-NSSAI) in some location (DNAI) and via another DNN, S-NSSAI in another location; e.g. the corporate applications are only accessible via a location specific corporate DNN, S-NSSAI. In this example, the AF can indicate an FQDN filter as in bullet c), but indicates two or more DNAIs sets of location conditions for the FQDN filter, and indicates different DNN, S-NSSAI per DNAIfor each. In addition, if the geographical locations of the DNAIszones overlap, the AF can indicate a Route Selection Descriptor Precedence for each DNAIof them.
The examples b) to e) above can correspond to different AF(s) representing different corporate that have different policies. How the rule precedence between rules for different AFs are set in the URSP rules is up to the operator policy.
In the examples above, when a location specific corporate DNN, S-NSSAI has been agreed, as an alternative, the location area where the DNN is accessible can also be set as part of the SLA agreement configured on the NEF.

*******************************End of Changes**********************************
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