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Abstract of the contribution: This contribution proposes updates for key issue 1 mobility conclusions.
1.	 Discussions
In S2-2100143, RAN2 asked SA2 whether external authentication related parameters can be assumed uniform across a network or registration area.
During SA2-143e we concluded that support of the feature should be homogeneous in a SNPN. This implies that no changes are needed in mobility handling within the SNPN to handle the scenario of inhomogeneous support of the feature.
While this can typically be assumed and it is expected that that a UE that selects and attempts to register with the SNPN it was last registered with (if available) would be successful, there could be few cases where existing Rel-16 RAN nodes have not yet been upgraded with the Rel-17 feature to support external authentication.
For a clear separation, an SNPN operator can use different NID codes for Rel-16 cells and Rel-17 cells within the same network.
For the case that the same SNPN ID is used, existing mechanisms can be used as described below.
If there is a need to avoid that connected mode UEs access Rel-16 cells, Mobility Restriction Lists (MRLs) can be used. This mechanism is already covered in the TR by referring to TS 23.502 clause 4.9.1.
For an idle mode UE which does not have a 5G-GUTI of the selected SNPN and corresponding security context yet and tries to register in a Rel-16 cell in a geographical area which have both Rel-16 and Rel-17 cells, the UE can be rejected by the AMF as described in TS 23.502 clause 4.2.2.2.2.
Even if TR 23.700-07 already mentions that mobility scenarios can be addressed with legacy mechanisms, it would be helpful to add specific examples for further clarification.
Proposal 1: Clarify that support of authentication using credentials from an external entity is homogenous throughout a SNPN and no changes are needed in mobility procedures.how existing functionality can be re-used to handle inhomogeneous support of authentication using external credentials.
In addition, TR 23.700-07 does not mention UEs in RRC inactive state. Existing resume functionality can be re-used as described in TS 23.502, clause 4.8.2.2. For completeness, this should also be added. 
Proposal 2: Clarify that existing functionality can be re-used for UEs in RRC inactive state in case there is a common AMF.
2. Proposal 
It is proposed to update TR 23.700-07, v1.2.0 as follows.  
*** Start of changes ***
[bookmark: _Toc54940747][bookmark: _Toc54952462][bookmark: _Toc57233916][bookmark: _Toc57383835]8.1.2	Conclusions for mobility scenarios
The mobility procedures are based on:
-	In the case that there are common AMF and/or N14 interface between the source network and target network, mechanism defined in TS 23.502 [6] clause 4.9.1 is re-used to address UE mobility.
-	In the case of idle mode mobility, the UE performs initial or mobility registration as specified in clause 4.2.2.2.2 of TS 23.502 [6].
-	Support of authentication using credentials from an external entity is homogenous throughout a SNPN i.e., the SIB information in clause 8.1.4 should be set uniformly and no changes in mobility handling are needed to address inhomogeneous support of the feature.
[bookmark: _Hlk56521713]NOTE:	Needed updates to find the correct source or target AMF and what are the applicable UE identities in the registration message will be determined in normative phase.
*** End of changes ***
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