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1 Introduction

Through the course of various submissions to the S2 group, it has been made apparent that there are several different notions of the roles and responsibilities of the functional  components for different CSCFs . While most, if not all, of the agreed behaviour described by the registration call flows is driven by the information flows required to fulfil these roles, it still appears to be unclear to the group as a whole why these decisions were taken.

This document endeavours to describe the rationale that went into the information flows described in S2-000751 as amended by S2-001106. These documents have been the starting point of the currently agreed network architecture and registration flows.

2 Discussion

In reading the following discussions, it is important to understand the basic principles which guided the creation of the proposed network architecture. They are:

1. As little impact to the SIP protocol as possible. Every deviation from SIP as proposed within the IETF introduces additional complexity when interworking with non-3GPP SIP networks, thus diluting the value of selecting SIP as a signalling protocol.   At the same time, these changes may also delay the standardisation time.

2. As consistent behaviour as possible for each functional components. Once nodes start exhibiting different behaviour based on factors such as user roaming, the tasks of designing, implementing, troubleshooting, and maintaining the nodes become increasingly complex and costly.  It may also cause end users’ experiences to be different based on the configuration of the network.
3. Not optimising special circumstances at the expense of others. Many “efficiencies” can be realised for special circumstances (e.g. roaming users, S-CSCF and P-CSCF in the same domain, etc); however, these optimisations almost always have an impact that is detrimental for most other general cases (additional signalling, more complicated procedures, etc). In the cases where such optimisations have a negative effect on other common cases, they have been avoided, lest such “optimisations” pile up and have a detrimental effect on all situations.
Note: when describing the roles of different CSCFs, certain functions (for example, Charging, Security etc.) have been not yet included, as these issues are for further study within S2 and other 3GPP groups.

2.1 Proxy CSCF

2.1.1 Purpose and Responsibilities

As approved by S2 (S2-001293), the P-CSCF behaves like a proxy (as defined in RFC2543; the text in S2-001293 is taken almost verbatim from that document), and has the following further responsibilities:

· Number translation from local to international

· Detection of Emergency calls.  The support of emergency calls in the visited network, and the role of the P-CSCF, is for further study.
In addition, the QoS ad-hoc group is looking into P-CSCF role in relation to QoS management (chapter 9, 23:821).
As originally intended, the “number translation” responsibility was conceived as a general URI translation function. This function encompasses the activation of locally provided services; see S2-000751, section 5.6 for examples of such function.

There is also some discussion regarding the P-CSCF role in local resource management (Resource allocation Principles in TR 23:821), but the issue are still under discussion.

2.1.2 Behaviour

The registration record that this node maintains for the duration of the handset’s registration includes four pieces of information: Phone IP address, visited user ID, home network service entry point, and expiration of registration information. The complete behaviour of a P-CSCF can then be summed up in a few simple rules:

· Any outgoing requests (from the handset) with a request URI indicating an emergency service
 will be routed directly to an emergency service centre.

· All other outgoing requests are routed by correlating the handset IP address to the S- or I-CSCF in the serving network.

· All incoming requests are routed by correlating the visiteduser ID to the IP address of the appropriate handset.

· Outgoing REGISTER requests are used to create and update the above described registration records

· The request URI of outgoing requests may be modified according to a set of provisioned rules defined by the network operator

· Internationalisation of local E.164 numbers.
2.1.3 Rationale

The reason – in fact, the only reason that the P-CSCF was included in the original architecture decisions – was to allow the inclusion of these abilities: emergency service interception,  and allowing (although not mandating
) the capability for user to access local dialing plans (which is effected by internationalization of dialled numbers). In order to provide this functionality, the P-CSCF needs to be the first hop for all outgoing calls initiation messages.

Note that several other behaviors which may be usefully included in the P-CSCF have been discussed, but not yet concluded.  Examples inlclude collection of information to facilitate charging and billing, and QoS policy enforcement.

Since that time, it has been realised that this decision also allows low-end handsets to operate without the need to implement a DNS client. As SIP URIs are most typically expressed in terms of a symbolic name (e.g. “sip:john.smith@bell.tel” instead of “sip:john.smith@[A752:2493:65C0:9A07:7B2F:764C:2874:3AE4]”), the use of DNS is necessary – andmany handset vendors have concerns regarding  cheap and simple handsets being required to implement yet another protocol for this purpose. 

2.2 Interrogating CSCF

2.2.1 Purpose and Responsibilities

The I-CSCF provides a translation from a generic, statistically based load distribution mechanism (DNS) to a targeted, criteria-based load distribution mechanism.   Specifically, the I-CSCF address is retrieved via a DNS query, whereas the S-CSCF is determined based on user information criteria, load distribution, service capability and other possible data. This query of I-CSCF, being statistically based, will return any arbitrary I-CSCF in the user’s home network.

By querying the HSS, the I-CSCF ascertains the next hop necessary to reach the S-CSCF and forwards the SIP request appropriately.
2.2.2 Behaviour

Upon receipt of a SIP message, the I-CSCF always contacts the HSS. If no S-CSCF is yet selected, the I-CSCF, HSS, and a possible third functional node, the Resource Broker, determine the next hop required to get to the serving CSCF. In the case that a S-CSCF has been assigned, the HSS will indicate the next hop for the SIP message to take to get to the S-CSCF.

I-CSCF always performs the following very simple steps in order:

1. Contact the HSS with the identity of the caller/callee (as appropriate
)

2. Proxy the incoming message to the destination indicated by the HSS. 

This allows the I-CSCF to be a very low complexity node that can handle an enormous volume of calls.

Note that since I-CSCF interfaces other external networks directly, it may have associated security functions.

2.2.3 Rationale

For incoming session handling, there is a requirement to provide an anchor point in the home network to allow for terminating sessions to be routed to the correct S-CSCF of the session receiver.  The introduction of I-CSCF allows for that requirement to be fulfilled.  Depending on the operator’s network configuration, load etc. it is envisioned that there will be multiple I-CSCFs serving an operator’s domain.

 I-CSCF
 is the node indicated by DNS for the SIP address given out by users. In other words, if my service is provided by bell.tel, and my SIP URI that I put on my business cards is “sip:adam.roach@bell.tel,” the DNS SRV record for SIP for the name “bell.tel” would resolve to the I-CSCF node(s) of bell.tel. This is an important detail that should be considered during any proposed changes to the architecture.

2.3 Serving CSCF

2.3.1 Purpose and Responsibilities

The S-CSCF hosts the network functionality for the provision of calls/sessions.  It interacts with the application platform and the HSS for application service provision. The S-CSCF may interact with the application platform and the HSS to obtain subscriber data.

Note that, regardless of the service-specific behaviour exhibited by the S-CSCF, these nodes will probably also be responsible for triggering the  translation of E.164 numbers (e.g. tel: URLs) into appropriate SIP URIs. By and large, this merely involves determining the host to which the request is to be sent next. 

2.3.2 Behaviour

 Within an operator’s network, S-CSCFs may have different functionalities; for each user, when selecting an S-CSCF, this information may be taken into account.

During the establishment of a session to/from an user, the S-CSCF  provides the necessary functions in order to establish the session successfully or facilitate necessary response to the end user.  Provisioning or support provisioning of services related to a specific session is also part of the role of a S-CSCF.

During an incoming session, he serving CSCF, upon receipt of a SIP message, may check to see if a session instance exists for the appropriate user (in this case, the user has not yet registered).  If not, one session instance is created and profile information is downloaded from the HSS (this data is generally believed to reside in the HSS). 

The other behaviours of a Serving CSCF may be determined by the nature of the services being provided.

2.3.3 Rationale

The S-CSCF is the node where certain types of network-provided services are provisioned. Due to the way that the S-CSCF has been placed into the network architecture by 3GPP, the types of services that can be provided by this node are:

· Those that can be effected by modifying  parameters of SIP messages, and

· Those that can be effected by selecting the next-hop for those SIP messages.

Note that other services (such as bringing up a traffic map of the local area) are not related in any way to conversational multimedia, and consequently do not involve the S-CSCF.

Note further that additional nodes may be employed for the provisioning of services (e.g. dial-in conference bridges).

3 Proposal

This contribution proposes a discussion on the content of section 2 of this document and if agreed, include the italic parts of Section 2 as an annex to TS 23.228 v.0.0.2.






































































� The exact URI used for this is a matter of local policy. It would be ideal if, in addition to the currently defined mechanisms (e.g. “tel:112,” “tel:911”), a worldwide standardised URI were also defined to provide this functionality (e.g. “sip:emergency@[ABCD::1234]” where ABCD::1234 is the IP address of the proxy).


� A careful reading of S2-000751 will reveal that it is intended that the user will be able to select whether to suppress local number analysis, as either or both of a handset configuration option or a call-by-call decision. 


� Note that, in S2-000751, a differentiation is made between the originating I-CSCF and the terminating I-CSCF. The fundimental difference between these nodes is that the incoming I-CSCF (e.g. that node which finds the S-CSCF for originating services) uses the caller identity (indicated by the “From” field) for the HSS query, while the terminating I-CSCF uses the called party identity (indicated by the Request URI) for the HSS query. This subtle differentiation has proven too confusing within S2 discussions, and has therefore been dropped in subsequent contributions. The difference in behaviour is still necessary.


� Or, at least, the terminating I-CSCF; see the previous footnote. In practice, the originating I-CSCF would be indicated by a DNS name provisioned in the handsets.
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