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1 Introduction

This corresponds to S2S-0034 modified and split up into S2S-0039(alternative1), S2S-0040(alternative 2), S2S-0041 (workplan)
2 Discussion on Alternative 1: SGSN Server - PS Media Gateway Approach

See S2S-0039

3 Discussion on Alternative 2: One Tunnel Approach

Lots of issues remain unclear or unsolved with this approach and need to be worked out:

· The session management   is very different between the One tunnel and the 2-tunnel approach. The One pipe approach is not backward compatible with the 2-pipe approach and implies modification of GTP or RANAP interfaces leading to compatibility issues with R99 GGSN or RNC.

· With the One tunnel approach, as the GGSN has a direct interface with the SRNC, at intra SGSN SRNS relocation, GGSN is impacted (need to be given the new RNC address) which is not the case of the current architecture.

· As GPRS Interception require to start / stop interception on an on-going PDP context, then it is needed to go transparently between the one Tunnel and the 2 tunnel approach for the same PDP context.

· Charging updates (amount of packets received by SRNC but for some reasons not sent to UE) are sent (via RANAP) to SGSN that is no more responsible of the charging. 

· If due to subscription change, the SCP needs to get control on (a) PDP context(s) that was/were established using a One tunnel approach, then it is needed to go transparently from the one Tunnel to the 2 tunnel approach for this / these PDP context(s). 

4 Discussion on the project plan

See S2S-0041

5 Proposal

It is proposed to modify the WI report (section  7) as shown with revision marks in the following sections of this Tdoc

6 Alternative 1: SGSN Server - PS Media Gateway Approach

See S2S-0039

7 Alternative 2: One Tunnel Approach

[Editor’s note: The same subclauses should be used for each alternative so as to facilitate their comparison]

7.1 Introduction

Two GTP tunnels should be established when the SGSN and the GGSN are in different PLMNs, and one GTP tunnel could be established when they are in the same PLMN. This is presented in Figure 1 below.
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Figure 1: Framework of the one tunnel approach

This way, there is always a node performing charging and lawful interception for user data in every PLMN. If the SGSN and the GGSN are in different PLMNs, charging and lawful interception for user data is performed in the visited PLMN by the SGSN and in the home PLMN by the GGSN. If the SGSN and the GGSN are in the same PLMN, charging and lawful interception for user data is performed in the GGSN. The one GTP tunnel approach requires specification changes, because currently lawful interception in the SGSN is mandatory whereas lawful interception in the GGSN is optional. An alternative solution is to establish two GTP tunnels if lawful interception for user data is required.

If the SGSN and the GGSN are in different PLMNs, the SGSN can police user data coming from the GGSN, because it is in the user data path. If the SGSN and the GGSN are in the same PLMN, the SGSN does not have to police incoming user data, because the user data comes from the GGSN within the same PLMN.

Two GTP tunnels could also be established if CAMEL based services are used. For prepaid, it may be necessary to report on reaching a data volume limit. The interface for intelligent network based services is between the SGSN and the SCP, so the SGSN should be kept in the user data path to count transferred data volumes and to send reports to the SCP as required. An alternative solution is to request the GGSN to report to the SGSN on reaching a data volume limit, and the SGSN to report that to the SCP.

NOTE:
It may also be possible to move the transport functionality for the roaming users in the visited network from the SGSN (as described here) to the GGSN. This option is for further study.

NOTE:
This alternative does not propose a physical split for architectural entities (e.g. the SGSN), but proposes a specific way for managing the GTP-U tunnels.

7.2 Logical Architecture

The logical architecture for this approach, as an evolution of the reference logical architecture, is depicted in Figure 2.
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Figure 2: Evolved logical architecture for one tunnel approach

NOTE:
This architecture shows the case where the transport functionality for roaming users in the visited network is contained in the SGSN. A possible GGSN-based option is not shown here.

[Editor’s Note: At least the following flow charts are needed

· PDP context activation / modification

· UE goes into PMM-IDLE (with activated PDP context) state

· UE goes back (from PMM_IDLE) to PMM-CONNECTED state following the reception of a downstream PDU on an activated PDP context.
· Interaction with CAMEL (e.g. interaction with SCP dealing with CAMEL)]
7.2.1 Functional Nodes

7.2.2 Interfaces

7.2.2.1 Gn-u (GGSN-UTRAN/GERAN)

The Gn-u interface carries user data with the GTP-U protocol. GTP-C, however, is not used over this interface.

7.3 Mobility Management

7.4 Session Management

(with “2 Tunnel approach” both R99 approach and fall-back to R99 approach are meant)

The session management is very different between the One tunnel and the 2-tunnel approach:
Considering that GTP address (TEID + IP address) for the user plane are: for RNC : R@, for SGSN : S1@ (on RNC side) and S2@ (on GGSN side) (this is an implementation issue whether S1 @ and S2@ are the same or not) and for GGSN : G @. 
· Inthe 2-tunnel approach., at PDP context activation or when UE goes back into PMM-CONNECTED state, the SGSN as it provides  GTP switching, does not need an extra signaling exchange to tell the RNC / GGSN towards which (GGSN or RNC) address to send the data.
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· In the 1-tunnel approach, as the SGSN does not anymore provide a GTP switching function, a modified RANAP procedure / or a modified GTP procedure has to be used. (below the case of RANAP procedure change is shown) at RAB assignament, the SGSN cannot tell which GTP identifiers the SRNC shall use for upstream traffic sent towards the CN. Only after GTP-C dialog with the GGSN can the SGSN update the SRNC with GTP identifiers the SRNC shall use for upstream traffic sent towards the CN.
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The One pipe approach is hence not backward compatible with the 2-pipe approach and implies modification of GTP or  RANAP (the solution with RANAP modification is shown above) interfaces leading to compatibility issues with R99 GGSN / SRNC.

7.5 Charging

If due to subscription change, the (a) PDP context(s) that was/were established using a One tunnel approach becomes liable of specific billing features such as hot billing, then it may be needed to go transparently from the one Tunnel to the 2 tunnel approach for this / these PDP context(s). How this is ensured is still FFS.
Whether the one-tunnel approach works in case of geographical charging (charging according to the LSA where the subscriber is located) has to be studied: as only the SGSN (i.e. not the GGSN) is aware of the SA change (through RANAP) only the SGSN can correlate the SA where the user is located with the traffic sent/ received on this SA and put the correct geographical data in the charging data (CDR).
7.6 CAMEL Considerations

If due to subscription change, the SCP needs to get control on (a) PDP context(s) that was/were established using a One tunnel approach, then it may be needed to go transparently from the one Tunnel to the 2 tunnel approach for this / these PDP context(s). How would this be ensured is still FFS.
7.7 Lawful Interception

Lawful interception is carried out  in GGSN in case of 1 tunnel.
7.8 QoS Considerations

7.9 Security

7.10 O&M

7.11 RAN Considerations (e.g. GERAN)

7.12 Abnormal Cases

7.13 Compatibility

[Editor’s note: this chapter deals with compatibility issues between different releases, and between different options]

7.14 Benefits and Drawbacks

Benefits:

Drawbacks: 

With the One tunnel approach, as the GGSN has a direct interface with the SRNC, at intra SGSN SRNS relocation, GGSN is impacted (need to be given the new RNC address) which is not the case of the current architecture.

7.15 Open Issues

[Editor’s note: Identified open issues will be added and removed as needed. For the remaining open issues at the end of the feasibility study, their importance will be assessed]

It is FFS if we fallback to the 2 tunnel approach when CAMEL services are used. 
It has to be checked whether having GGSN carrying out interception in the 1 tunnel case, does not imply to define a new interface between ADMF and GGSN.

Geographically based interception (i.e. allowing or not interception based on the geographical location of an user) might be an issue if GGSN caries out interception (GGSN is not currently aware of the geographical location of an user).  

The session management  is different between the One tunnel and the 2-tunnel approach. The One pipe approach is not fully backward compatible with the 2-pipe approach and implies modification of GTP or RANAP interfaces leading to compatibility issues with R99 GGSN or RNC.

How charging works with the one pipe approach needs to be clarified: Charging updates (amount of packets received by SRNC but for some reasons not sent to UE) are sent (via RANAP) to SGSN that is no more responsible of the charging. 

Whether the one-tunnel approach works in case of geographical charging (charging according to the LSA where the subscriber is located) has to be studied.
Does the user data in the one-tunnel approach bypass the SGSN or does it pass transparently through the SGSN? If the SGSN is bypassed, where is the ATM transport terminated?
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