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1.  Introduction
In previous meetings there has already been a lot of discussion about the IM level registration procedure, and about the definition of the different network entities involved in it.

This contribution is built on the flows for Registration that were agreed in the R’00 drafting meeting of Sophia Antipolis, now included in an annex to new 23.228 TS. The purpose of this contribution is to get an agreement on the role that HSS plays in the Registration. It is found that this exercise is needed previous to any decision on the selection of the particular protocols on the Cx interface.

Interaction between HSS and the S-CSCF selection function is outside the scope of this contribution. 

2 Role of Home Network entities involved in the registration procedure
Registration tries to distribute the necessary information among the network entities involved in the call/session establishment, to guarantee that these sessions/calls will be properly routed and authorised.

The following entities participate in the IM level registration procedure within the Home Network:

· HSS

· I-CSCF

· S-CSCF (optionally, it could also be placed in the serving network)

Focus of this contribution is on the role of the HSS

Role of HSS in Registration

1. HSS:

· Stores Information about the Registration status of the User 

· Stores Information about which network is providing the user with access to the IM CN Subsystem.
E.g. serving network domain name. It is temporary information tied to the subscription when the user is registered).

· May store Information about the capabilities of the serving network 

E.g. in the case this information is used to decide on whether the service control resides, in the Home or in the Visited network. It is temporary information that could be tied to the subscription when the user is registered.

· Stores Information about how to reach the network node (either in the serving or the home network) that is going to perform the service control 

I.e. the S-CSCF address/name in the case of Home Network control

I.e. the S-CSCF address/name or a serving network id. in the case of Visited Network Control. This depends on whether the Visited Network Operator choses to reveal its network internal structure or not.

It is foreseen that HSS needs this information to perform user control functions.

2. HSS will be the entity within the Home Operator network that authorises the SIP level registration. 

HSS contains the subscription, which is the basis for the authorisation. 

HSS contains information about limitations/restrictions on the registration based on roaming agreements, and any other operator option, which are also input for the authorisation.

Keeping the authorisation in HSS, the standard gives the possibility to the operators to choose the complexity of the authorisation procedure that they want to perform in their network. Standards would not preclude from very simple kind of authorisation (e.g. taking into account only whether there is or not a SIP subscription for that user) to something more complex (e.g. taking into account operator and subscriber options and/or parameters like time, etc.). 

3. HSS will be the entity within the Home Operator network deciding where the service control resides: within the Home or within the Visited Network,

HSS contains the subscription, which is input information of the decision.

HSS is aware of the relevant parts of the subscription according to roaming agreements and any other operator options...

HSS may need information about the capabilities of the serving network for this decision, although this is an operator option. However, if that is the case, HSS needs to get that information and to store it to revise the decision if and when relevant parameter changes (e.g. the subscription).

4. HSS is the entity downloading user information to the assigned S-CSCFat registration, and/or if the user profile changes.
HSS contains the subscription information.

HSS is aware of the relevant parts of the subscription according to roaming agreements and any other operator options…

The subscription information or any other parameter listed above may change, therefore it is foreseen that there will be an stand-alone download procedure not tied to the registration, to re-send the new user information to the S-CSCF if needed. 

Advantages

At this point, and according to the above statements, this proposal has the following advantages

Less standardization effort is needed:

· No need for a standard user data model to be transferred over the HSS interface (i.e the structure of the user data associated to the functions listed in this contribution).

Simpler and cleaner network structure:

· Keeping the intelligence together with the data makes network upgrades and handling easier.

Spur operator's differentiation, and helps fast deployment of features:

· Separating data and associated intelligence through a standard data transfer interface requires 3 points of upgrade, being one of them standard. That delays innovations (wait for standards), and limits operator's differentiation (data involved standardized).

2. Proposal

This contribution proposes:

1. To agree on the numbered paragraphs in Italics of chapter 2 as basis for further discussion.

We will provide a CR including updates on the registration flows according to the agreed points of this contribution. 

