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	Reason for change:
	Current spec is unclear on how VLAN configuration information of a 5GS TSN bridge is provided to the CNC. According to IEEE 802.1Qcc, the CUC selects a streamID that identifies a configuration for a TSN stream from a Talker to one or more Listeners. While the streamID contains a multicast MAC address and a unique 16bit identifier, the CNC is responsible to select for the TSN stream a VLAN-ID considering the respective VLAN configuration information that is provided by each bridge. The respective workflow is described in Annex U.2 of IEEE 802.1Qcc. In step 5, the VLAN configuration information is read by the CNC, i.e. a 5GS TSN bridge must provide the information at the TSN AF.

“5) CNC reads the TSN capabilities of each Bridge. The CNC uses a remote management protocol to read the TSN capabilities of each Bridge. Whereas the previous step used the MIB/YANG of IEEE Std 802.1AB, this step uses the MIB/YANG of standards for TSN, such as IEEE Std 802.1Q, IEEE Std 802.1AS, and IEEE Std 802.1CB.
The CNC uses the Chassis (Bridge) and Port identifications from the IEEE 802.1AB MIB/YANG to find the corresponding Port capabilities in the MIB/YANG of other IEEE 802.1 standards. For example, the CNC will read the Bridge Delay (12.32.1) and Propagation Delay (12.32.2) from each Bridge in order to compute AccumulatedLatency (for step 9).
The CNC of this fully centralized model coexists with the fully distributed model (46.1.3.1). If the CNC finds a Bridge with msrpEnabledStatus TRUE (12.22.1) and MRP externalControl FALSE (12.32.4.1), the CNC avoids use of MSRP’s VLAN ID (12.22.2, 12.22.4) for Streams configured by the CNC. The CNC also avoids use of MSRP’s Priority (12.20.4) and associated traffic class. Although there might be methodologies for sharing the same resources (VLANs and traffic classes) between both models, this CNC takes the simpler approach of keeping the resources separate.”

The CR defines the information that needs to be provided by the TSN AF. In Rel. 16 it is assumed that all VLAN Configuration Information are pre-configured at the TSN AF and the NW-TT without need to exchange any information via the Port Management Information Container. To avoid inconsistencies following measures are proposed:

1. MVRP is not supported at the 5GS TSN Bridge.
2. Untagged Frames are either discarded or tagged with the Bridge default PVID.
3. No VLAN Restrictions can be configured for a 5GS TSN Bridge.

By adding the pre-configuration of VLAN configuration information as defined in Table 5.28.3.2-1, the CNC can select a fitting VLAN-ID for a new TSN stream and provides this iformation as part of the Static Filtering Entry via the TSN AF to the NW-TT

	
	

	Summary of change:
	It is proposed to introduce the VLAN configuration information as defined in 802.1Q-2018 as part of the bridge capabilities.
· VLAN configuration information can be reported as 5GS TSN bridge capabilities.
· The VLAN configuration information at TSN-AF comprises of VLAN functionality provided by the 5GS TSN Bridge.
· VLAN configuration invormation cannot be changed by NM/CNC
Remove Traffic class, VLAN ID from being used as the criteria for UPF selection (this is not aligned with UPF selection section).


	
	

	Consequences if not approved:
	Without consistent VLAN configuration information the CNC may configure TSN streams which cannot be transferred via a 5GS TSN Bridge.
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Start of Change
[bookmark: _Toc20150070][bookmark: _Toc27846869][bookmark: _Toc36188000]5.28	Support of integration with TSN
[bookmark: _Toc36188001]5.28.1	5GS TSN bridge management
5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on a single UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the DS-TT side. For each 5GS Bridge of a TSN network, the ports on NW-TT support the connectivity to the TSN network, the ports on DS-TT side are associated to the PDU Session providing connectivity to the TSN network.
The granularity of the 5GS TSN bridge is per UPF. The bridge ID of the 5GS TSN bridge is bound to the UPF ID of the UPF as identified in TS 23.502 [3]. The TSN AF stores the binding relationship between a port on UE/DS-TT side and a PDU Session during reporting of 5GS TSN bridge information. The TSN AF also stores the information about ports on the UPF/NW-TT side. The UPF/NW-TT forwards traffic to the appropriate egress port based on the traffic forwarding information.
There is only one PDU Session per DS-TT port for a given UPF. All PDU Sessions which connect to the same TSN network via a specific UPF are grouped into a single 5GS bridge. The capabilities of each port on UE/DS-TT side and UPF/NW-TT side are integrated as part of the configuration of the 5GS Bridge and are notified to TSN AF and delivered to CNC for TSN bridge registration and modification.
NOTE 1:	It is assumed that all PDU sessions which connect to the same TSN network via a specific UPF are handled by the same TSN AF.


Figure 5.28.1-1: Per UPF based 5GS bridge
NOTE 2:	If a UE establishes multiple PDU Sessions terminating in different UPFs, then the UE is represented by multiple 5GS TSN bridges.
In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:
-	Configuring the bridge information in 5GS as defined at clause 5.28.2.
-	Report the bridge information of 5GS Bridge to TSN network after PDU session establishment.
-	Map the configuration information obtained from TSN network into 5GS QoS information (e.g. 5QI, TSC Assistance Information) of a QoS Flow in corresponding PDU Session for efficient time-aware scheduling, as defined at clause 5.28.2.
The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge. The bridge information of 5GS Bridge includes at least the following:
-	Information for 5GS Bridge:
-	Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID);
-	Bridge Name;
-	Number of Ports;
-	list of port numbers.
-	Capabilities of 5GS Bridge as defined in 802.1Qcc [95]:
-	5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class.
-	Propagation delay per port (txPropagationDelay), including transmission propagation delay, egress port number.
-	VLAN Configuration Information
NOTE 3:	This Release of the specification does not support the modification of VLAN Configuration Information at the TSN AF, i.e. the 5GS TSN Bridge is not able to perform MVRP and requires that untagged frames are either discarded or tagged with the default P-VLAN.
-	Topology of 5GS Bridge as defined in IEEE 802.1AB [97]:
-	Chassis ID subtype and Chassis ID of the 5GS Bridge.
-	Traffic classes and their priorities per port as defined in IEEE 802.1Q [98].
-	Stream Parameters as defined in clause 12.31.1 in IEEE 802.1Q [98], in order to support PSFP information:
-	Maximum number of filters, which defines the maximum number of streams that the bridge can handle;
-	Maximum number of gates, which can be equal or less than the maximum number of filters;
-	Maximum number of meters (optional) if meassurements are required;
-	Maximum length of the PSFPAdminControlList parameter that can be handled.
The following parameters: independentDelayMax and independentDelayMin, how to calculate them is left to implementation and not defined in this specification.
Bridge ID of the 5GS Bridge, port numbers of the Ethernet port in NW-TT could be preconfigured on the UPF. The UPF is selected for a PDU Session serving TSC based on subscribed DNN, traffic classes and VLANs. Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment. The port number of the DS-TT Ethernet port for a PDU Session shall be reported to the SMF from the UPF and further stored at the SMF. SMF provides the port numbers and MAC addresses of the Ethernet ports in DS-TT of the related PDU session and port numbers and MAC addresses of the Ethernet ports in NW-TT to the TSN AF via PCF. If a PDU session for which SMF has reported port numbers to TSN AF is released, then SMF informs TSN AF accordingly.
The TSN AF is responsible to receive the bridge information of 5GS Bridge from 5GS, as well as register or update this information to the TSN network.

Next Change
5.28.3.X	VLAN Configuration Information
VLAN configuration information is exchanged as part of the bridge capabilities between CNC and TSN AF. The Table 5.28.3.3-1 lists the relevant parameters and their pre-configurations at the TSN AF.
NOTE:	In this release, the VLAN Configuration Information are pre-configured at the TSN AF and the NW-TT and is not exchanged between the TSN AF and the UPF/NW-TT.
Table 5.28.3.X-1: VLAN Configuration information
	VLAN Configuration Information
	Value
	Supported operations by TSN AF
	Reference

	For each port of DS-TT and NW-TT
	
	
	

	BridgePortRestrictedVlanRegistration
	False
	R
	IEEE 802.1Q[98] clause 11.2.3.2.3 and 12.10.1.7

	BridgePortMvrpEnabledStatus 
	False
	R
	IEEE 802.1Q[98] clause 12.9.2.1.3 and 12.9.2.2.2

	BridgePortIngressFiltering
	False
	R
	IEEE 802.1Q[98] clause 12.10.1.4

	BridgePortAcceptableFrameTypes (see Note 1)
	admitAll
or admitTagged
	R
	IEEE 802.1Q[98] clause 12.10.1.3, 12.13.3.3, and 12.13.3.4

	BridgeVlanStaticEgressPort
	zero
	R
	IEEE 802.1Q[98] clause 12.7.7.3 and 11.2.3.2.3

	BridgeVlanForbiddenEgressPort
	zero
	R
	IEEE 802.1Q[98] clause 12.7.7.3 and 11.2.3.2.3

	VlanList (see Note 2)
	String
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	VLAN configuration Information 	
	
	R
	

	BridgeVlanVersionNumber (see Note 3)
	Integer (1 …2)
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	BridgeMaxSupportedVlans
	Unsigned32
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	BridgeNumVlans (see Note 4)
	Gauge32
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	BridgeMvrpEnabledStatus
	False
	R
	IEEE 802.1Q[98] clause 12.9.2.1.3 and 12.9.2.2.2

	BridgeVlanStaticUntaggedPort (see Note 5)
	String
	R
	IEEE 802.1Q[98] clause 12.10.2.1

	BridgePvid (see Note 1)
	String
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	Note 1:	BridgePvid defines the Bridge default VLAN which is assigned when admitAll is configured and an untagged frame is received.
Note 2:	List of configured VLANs for this port. The information is calculated by the TSN AF with respect to VlanIDs that are provided by the CNC during TSN stream configurations.
Note 3:	Reported as 1 by VLAN Bridges that support only SST (Single Spanning Tree) operation and reported as 2 by VLAN Bridges that support MST (Multiple Spanning Tree) operation.
Note 4:	The TSN AF calculates and updates this value according to received VlanIDs during TSN stream configurations.
Note 5:	The set of ports that should transmit egress packets for this VLAN as untagged. The default value of this object for the default VLAN (ieee8021QBridgeVlanIndex = 1) is a string of appropriate length including all ports.




End of Change
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