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*********** Start change **************
5.30.2.8
Access to stand-alone non-public network services via PLMN

To access SNPN services, a UE that has successfully registered with a PLMN may perform another registration via the PLMN User Plane with an SNPN (using the credentials of that SNPN) following the same architectural principles as specified in clause 4.2.8 and the PLMN taking the role of "Untrusted non-3GPP access". Annex D, clause D.3 provides additional details.

NOTE 1:
QoS differentiation in the PLMN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the SNPN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by SNPN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.


To support QoS differentiation in the PLMN with network-initiated QoS, the mapping rules between the PLMN and the SNPN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the SNPN and is expected to be provided by the PLMN, and 2) N3IWF IP address(es) in the SNPN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the PLMN can be based on the N3IWF IP address and the DSCP markings on NWu.


To support QoS differentiation in the PLMN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the PLMN as the 5QI provided by the SNPN. It is assumed that UE-requested QoS is used only when the 5QIs used by the SNPN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.

NOTE 2:
During access to stand-alone non-public network services via PLMN the AMF in the SNPN core network considers the N2 interface  Access Type as set to “Non-3GPP access”.

*********** Next change **************

5.30.2.8a
Access to stand-alone non-public network services via Untrusted non-3GPP access

To access SNPN services, a UE that has successfully obtained IP connectivity via an Untrusted non-3GPP access network may select the N3IWF of an SNPN and register with that SNPN (using the credentials of that SNPN) following the same N3IWF selection procedure and the same SNPN registration procedure as specified for access to stand-alone non-public network services via PLMN.

NOTE:
For a UE registering with an SNPN core network using the “Untrusted non-3GPP access” approach the SNPN core network has no means.to discriminate whether the UE registers with the SNPN via a PLMN or via an Untrusted non-3GPP access network.
5.30.2.8b
Access to stand-alone non-public network services via Trusted non-3GPP access

To access SNPN services via a Trusted non-3GPP access network, the UE follows the same procedures used for accessing a PLMN via a Trusted non-3GPP access network with the following clarifications and additions:
-
The UE initiates the access network selection procedure specified in clause 6.3.12.2 and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks. A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2), but also the SNPNs with which 5G connectivity is supported.
-
The UE selects an SNPN that is included in the list of available SNPNs. If the UE can access multiple SNPNs from the list of available SNPNs (e.g. the UE has subscriptions with multiple SNPNs), the SNPN chosen by the UE is implementation specific.
-
The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via trusted non-3GPP access specified in TS 23.502 clause 4.12a.2.2 in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".
Editor's Note:
It is FFS how, if needed, the NAS signalling traffic and the user data traffic are differentiated by the Trusted non-3GPP  access.
*********** Next change **************

6.3.6.2
Stand-alone N3IWF selection

The UE performs N3IWF selection based on the ePDG selection procedure as specified in the TS 23.402 [43] clause 4.5.4 except for the following differences:

-
The Tracking/Location Area Identifier FQDN shall be constructed by the UE based only on the Tracking Area wherein the UE is located. The N3IWF Tracking/Location Area Identifier FQDN may use the 5GS TAI when the UE is registered to the 5GS, or the EPS TAI when the UE is registered to EPS. The Location Area is not applicable on the 3GPP access.

-
The ePDG Operator Identifier (OI) FQDN format is substituted by with N3IWF OI FQDN format as specified in TS 23.003 [19].

-
The ePDG identifier configuration and the ePDG selection information are substituted by the N3IWF identifier configuration and the Non-3GPP access node selection information respectively. The UE shall give preference to the N3IWF in all PLMNs in the Non-3GPP access node selection information independent of the "Preference" parameter.

Network slice information cannot be used for N3IWF selection in this Release of the specification.

Accessing a standalone non-public network service using Untrusted non-3GPP access procedures, either via a PLMN or via an untrusted non-3GPP access network, the UE uses a configured N3IWF FQDN to select an N3IWF deployed in the NPN.

*********** End change **************
