1

3GPP TSG-SA WG2 Meeting #138E 
S2-2003070
April 20 – 23, 2020, Elbonia
(revision of S2-20xxxxx)

	CR-Form-v11.2

	CHANGE REQUEST

	

	
	23.502
	CR
	 2271
	rev
	
	Current version:
	16.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Defer Network Slice-Specific Re-authentication and Re-authorization procedure for UE in CM-IDLE

	
	

	Source to WG:
	CATT

	Source to TSG:
	S2

	
	

	Work item code:
	eNS
	
	Date:
	2020-04-08

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Based on the procedure in clause 4.2.9.3, AAA Server can trigger Network Slice-Specific Re-authentication and Re-authorization procedure for a specific S-NSSAI. If the NSSAA is failed, the PDU Session associated with the S-NSSAI is released. 
When the UE is in CM-IDLE, in order to avoid paging, it is proposed that the AMF rejects the re-authentication and re-authorization request with the cause indicating the UE is temporarily not reachable and stores the NSSAA status of the S-NSSAI with NSSAA needed. When the UE becomes CM-CONNECTED, the AMF triggers the NSSAA procedure for the S-NSSAI if it is still in the Allowed NSSAI.

	Summary of change:
	Defer the Network Slice-Specific Re-authentication and Re-authorization procedure for the UE in CM-IDLE to the UE becomes CM-CONNECTED.

	
	

	Consequences if not approved:
	The UE in CM-IDLE is always paged to perform Network Slice-Specific Re-authentication and Re-authorization procedure for a specific S-NSSAI.

	
	

	Clauses affected:
	4.2.9.3, 5.2.2.3.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	


***** First Change *****
4.2.9.3
AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure
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Figure 4.2.9.3-1: AAA Server initiated Network Slice-Specific Re-authentication and Re-authorization procedure

1.
The AAA-S requests the re-authentication and re-authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Re-Auth Request message, for the UE identified by the GPSI in this message. This message is sent to a AAA-P, if the AAA-P is used (e.g. the AAA Server belongs to a third party), otherwise it is sent directly to the AUSF.

2.
The AAA-P, if present, relays the request to the AUSF.

3a-3b.
AUSF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message.

4.
The AUSF notifies Re-auth event to the AMF to re-authenticate/re-authorize the S-NSSAI for the UE using Nausf_NSSAA_Notify with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].

5.
The AMF triggers the Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1. If the S-NSSAI is included in the Allowed NSSAI for 3GPP access and non-3GPP access, AMF selects an access type to perform NSSAA based on network policies. If the S-NSSAI is only included in the Allowed NSSAI of non-3GPP access and UE is CM-IDLE in non-3GPP access, the AMF marks the S-NSSAI as pending. In this case, when UE becomes CM-CONNECTED in non-3GPP access, the AMF initiates NSSAA if needed.
***** End of Changes *****
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