

	
3GPP TSG-WG SA2 Meeting #138E e-meeting  	S2-2002989
Elbonia, April 20 – 23, 2020	(revision of S2-200xxxx)
	[bookmark: _Hlk16164691]CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.502
	CR
	2245
	rev
	-
	Current version:
	16.4.0
	

	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	[bookmark: OLE_LINK53]Corrections on I-NEF event exposure

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	SA2

	
	

	Work item code:
	5G_CIoT
	
	Date:
	2020-04-10

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	1. In the I-NEF service operations information flow is incorrect.
· Step 2d is incorrect, as the AMF has already received the I-NEF routing address in the Ninef_EventExposure_Subscribe request.
· Step 3: notification events detected by SMF do not require sent to the AMF, the SMF notifies the I-NEF directly.
· Event notifications should be conditional, depending on the detection of the subscribed monitoring event.
2. As answered in the reply to LS S2-2002645/C3-201494 from CT3, Ninef_EventExposure_Subscribe operation parameters are incorrect. 
· There is no use case to require "Target of Event Reporting (SUPI or Internal Group Identifier)".
· As defined in TS 29.128 clause 6.4.2, "Maximum Number of Reports" and/or "Monitoring Duration" are optionally sent from the MME/SGSN to IWK-SCEF. Hence, the "Event Reporting Information" may be provided in interworking scenarios.
· Event filtering is not an I-NEF task.
· The notification target address to receive notifications sent to the NEF needs to be provided in the Ninef_EventExposure_Subscribe response.
3. Change the Ninef_EventExposure service, rename Ninef_EventExposure subscribe/unsubscribe to Ninef_EventRoutingConfiguration Add/Delete, and remove the Ninef_EventExposure Notify service operation to keep NEF unimpacted.In the Ninef_EventExposure_Notify and 
4. Namf_EventExposure_Notify operations, the “AMF ID (GUAMI)” parameter is not mandatory.
In TS 29.518, the AMF ID is only needed for UE reachability.

	
	

	Summary of change:
	1. I-NEF call flow and service operation parameters are corrected:
· If I-NEF is needed, the SMF sends notifications to that I-NEF.
· In clause 4.15.3.2.3a steps 2-3, the I-NEF need not subscribe to notifications from the AMF or the SMF.
· Monitoring event notifications are conditional, subject to the notification event detection.
2. Ninef_EventExposure_Subscribe operation parameters are corrected:
· Remove "Target of Event Reporting (SUPI or Internal Group Identifier)" and "Event Filter" and make "Event Reporting Information" optional in the Ninef_EventExposure_Subscribe operation.
· Add notification of target address to receive notifications to be sent to the NEF in the output of Ninef_EventNotification_Subscribe.
3. Change the Ninef_EventExposure service, rename Ninef_EventExposure subscribe/unsubscribe to Ninef_EventRoutingConfiguration Add/Delete, and remove the Ninef_EventExposure Notify service operation to keep NEF unimpacted.
4. Move “AMF ID (GUAMI)” to optional in Ninef and Namf EventExposure_Notify.

	
	

	Consequences if not approved:
	Incorrect operation, missing functionality, lack of clarity for stage 3 and misunderstanding.
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[bookmark: _Toc27894883][bookmark: _Toc20204194][bookmark: _Toc20204637]*** 1st Change ***
[bookmark: _Toc36191966][bookmark: _Toc27894888][bookmark: _Toc20204199][bookmark: _Toc20204420][bookmark: _Toc27895119][bookmark: _Toc36192216][bookmark: _Toc27895316][bookmark: OLE_LINK50][bookmark: OLE_LINK51][bookmark: _Toc20204610][bookmark: _Toc20203985]4.15.3.2.3a	I-NEF service operations information flow
The procedure is used by the NF (AMF, SMF) in VPLMN to provision monitoring configurations and to explicitly cancel a previous monitoring configuration at I-NEF. Cancelling is done by sending Ninef_EventExposureRoutingConfiguration_UnSubscribe Delete request identifying the monitoring configuration to cancel. The notification steps 3 to 5 are not applicable in cancellation case.



Figure 4.15.3.2.3a1-1: Ninef_EventRoutingConfiguration_Add and DeleteExposure_Subscribe, Unsubscribe and Notify operations
1.	NEF or UDM subscribe or unsubscribe to the notification of monitoring events at SMF or AMF as refered to steps 1 to 2 in clause 4.15.3.2.1, steps 1 to 3 in clause 4.15.3.2.2, and steps 1 to 5 in clause 4.15.3.2.3.
2a-b.	AMF or SMF determines that the UE is in roaming and the I-NEF is needed, and it requests to provisions the or delete monitoring configuration ion the I-NEF using ain Ninef_EventRoutingConfiguration_AddExposure_Subscribe or Ninef_EventExposure_UnSubscribe request. The monitoring configuration on the I-NEF includes the notification endpoint information of the NEF that receives the normalized notification reports. I-NEF acknowledges the execution of Ninef_EventExposure_Subscribe or Ninef_EventExposure_UnSubscribe request. When the SMFAMF provisions the monitoring configuration on to the I-NEF, the I-NEF includes a target address to receive the SMFs notifications in the Ninef_EventRoutingConfiguration_Add Response. The SMF updates the monitoring configuration created in step 1 with the notification target address but also keeps the previously stored NEF address in case the need to remove the I-NEF arises later. The I-NEF Monitoring Event routing configuration is removed by sending Ninef_EventRoutingConfiguration_Delete Request.updates the monitoring event subscription on AMF with the notification endpoint information of the I-NEF by means of Namf_EventExposure_Subscribe message.
3a-b.	AMF determines that the UE is in roaming and the I-NEF is needed, and it provisions the monitoring configuration in the I-NEF using a Ninef_EventRoutingConfiguration_Add request. The monitoring configuration on the I-NEF includes the notification endpoint information of the NEF that receives the normalized notification reports. When AMF provisions the monitoring configuration to the I-NEF, the I-NEF includes a target address to receive the AMFs notifications in the Ninef_EventRoutingConfiguration_Add Response. The AMF updates the monitoring configuration created in step 1 with the notification target address but also keeps the previously stored NEF address in case it needs to be restored after inter-AMF mobility that removes the need for I-NEF. The I-NEF Monitoring Event routing configuration is removed by sending Ninef_EventRoutingConfiguration_Delete Request.
4.	[Conditional- depending on the Event] The SMF detects the related event occurs and sends the event report by means of Nsmf_EventExposure_Notify message to the I-NEF. 
5.	[Conditional- depending on the Event] The I-NEF performs normalisation of reports and generation of charging/accounting information as defined in clause 6.2.5a of TS 23.501 [2]. The I-NEF sends the event report by routing Nsmf_EventExposure_Notify message to the NEF.
36.	[Conditional- depending on the Event] refer to step 6e in clause 4.15.3.2.3.
4.	The AMF detects the related event occurs, and it sends the event report by means of Namf_EventExposure_Notify message to the I-NEF.
57.	[Conditional- depending on the Event] The I-NEF performs normalizsation of reports and generation of charging/accounting information as defined in clause 6.2.5a of TS 23.501 [2]. The I-NEF sends the event report by routingmeans of Nsmf_EventExposure_Notify Ninef_EventExposure_Notify message to the NEF.

*** Next Change ***
5.2.2.3.4	Namf_EventExposure_Notify service operation
Service operation name: Namf_EventExposure_Notify.
Service operation description: Provides the previously subscribed event information to the NF Consumer which has subscribed to that event before.
Input, Required: AMF ID (GUAMI), Notification Correlation Information, Event ID, corresponding UE(s) (SUPI(s) and if available GPSI(s)), time stamp.
Input, Optional: AMF ID (GUAMI), Event specific parameter list.
Output, Required: None.
Output, Optional: None.
When the AMF detects a UE access and mobility event corresponding to a Subscription, it invokes Namf_EventExposure_Notify service operation to the NF consumer(s) which has subscribed to the UE mobility event before. The event is notified towards the consumers for which the Event filters (which may include "AN type(s)") match. The Notification Target Address (+ Notification Correlation ID) indicates to the Event Receiving NF the specific event notification subscription. The event specific parameter indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.2.3.2). For example if the event type reported is "AN change", the event specific parameter list contains the value of the new AN.
*** Next Change ***
[bookmark: _Toc36192416][bookmark: _Toc27895313][bookmark: _Toc20204607]5.2.6A.1	General
The following table shows the I-NEF Services and Service Operations:
Table 5.2.6A.1-1: NF Services provided by the I-NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Ninef_EventRoutingExposureConfiguration
	SubscribeAdd
	Subscribe/NotifyRequest/Response
	AMF, SMF

	
	UnsubscribeDelete
	
	AMF, SMF

	
	Notify
	
	NEF, UDM



[bookmark: _Toc36192417][bookmark: _Toc27895314][bookmark: _Toc20204608]5.2.6A.2	Ninef_EventRoutingExposureConfiguration service
[bookmark: _Toc36192418][bookmark: _Toc27895315][bookmark: _Toc20204609]5.2.6A.2.1	General
See clause 4.15.3.1.

*** Next Change ***
5.2.6A.2.2	Ninef_EventRoutingConfigurationExposure_AddSubscribe operation
Service operation name: Ninef_EventRoutingConfigurationExposure_AddSubscribe
Description: the consumer subscribes to an event asks I-NEF to authorize the monitoring event and provide with monitoring routing configuration in I-NEF.
[bookmark: OLE_LINK52]Inputs (required): NF ID, (Set of) Event ID(s) as specified in clause 4.15.3.1, Target of Event Reporting (GPSI or External Group Identifier), Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID), Subscription Correlation ID.
Inputs (optional): Event Filter, Event Reporting Information defined in Table  4.15.1-1, Expiry time, Chargeable Party Identifier.
Outputs (required): Expiry time (required if the subscription can be expired based on the operator's policy), cause.
Outputs (optional): Notification target address to receive notifications to be sent to the NEF.None.

*** Next Change ***
[bookmark: _Toc36192420][bookmark: _Toc27895317][bookmark: _Toc20204611]5.2.6A.2.3	Ninef_EventRoutingConfigurationExposure_DeleteUnsubscribe service operation
Service operation name: Ninef_EventRoutingConfiguration_DeleteExposure_Unsubscribe
Description: the NF consumer deletes monitoringrouting configuration for an event if already defined in I-NEF.
Inputs (required): Subscription Correlation ID.
Outputs (required): Operation execution result indication.

[bookmark: _Toc20204612]*** Next Change ***
5.2.6A.2.4	Ninef_EventExposure_Notify service operation
Service operation name: Ninef_EventExposure_Notify
Description: I-NEF reports the event to the consumer.
Inputs (required): AMF ID (GUAMI), Event ID, Notification Correlation Information, corresponding UE (SUPI and if available GPSI), time stamp.
Inputs (optional): Event information (defined on a per Event ID basis).
Outputs (required): None.
*** End of Changes ***
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