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	Reason for change:
	The “internal priority value” (IPV) that is part of the IEEE 802.1Q PSFP information is not currently supported in 5GS bridge.

In PSFP, the received frame is matched against the list of stream filters. Each stream filter can contain the e.g. Priority, source and/or destination MAC address that the frame is matched against. If the received frame matches with a stream filter, the frame is submitted to the stream gate that is associated with the stream filter. Each Stream gate is controlled by a stream gate control list, which defines when the gate is open and when it is closed. If the gate is open, frames are permitted to pass through the gate, and are further processed by the next steps in the bridge forwarding process. If the gate is closed, frames are not permitted to pass through the gate. The stream gate can define an internal priority value (IPV). Section 8.6.5.1.2 in IEEE 802.1Q: “For a frame that passes through the gate, the IPV is used, in place of the Priority value associated with the frame, to determine the frame’s traffic class”. The frame’s traffic class is used to determine the corresponding queue on the egress port.

Therefore, if the frame is assigned with an IPV in the PSFP information, the IPV must be used to determine the queue on the egress port, instead of the Priority (PCP) of the frame.

Since the PSFP information is executed on the ingress port, the IPV that is assigned to the frame must be conveyed from the ingress port to the egress port inside the 5GS bridge.

Hold and forward functionality for the purpose of de-jittering:

Based on the problem statement discussed in SA2#137E, S2-2002055 (Ericsson) and S2-2002164 by Huawei, HiSilicon. The approach proposed here is different; it utilizes internal priority value specification (IPV) and Cyclic Queing and Forwarding method (CQF, Annex T in IEEE 802.1Q). 

CQF is a common scheduling method to provide bounded latency in deterministic networks. The CQF is implemented by configuring a combination of the stream gate control mechanisms defined for per-stream filtering and policing (PSFP, 8.6.5.1) and the traffic scheduling mechanisms defined in 8.6.8.4 and 8.6.9. 

Operation of CQF with 2 queues is described in 802.1Q Annex T: Periodic cycle is divided into time intervals. Frames arriving in time interval x will be transmitted in interval x + 1, and frames arriving in interval x + 1 are transmitted in interval x + 2, and so on. The bridge implements two queues for a given traffic class, the queues are used to transmit the received frames in cyclic fashion; the frames that were received in interval x will be enqueued in one queue, while the frames that were enqueued during the x-1 and x+1 intervals will be transmitted from the other queue. 

The per-stream filter is configured to assign a different IPV to the frames depending on the interval when the frame was received. The frames that were received during interval x are assigned with one internal priority value, and the frames received during intervals x-1 and x+1 are assigned with another internal priority value. The IPV that is assigned to the frame is used to indicate the correct forwarding queue on the egress port.

The support for IPV in PSFP information is mandatory for bridges that support CQF.  

[bookmark: _GoBack]To support IPV and CQF as described in 802.1Q, the igress TT must be able to indicate the assigned IPV to the egress TT within the 5G bridge.


	
	

	Summary of change:
	Add a description how the ingress TT assigns an IPV for the frame based on the PSFP information, how the IPV is conveyed from ingress TT to egress TT, and how the egress TT uses the IPV to assign the frame to a queue. 


	
	

	Consequences if not approved:
	CQF as in 802.1Q cannot be supported. How to de-jitter the stream is unspecified.
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---Start of the 1st Change---
[bookmark: _Toc20150068][bookmark: _Toc27846867][bookmark: _Toc36187998]5.27.4	Hold and Forward Buffering mechanism
DS-TT and NW-TT support a hold and forward mechanism to schedule traffic as defined in IEEE 802.1Q [98] if 5GS is to participate transparently as a bridge in a TSN network. The Hold and Forward buffering mechanism allows PDB based 5GS QoS to be used for TSC traffic since packets need only arrive at NW-TT or DS-TT egress prior to their scheduled transmission time.
To support this hold and forward buffering, the 5GS supports the following:
-	CNC provides AdminControlList and AdminBaseTime as defined in IEEE 802.1Q [98] on a per Ethernet port basis to DS-TT and NW-TT for the hold and forward buffer as described in clause 5.28.3.
-	CNC may provide internal priority value (IPV) specification to PSFP at the ingress port to map a TSN stream(s) to determine the frame’s traffic class at the egress port. (See IEEE 802.1Q [98] 8.6.5.1.2.)

-	IPV is provided from the ingress port to the egress port as follows:
-	The DS-TT (in UL direction) or NW-TT (in DL direction) determines the IPV for received frame based on the PSFP information. 
-	The DS-TT (in UL direction) or NW-TT (in DL direction) assigns the IPV to the frame and provides it to the DS-TT (in DL direction) or NW-TT (in UL direction) as described in Annx H.x. 
-	The DS-TT (in DL direction) or NW-TT (in UL direction) determines the queue for the frame based on the assigned IPV of the frame. 
 -	The DS-TT (in DL direction) or NW-TT (in UL direction) removes the IPV from the frame before allocating  the frame to the queue.

NOTE:	How Hold and Forward buffer is supported by the TSN Translator is up to implementation.
---Start of the 2nd Change---
[bookmark: _Toc20150074][bookmark: _Toc27846873][bookmark: _Toc36188004]5.28.3.1	General
Bridge management information is exchanged between CNC and TSN AF. A subset of bridge management information, referred to as port management information, is related to Ethernet ports located in DS-TT or NW-TT.
5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. Table 5.28.3.1-1 lists standardized port management information.
Table 5.28.3.1-1: Standardized port management information
	Port management information
	Applicability (see Note 6)
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	[bookmark: _Hlk11532839]GateEnabled
	X
	X
	RW
	[bookmark: _Hlk11532855]IEEE 802.1Q [98] Table 12-29

	AdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminCycleTime (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlListLength (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-29

	Traffic forwarding information
	
	
	
	

	Static Filtering Entry (NOTE 7)
	
	X
	RW
	IEEE 802.1Q [98] clause 8.8.1

	General Neighbor discovery configuration
(NOTE 4)
	
	
	
	

	adminStatus
	D
	X
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	NW-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	D
	N
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	D
	N
	RW
	IEEE 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	lldpV2RemChassisIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE 802.1AB [97] clause 8.5.4

	Neighbor discovery information for each discovered neighbor of DS-TT
(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	D
	N
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Per-Stream Filtering and Policing information
(NOTE 10)
	
	
	
	

	Stream Filter Instance Table
(NOTE 8)
	
	
	
	IEEE 802.1Q [98] Table 12-32

	StreamHandleSpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	PrioritySpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	StreamGateInstanceID
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	Stream Gate Instance Table
(NOTE 9)
	
	
	
	IEEE 802.1Q [98] Table 12-33

	StreamGateInstance
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminIPV
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.
NOTE 3:	AdminCycleTime and AdminControlListLength are optional for gate control information.
NOTE 4:	If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT and NW-TT performs neighbor discovery on behalf on DS-TT.
NOTE 5:	If DS-TT supports neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from DS-TT. If DS-TT does not support neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from NW-TT, which performs neighbor discovery on behalf on DS-TT.
NOTE 6:	X = applicable; D = applicable when validation and generation of LLDP frames is processed at the DS-TT; N = applicable when validation and generation of LLDP frames is processed centrally at NW-TT.
NOTE 7:	NW-TT uses Static Filtering Entry information to determine the NW-TT egress port for forwarding UL TSC traffic.
NOTE 8:	There is a Stream Filter Instance Table per Stream.
NOTE 9:	There is a Stream Gate Instance Table per Gate.
NOTE 10:	The use of PSFP information is mandatory at the TSN AF and is optional at both DS-TT and NW-TT. TSN AF uses the PSFP information at TSN bridge configuration time to identify the DS-TT MAC address of the PDU Session as described in clause 5.28.2 and for determination of the TSCAI information as described in Annex I. The PSFP information can be used at the DS-TT (if supported) and at the NW-TT (if supported) for the purpose of per-stream filtering and policing as defined in IEEE 802.1Q [98] clause 8.6.5.1.



Exchange of port management information between TSN AF and NW-TT or DS-TT allows TSN AF to:
1)	retrieve port management information for a DS-TT or NW-TT Ethernet port;
2)	send port management information for a DS-TT or NW-TT Ethernet port;
3)	subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes.
Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:
-	notify TSN AF if port management information has changed that TSN AF has subscribed for.
Exchange of port management information is initiated by DS-TT to:
-	provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.
TSN AF indicates inside the Port Management Information Container whether it wants to retrieve or send port management information or intends to (un-)subscribe for notifications.
---Start of the 3rd Change---
H.x	Signalling of IPV for priority handling
IPV is provided from the ingress port to the egress port as part of each Ethernet frame utilizing a tag differentiated by a 3GPP-specific TPID value. The TPID format follows clause 9.4 of IEEE 802.1Q [98]. IPV is contained in 3GPP-specific TCI in the tag. IPV follows the format in clause 8.6.5.1.2 in IEEE 802.1Q [98]. TS 24.xxx [x] specifies the format for IPV. 
-	IPV is provided from the ingress port to the egress port as follows:
-	The DS-TT (in UL direction) or NW-TT (in DL direction) determines the IPV for received frame based on the PSFP information. 
-	The DS-TT (in UL direction) or NW-TT (in DL direction) assigns the IPV to the frame and provides it to the DS-TT (in DL direction) or NW-TT (in UL direction). 
-	The DS-TT (in DL direction) or NW-TT (in UL direction) determines the traffic class for the received frame based on the assigned IPV of the frame. 
-	The DS-TT (in DL direction) or NW-TT (in UL direction) removes the IPV from the frame before sending the frame to the related queue. 

---End of the Changes---

