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	Reason for change:
	This is a companion CR to 23.502CR2187(S2-2002756).  
CT3 LS S2-2002645/C3-201494 shows that I-NEF related stage 3 work could not be proceeded, therefore there is a need to revisit the information flow in §4.15.3.2.3a and the related NF services. 
Per 23.501, the functionalities of I-NEF are normalization and charging/accounting generation, and I-NEF identity is configured in NFs in VLPMN. 
=====23.501=====
6.2.5a	Intermediate NEF
The Intermediate NEF (I-NEF) is used for interworking between NFs in the VPLMN and the NEF. The I-NEF is optional and is only used in roaming scenarios. NFs in the VPLMN are configured with the I-NEF identity.
The functionality provided by the I-NEF may include the following:
- Normalization of reports according to roaming agreements between VPLMN and HPLMN…; 
- Generation of charging/accounting information for Monitoring
In our view, 
(1) the NFs in the VPLMN (i.e. AMF/SMF) is able to route the event notification messages to the I-NEF based on the configured I-NEF identity in the AMF/SMF as sepcified in 6.2.5a of TS 23.501, which is similar to the way that an NF would route a message to the SCP.
(2) When the AMF/SMF sends event notification message to the I-NEF, the AMF/SMF would also convey the notification endpoint info of NEF to the I-NEF. Exactly how AMF/SMF conveys the info is left for stage 3.
(3) Upon receiving event notification from AMF/SMF, the I-NEF does normalization, generates charging information and then forwards the event notification message to the NEF according to the notification endpoint of NEF conveyed by AMF/SMF. 
Based on the above, no I-NEF service operations are needed.
(4) Ninef_EventExposure_Subscribe currently performed by AMF/SMF is not used to get I-NEF events but to inform the I-NEF of the NEF’s notification endpoint info, which seems to be a misuse of SBI Subscribe/Notify.

	
	

	Summary of change:
	Remove I-NEF Services

	
	

	Consequences if not approved:
	No proper input to stage 3 work meaning that specification for event monitoring in roaming scenario cannot be completed for Rel-16. 
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****************** START CHANGE ***************
[bookmark: _Toc20150259][bookmark: _Toc27847067][bookmark: _Toc36188200]7.2.8A	I-NEF ServicesVoid
The following NF services are specified for I-NEF:
Table 7.2.8A-1: NF Services provided by I-NEF
	Service Name
	Description
	Reference in TS 23.502 [3]

	Ninef_EventExposure
	Provides support for event exposure.
	5.2.6A.2
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