Page 1



3GPP TSG-SA WG2 Meeting #136
S2-1912421
Reno, USA, 18-22 November 2019
(revision of S2-1911093)
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	23.502
	CR
	1728
	rev
	2
	Current version:
	16.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	NIDD procedure corrections

	
	

	Source to WG:
	Qualcomm Incorporated

	Source to TSG:
	SA2

	
	

	Work item code:
	5G_CIoT
	
	Date:
	2019-09-30

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	In clause 4.25.2

- Figure 4.25.2-1 refers to wrong steps of PDU session establishment procedures.
- Inclusion of NEF ID from SMF to NEF does not have any purpose.

- Inclusion of NEF ID from NEF to SMF does not have any purpose.
Clause 4.25.4 step 2 states : « In the roaming case, the V-SMF sends data to H-SMF as specified in step 5 of the procedure for UPF anchored Mobile Originated Data Transport in Control Plane CIoT 5GS optimisation (see clause 4.24.1) ». This is incorrect since step 5 in clause 4.25.4 refers to data data forwarding between H-UPF and V-UPF which does not apply to NIDD.

Clause 4.25.5 step 3 states that « In the roaming case, the H-SMF forwards the data to the V-SMF as specified in step 1 of the procedure for UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS optimisation (see clause 4.24.2). ». However, this is incorrect since clause 4.24.2 assumes data forwarding between H-UPF and V-UPF, which does not apply to NIDD :

Details of buffer handling by NEF are not well described in clause 4.25.5.

NEF ID serves no purpose in clause 4.25.7 (SMF Initiated SMF-NEF Connection Release procedure).

If NEF supports Extended Buffering, then NEF includes "Extended Buffering Support" indication in every Nsmf_NIDD_Delivery request. However support of extended buffering is a NEF feature and its availability is not expected to change at every NIDD delivery request.

How NEF learns when UE becomes reachable is partially covered in clause 4.25.5. but there is no service between SMF and NEF to inform NEF about this.

	
	

	Summary of change:
	Refer to correct steps and remove NEF ID in clause 4.25.2.
Clarify roaming case handling in clause 4.25.4.

Clarify roaming case handling and buffer handling by NEF in clause 4.25.5.

Remove NEF ID from clause 4.25.7.
Remove NEF ID from related services in clauses 5.2.6.14.2, 5.2.6.15.2, 5.2.6.15.3, 5.2.6.15.4

Include Extended Buffering Support indication in Nnef_SMContext_Create Response instead of in Nsmf_NIDD_Delivery request.

Clarify that NEF subscribes with AMF to receive an indication when UE becomes reachable and that NEF starts delivering buffered data when this indication is received from AMF.

	
	 

	Consequences if not approved:
	NIDD procedures not working.

	
	

	Clauses affected:
	4.25.2, 4.25.4, 4.25.5, 4.25.7, 5.2.6.14.2, 5.2.6.15.2, 5.2.6.15.3, 5.2.6.15.4, 5.2.8.4.2

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


FIRST CHANGE
4.25.2
SMF-NEF Connection Establishment

When the UE performs the PDU Session establishment with PDU Session type of "Unstructured", and the subscription information corresponding to the UE requested DNN includes the "NEF Identity for NIDD" (NEF ID), then the SMF initiates a SMF-NEF Connection establishment procedure towards the NEF corresponding to the "NEF ID" for that DNN / S-NSSAI Combination.
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Figure 4.25.2-1: SMF-NEF Connection procedure

1.
Steps 1-7 and step 9 of clause 4.3.2.2.1 for UE-requested PDU Session Establishment Procedure for non-roaming scenarios or steps 1-9 of clause 4.3.2.2.2 for UE-requested PDU Session Establishment Procedure for home-routed roaming scenarios. The (H-)SMF receives the Session Management Subscription data for the corresponding SUPI, DNN and S-NSSAI that is associated with NEF Identity for NIDD and NIDD information such GPSI and AF ID.

2.
If the subscription information corresponding to DNN and S-NSSAI includes the "NEF Identity for NIDD" (NEF ID), the SMF shall create a PDU session towards the NEF. The SMF invokes Nnef_SMContext_Create Request (User Identity, PDU session ID, NIDD information, S-NSSAI, DNN) message towards the NEF. The UE capability to support Reliable Data Service (RDS) is included in the PCO in the PDU Session Establishment Request message.


If no AF has previously performed the NIDD Configuration procedure with the NEF for the User Identity received in step 2, then the NEF initiates the NIDD Configuration procedure (see clause 4.25.3) before step 3.

3.
The NEF creates an NEF PDU session Context and associates it with User Identity and PDU session ID. The NEF invokes Nnef_SMContext_Create Request Response (User Identity, PDU session ID, S-NSSAI, DNN) towards the SMF confirming establishment of the PDU session to the NEF for the UE. If NEF supports and allows use of RDS, it indicate that to SMF and the SMF includes it in the PCO. If NEF supports Extended Buffering, NEF includes Extended Buffering Support indication in the response and subscribes for nobility-related events with the AMF to receive an indication when the UE becomes reachable.
NEXT CHANGE
4.25.4
NEF Anchored Mobile Originated Data Transport

Figure 4.25.4-1 illustrates the NEF Anchored Mobile Originated Data Transport procedure.


[image: image3.emf]Home-routed 

roaming case

UE (H-)SMF

3. Nnef_NIDD_Delivery Request

(V-)SMF

1. Steps 1-4 of UPF anchored Mobile Originated Data Transport 

in Control Plane CIoT 5GS Optimisation

NEF AF

2. Nsmf_PDUSession_MessageTransfer

4. Nnef_NIDD_DeliveryNotify Request

5. Nnef_NIDD_DeliveryNotify Response

6. Nnef_NIDD_Delivery Response

 

Figure 4.25.4-1: NEF Anchored Mobile Originated Data Transport procedure

1.
The UE sends a NAS message with unstructured data according to steps 1-4 of the procedure for UPF anchored Mobile Originated Data Transport in Control Plane CIoT 5GS Optimisation (see clause 4.24.1). The Reliable Data Service header is included if the Reliable Data Service is enabled.
2.
[Conditional] In case of home-routed roaming the V-SMF forwards the data to the H-SMF.
3.
The (H-)SMF sends the Nnef_NIDD_Delivery Request (User Identity, unstructured data) message to the NEF.
4.
When the NEF receives the unstructured data and finds an NEF PDU Session context and the related T8 Destination Address, then it sends the unstructured data to the AF that is identified by the T8 Destination address in a Nnef_NIDD_DeliveryNotify Request (GPSI, unstructured data, Reliable Data Service Configuration). If no T8 Destination address is associated with the UE's PDN connection, the data is discarded, the Nnef_NIDD_DeliveryNotify Request is not sent, and the flow continues at step 6. The Reliable Data Service Configuration is used to provide the AF with additional information such as indicate if an acknowledegement was requested and port numbers for originator application and receiver application, when the Reliable Data Service is enabled.

Editor's note:
It is left to Stage 3 whether or not the NEF aggregates Nnef_NIDD_DeliveryNotify Request messages to the AF.

5.
The AF responds to the NEF with a Nnef_NIDD_DeliveryNotify Response (Cause).

6.
The NEF sends Nnef_NIDD_Delivery Response to the SMF. If the NEF cannot deliver the data, e.g. due to missing AF configuration, the NEF sends an appropriate error code to the SMF.
4.25.5
NEF Anchored Mobile Terminated Data Transport

Figure 4.25.5-1 illustrates the procedure using which the AF sends unstructured data to a given user as identified via External Identifier or MSISDN.
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Figure 4.25.5-1: NEF Anchored Mobile Terminated Data Transport

1a.
If AF has already activated the NIDD service for a given UE, and has downlink unstructured data to send to the UE, the AF sends a Nnef_NIDD_Delivery Request (GPSI, TLTRI, unstructured data, Reliable Data Service Configuration) message to the NEF. Reliable Data Service Configuration is an optional parameter that is used to configure the Reliable Data Service, it may be used to indicate if a Reliable Data Service acknowledgement is requested and port numbers for originator application and receiver application.
1b.
AMF indicates to NEF that the UE has become reachable. Based on this the NEF re-starts delivering buffered unstructured data to the UE.
2.
The NEF determines the 5GS QoS Flow Context based on the DNN associated with the NIDD configuration and the User Identity. If an NEF 5GS QoS Flow Context corresponding to the GPSI included in step 1 is found, then the NEF checks if the AF is authorised to send data and if it does not exceed its quota or rate. If these checks fail, then steps 3-15 are skipped and an appropriate error code is returned in step 17.

3.
The NEF forwards the unstructured data to the (H-)SMF using Nsmf_NIDD_Delivery Request. If NEF has indicated support of Extended Buffering in Nnef_SMContext_Create Response during SMF-NEF connction establishment, then NEF keeps a copy of the data.
4.
In the roaming case, the H-SMF forwards the data to the V-SMF
5.
The (V-)SMF determines whether Extended Buffering applies based on local policy and based on whether NEF has indicated support of Extended Buffering in Nnef_SMContext_Create Response during SMF-NEF connction establishment. (V-)SMF compresses the header if header compression applies and forwards the data and the PDU session ID to the AMF using the Namf_Communication_N1N2MessageTransfer service operation. If Extended Buffering applies, then (V-SMF) includes "Extended Buffering support" indication in Namf_Communication_N1N2Message Transfer.
6.
If AMF determines the UE is unreachable for the SMF (e.g., if the UE is in MICO mode or the UE is configured for extended idle mode DRX), then the AMF rejects the request from the SMF. The AMF may include in the reject message an indication that the SMF need not trigger the Namf_Communication_N1N2MessageTransfer Request to the AMF, if the SMF has not subscribed to the event of UE reachability.


If the SMF included Extended Buffering support indication, the AMF indicates the Estimated Maximum Wait time, in the reject message, for the SMF to determine the Extended Buffering time. If the UE is in MICO mode, the AMF determines the Estimated Maximum Wait time based on the next expected periodic registration timer update expiration or by implementation. If the UE is configured for extended idle mode DRX, the AMF determines the Estimated Maximum Wait time based on the start of next PagingTime Window. The AMF stores an indication that the SMF has been informed that the UE is unreachable.

7.
In the roaming case V-SMF sends a failure indication to H-SMF. If the V-SMF receives an "Estimated Maximum Wait time" from the AMF and Extended Buffering applies, the V-SMF also passes the "Estimated Maximum Wait time" to the H-SMF.
8.
If the (H-)SMF receives a failure indication, (H-)SMF also sends a failure indication to NEF. If (H-)SMF has received the "Estimated Maximum Wait time" and Extended Buffering applies, the (H-)SMF includes Extended Buffering time in the failure indication. The Extended Buffering time is determined by the (H-)SMF and should be larger or equal to the Estimated Maximum Wait time. The NEF stores the DL data for the Extended Buffering time. The NEF does not send any additional Nsmf_NIDD_Delivery Request message if subsequent downlink data packets are received. The procedures stops at this step.
9.
If the AMF determines the UE to be reachable in Step 5, then Steps 3 to 6 of the UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedure (clause 4.24.2) apply.


If the Reliable Data Service header indicates that the acknowledgement is requested, then the UE shall respond with an achnowledgement to the DL data that was received.
10.
If the UE has not responded to paging, the AMF sends a failure notification to the (V-)SMF. Otherwise the procedure continues at Step 13.
11.
In the roaming case, if V-SMF has received a failure notification from AMF, then V-SMF passes the failure notification to H-SMF.
12.
If (H-)SMF receives a failure notification, then SMF indicates to the NEF that the requested Nsmf_NIDD_Delivery has failed. If Extended Buffering applies, then NEF purges the copy of the data. The procedure continues at Step 17.
13. Steps 9 to 11 of the UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedure (clause 4.24.2) apply
14.
AMF informs (V-)SMF that data has been forwarded.
15.
In the roaming case, V-SMF indicates to H-SMF that the data has been forwarded.

16.
(H-)SMF indicates to NEF that the data has been forwarded. If Extended Buffering applies then NEF purges the copy of the data.



17.
The NEF sends a Nnef_NIDD_Delivery Response (cause) to the AF.


The Reliable Data Service Acknowledgement Indication is used to indicate if an acknowledgement was received from the UE for the MT NIDD. If the Reliable Data Service was requested in step 1, then the Nnef_NIDD_Delivery Response is sent to the AF after the acknowledgement is received from the UE or, if no acknowledgment is received, then the MT NIDD Submit Response is sent to the AF with a cause value indicating that no acknowledgement was received.

NEXT CHANGE
4.25.7
SMF Initiated SMF-NEF Connection Release procedure

When the PDU Session Release is initiated and if a NEF has been selected as anchor of the Control Plane CIoT 5GS Optimisation enabled PDU session which is Unstructured PDU Session Type as described in the clause 4.3.4.2, then the SMF initiates a SMF-NEF Connection Release procedure towards the NEF corresponding to the "NEF ID" for that DNN / S-NSSAI Combination.
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Figure 4.25.7-1: SMF Initiated SMF-NEF Connection Release procedure

1.
The SMF performs PDU Session Relese Procedure as described in clause 4.3.4.2.

2.
If a NEF has been selected as anchor of the Control Plane CIoT 5GS Optimisation enabled PDU session which is Unstructured PDU Session Type as descrbied in clause 4.3.2.2, the SMF initiates the SMF-NEF Connection release for this PDU Session by sending Nnef_SMContext_Delete Request (User Identity, PDU session ID, S-NSSAI, DNN) message to the NEF.

3.
The NEF deletes the NEF PDU session Context associated with the User Identity and the PDU session ID. The NEF sends Nnef_SMContext_Delete Response (User Identity, PDU session ID, S-NSSAI, DNN) to the SMF confirming release of the SMF-NEF session for the UE.

NEXT CHANGE
5.2.6.14.2
Nnef_NIDD_Delivery service operation

Service operation name: Nnef_NIDD_Delivery

Description: This service operation is used by the NF consumer to deliver the unstructured data between NF consumer and NEF to support NIDD via NEF.

Inputs (required): User Identity, unstructured data, TLTRI (Optional), Reliable Data Service Configuration (Optional).

Outputs (required): Cause.
NEXT CHANGE
5.2.6.15.2
Nnef_SMContext_Create service operation

Service operation name: Nnef_SMContext_Create

Description: This service operation is used by the consumer to request connection establishment between NF consumer and NEF to support NIDD via NEF.

Inputs (required): User Identity, PDU session ID, NIDD information, S-NSSAI, DNN.

Outputs (required): User Identity, PDU session ID, S-NSSAI, DNN.

Outputs (optional): Extended Buffering Support.
5.2.6.15.3
Nnef_SMContext_Delete service operation
Service operation name: Nnef_SMContext_Delete
Description: This service operation is used by the NF consumer to request SMF-NEF Connection release between NF consumer and NEF to support NIDD via NEF.
Inputs (required): User Identity, PDU session ID, S-NSSAI, DNN.
Outputs (required): Cause.
5.2.6.15.4
Nnef_SMContext_DeleteNotify service operation

Service operation name: Nnef_SMContext_DeleteNotify

Description: This service operation is used by the NEF to notify NF consumer that the SMF-NEF Connection for NIDD via NEF is no longer valid.

Inputs (required): User Identity, PDU session ID, S-NSSAI, DNN, Reason of the SMF-NEF connection release

Outputs (required): Cause.
NEXT CHANGE
5.2.8.4.2
Nsmf_NIDD_Delivery service operation

Service operation name: Nsmf_NIDD_Delivery

Description: This service operation is used by the NF consumer to deliver the unstructured data between NF consumer and SMF to support NIDD via NEF.

Inputs Required: User Identity, PDU Session ID, unstructured data, Reliable Data Service Configuration (Optional).

Inputs, Optional: None.
Outputs Required: Cause.

Outputs, Optional: Extended Buffering Time.
END OF CHANGES[image: image8.png]
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