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1
Overall description
SA2 has started working on the study on enhanced support of non-public networks. Based on service requirements documented in clause 5.1 of TS 22.263, SA2 developed key issue #4: UE Onboarding and remote provisioning in TR 23.700-07. 
SA2 started working on solutions for this key issue and is looking for clarification on the interpretation of the term: “non-3GPP identities and credentials” documented in the following service requirement in TS 22.263: 
The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.

Q1) Given the combination of permanent identities (SUPI) and authentication methods already documented in TS 23.501, TS 24.501 and TS 33.501, SA2 would like to verify with SA1 whether provisioning of any of the following is excluded for Stand-alone non-public networks (SNPNs)
a) SUPI containing an IMSI with AKA credentials used for SNPN authentication 
b) SUPI containing a network-specific identifier in the form of a NAI where the NAI includes the IMSI with AKA credentials used for SNPN authentication

c) SUPI containing a network-specific identifier in the form of a NAI where the NAI includes the IMSI with non-AKA credentials used for SNPN authentication 

SA2 would like to emphasise that use of (a) above is explicitly supported and (b) and (c) are not precluded by SA2 specifications for SNPNs.

Q2) SA2 would also like to ask whether provisioning for identities and credentials used for Network specific slice authentication and authorisation (NSSAA) and secondary PDU session authentication should be considered to be covered as part of this service requirement.
2
Actions
To SA1
ACTION: 
SA2 would like SA1 to provide clarification of the service requirements in TS 22.263 and answer the questions Q1 and Q2 above.
3
Dates of next TSG SA WG2 meetings
TSG SA WG2 Meeting 137

24-28 February
2020

New Delhi, India

TSG SA WG2 Meeting 138

20-24 April 2020

Dubrovnik, Croatia
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