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Abstract of the contribution: This contribution proposes a new key issue for supporting UAS authorization/authentication by UTM.
1. Discussion
The objectives of ID_UAS-SA2 study include the support of UAS command and control.
-	Identifying the architecture and system aspects related to supporting UAS command and control functions according to use cases described in TR 22.825, including studying various solutions for enabling according to the requirements in TS 22.125:
According to TS 22.125, a system for UAS operation on 3GGP can be consist of UAV, UAV controller, 3GPP system, and UTM. Further, the combination of UAV and UAV controller could be referred as Unmanned Aerial System (UAS). To support the successful operation of the UAS(s), it is need to authenticate and authorize UAS as well as individual UAVs and UAV controllers by UTM. 
An Unmanned Aerial System (UAS) is the combination of an Unmanned Aerial Vehicle (UAV), sometimes called a drone, and a UAV controller. A UAV is an aircraft without a human pilot onboard – instead, the UAV is controlled from an operator on the ground via a UAV controller and may have some autonomous flight capabilities. The communication system between the UAV and UAV controller is, within the scope of this specification, provided by the 3GPP system.
UAVs range in size and weight from small, light aircraft often used for recreational purposes to large, heavy aircraft which are often more suited to commercial applications. Regulatory requirements vary across this range and vary on a regional basis.
 The communication requirements for UAS cover both the Command and Control (C2) between UAV and UAV controller, but also data uplink and downlink to/from the UAS components towards both the serving 3GPP network and network servers.
Unmanned Aerial System Traffic Management (UTM) is used to provide UAS identification and tracking, authorisation, enforcement, and regulation of UAS operations, and also to store the data required for UAS(s) to operate. It also allows authorised users (e.g., air traffic control, public safety agencies) to query the identity and metadata of a UAV and its UAV controller.
In other words, it is essential to consider UAS’s attributes, not only individual UAVs and UAV controllers. For operations of UAV, all related entities such as UAV, UAV controller and UAS need to be authenticated and authorized by both 3GPP system and UTM.  This contribution proposes to study any architectural impact to support UAS as well as individual UAV and UAV controller device. 
Proposal 1. Need to study the following issues to support successful operation of UAS.
1) Study on the 3GPP system architecture improvement to support the operations of UAS and the interaction with UTM. 
2) How to identify UAS as well as individual UAV and UAV controller by 3GPP system and UTM?
3) How to associate UAV and UAV controller as UAS.
4) How to authenticate and authorize UAV, UAV controller, and UAS by 3GPP system and UTM?
5) How to handle authentication/authorization failure by UTM, in such case as UAV, UAV controller and UAS?
2.	Proposal
It is proposed to include the added text into the TR 23.700-91 as a new use case. 
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An UAS is the combination of an UAV and UAV controller. The operation of individual UAV could be supported by UAV controller, and UTM, and 3GPP system. An UAS is not a simple combination providing communication between UAV and UAV controller. To successfully support operation of UAV, need to consider the characteristics of UAS as an architectural entity well as UAV and UAV controller. For example, the mission, flight authentication, are granted to UAS, not a single UAV or UAV controller. Therefore, it is needed to study how to support UAS operations such as authentication, authorization, and communication by both 3GPP system and UTM. The detailed issues are below.
1) Study the architectural changes of 3GPP system to support the operations of a UAS including the interaction with UTM. 
2) Study methods to identify a UAS as well as individual UAV and UAV controller by 3GPP system and UTM
3) Study making association(s) UAVs and UAV controllers as a UAS.
4) Study methods to authenticate/authorize UAVs, UAV controllers, and UASs by the 3GPP system and the UTM.
5) Study methods to handle authentication/authorization failure by the UTM, in each case, UAVs, UAV controllers and a UAS.
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