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Abstract of the contribution: This contribution proposes to update Key Issue #7: Adding Application attributes and KPIs as the Input data in some services described in TS 23.288 by adding application detection feature. 
1. Discussion
This contribution proposes new issues for detecting new applications and capturing the QoS requirements. In 3GPP 5GC, application or service detection is conducted using a concept of Service Data Flow (SDF), and a SDF is described using SDF template. According to TS 23.503, a SDF template can contain 1) a set of service data flow filters, or 2) an application ID inside a PCC rule to detect an application. Moreover, a service data filter can be extended by PFDs.   
The application detection filters provided to the SMF may be extended with the PFDs provided by the NEF (PFDF). How the SMF uses the service data flow detection capabilities in the UPF is described in TS 23.501 [2] clause 5.8.2.
Using service data flow filters or PFDs, MNO or ASP can dynamically provide or update the detection rules for newly released applications not supported by application detection rules inside a UPF. After the detection of application or service, the 5GC could serve the detected service differently from other services in terms of QoS, traffic steering, security and etc. However, the number of applications available in the market is growing highly. Thousands of new applications are released on the market per day, and the velocity of new application release is also increasing very rapidly. Detecting and managing all application using manually provisioned rules are hard to match with the velocity, and the deployment of those rules are very expensive. To overcome this limitation, this contribution proposes below issues. 
Proposal 1. Study on how to detect newly released applications assisted by the NWDAF 
Proposal 2. Study on how to automate the application traffic management considering KPIs. 
 
2.	Proposal
It is proposed to update Key Issue #7: Adding Application attributes and KPIs as the Input data in some services described in TS 23.288 by adding application detection feature in the TR 23.700-91. 

* * * * First Change (all new text) * * * *
[bookmark: _Toc463016657][bookmark: _Toc484168145][bookmark: OLE_LINK5][bookmark: OLE_LINK6]Key Issue #7: Adding Application attributes and KPIs as the Input data in some services described in TS 23.288 [5]
[bookmark: _Toc519693987][bookmark: _Toc25416971][bookmark: _Toc25417326][bookmark: _Toc25417793][bookmark: _Toc25740460][bookmark: _Toc26861885]5.2.7.1	Description
This key issue proposes to study adding new input data from the application detection feature described in TS 23.503 [4] clause 6.2.2.2 to support the analytics defined in TS 23.288 and new analytics during Rel-17. The detection of application can be requested and reported by means of 1) a set of SDF filters and 2) an application ID. The former method detects the target application using packet header matching, and the later method is based on the packet inspection functionality available in the UPF described in TS 23.501 [2] clause 6.2.3. The result of application KPI measurement can improve the analytics provided by the NWDAF.
This key issue proposes to study which Analytics Ids described in TS 23.288 [5] and new Analytics Ids that may be studied in Rel-17 can benefit from adding new input data from the Application detection feature such as that described in TS 23.503 [4] clause 6.2.2.2 based on the packet inspection functionality available in the UPF described in TS 23.501 [2] clause 6.2.3.
Meanwhile, the number of applications or services available in the market is growing highly, and thousands of new applications are released on the market per day. The velocity of new application release is also increasing very rapidly. Detecting and managing all application using manually provisioned rules are hard to match with the velocity, and the deployment of those rules are very expensive. It is needed to study how to detect and manage new application traffic automatically.
This key issue will study the following aspects of using Application detection feature to improve the statistics and predictions already defined in TS 23.288 [5] and under the definition in FS_eNA_Ph2.
-	Data collection:
-	What other attributes and KPIs acquired from Application detection can be included based on the type of Analytics Id.
-	Application's Traffic KPIs Measurement:
-	What new measurements can be incorporated in the UPF.
-	Impact on each Analytics Id:
-	What parameter from the current Analytics Ids data Input in TS 23.288 [5] can be improved by using Application detection and maintaining backwards compatibility.
-	New Input data maintaining backwards compatibility.
-	Study on how to detect newly released applications assisted by the NWDAF.
-	Study on how to automate the application traffic management considering KPIs.
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