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Abstract: This contribution proposes a solution for Key Issue #5: Support of Equivalent SNPNs in TR 23.700-07.
1. Introduction
Key Issue #5 is to enable a UE to access multiple SNPNs and the ability to support optimized access control and service continuity between SNPNs. This is to enable support for equivalent SNPN (similar to equivalent PLMN) and/or equivalent home SNPN (similar to equivalent HPLMN). Impact to 5G System due to the following scenarios are in the scope:
-	Individual SNPNs with their own PLMN ID and NID identification but they are all equivalent. This implies that the UE with subscription for one of the SNPN has access to its equivalent SNPN(s). This also implies that the UE treat individual SNPNs with equal priority for network selection.
It has the following objectives for study:
-	Enabling an authorized UE to be able to efficiently access and move between equivalent SNPNs; and
-	Enabling an authorized UE to be able to efficiently select equivalent SNPNs during network selection.
2. Discussion
The following points are identified for the discussion.

· This solution proposes that the equivalent SNPN (eSNPN) list could be long and hence it might not be a good idea to broadcast it. 

· This solution assumes that an SNPN capable UE might not have OPLMN list for accessing SNPNs in different countries or regions. 

· This solution proposes that an eSNPN list could be sent to the UE as part of the Registration procedure, e.g. via Registration Accept message.

· This solution proposes a new network function NMF to be introduced to maintain the eSNPN list for a particular UE or set of UEs. 

· This solution proposes that when a SNPN has been added or moved to the equivalent SNPN list, a Configuration Update Command is sent to the UE to update the eSNPN list. 

3. Text Proposal
It is proposed to add the following solution to TR 23.700-07.
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6.X.1	Introduction
This solution is for Key Issue #5: Support of Equivalent SNPNs in TR 23.700-07. 
This solution proposes that:
-	The equivalent SNPN (eSNPN) list could be too long to be included in a broadcast. Hence it may be sent as part of the Registration Accept message.
-	When a new SNPN has been added or moved to the equivalent SNPN list, a Configuration Update Command is sent to UE to update the eSNPN list. 
- 	A new network function to be added for maintaining the list of eSNPN for the UEs of a SNPN. This network function is called NID Management Function or NMF. 
The NMF may be accessed by an AF to add or remove eSNPNs for a particular UE or a set of UEs.

6.X.2	Functional Description
NG-RAN may broadcast a list of one or more equivalent SNPN (eSNPN) corresponding to a given home SNPN. Upon receiving the list, UE may save the list of eSNPNs in a local database. If the eSNPN list is long (e.g. a big organization has multiple office sites at different countries or regions), broadcasting may not be a suitable option. 
Thus, in response to a Registration Request, the eSNPN list may be transmitted to the UE in the Registration Accept. A NF should be responsible for identifying the list of eSNPN for a particular UE or a set of UEs. 
A new network function, NMF, is responsible for maintaining the list of eSNPN for a particular UE or a group of UEs in that SNPN. The eSNPN list could be updated dynamically and the UE could be notified to update the latest list of eSNPN. 
An AF may access the NMF and have the capability to add or remove an SNPN or a group of SNPNs from the eSNPN list of a particular UE or a group of UEs.  
The AMF can subscribe to the NMF to be notified of any changes to the eSNPN list stored in the NMF. Whenever the AMF gets notified of an updated eSNPN list for a UE or a set of UEs, the AMF would initiate the Configuration Update Command to push the updated eSNPN list to the UE(s).  


Figure 6.X.2-1 Addition of NMF to the reference architecture















6.X.3	Procedures
6.X.3.1	Equivalent SNPN list sent to UE via Registration Procedure
This procedure is defined to address the procedure of providing the eSNPN list to the UE. 


Figure 6.X.3.1-1: Equivalent SNPN list sent to UE via Registration Procedure
1.	The UE sends the Registration Request to the AMF with NMF address and manufacturer credentials.
2.	The AMF validates the NMF address and forwards the manufacturer credential to the corresponding NMF received in the Registration Request in Nnmf_SNPN_Validate_Request.
3.	The NMF validates the request and provides the Subscription Data, eSNPN list and the success code to the AMF in Nnmf_SNPN_Validate_Response. The Success code informs the AMF the UE is authorised to register to the SNPN.
4. The AMF sends the Registration Accept message to the UE with Subscription Data and the eSNPN list for which the UE has access to. 

6.X.3.2	Addition of new SNPN(s) to Equivalent SNPN list 
This procedure is defined to keep the UE updated of the latest equivalent SNPN list, whenever new SNPN(s) is added to the eSNPN list. 
This procedure assumes that the AMF is subscribed to any changes to the NMF database and gets notified for new changes.
NOTE: 	New SNPN could be added as per agreement between SNPN(s) of different organisations or same organisation.



Figure 6.X.3.2-1: Addition of new SNPN(s) to Equivalent SNPN list
1.	The AF initiates the procedure to add new SNPN(s) to the eSNPN list. The AF performs the procedure via Nnmf_eSNPN_Addition_Request. This request is used to add a new SNPN or a list of SNPNs to the eSNPN list for a UE or a group of UEs. 
2.	After updating the eSNPN list, the NMF acknowledges the update of the eSNPN list to the AF via Nnmf_eSNPN_Addition_Response.
3. 	The NMF notifies the AMF of the updated eSNPN list.
4.	The AMF initiates the Configuration Update Command to the UE(s) to send the updated eSNPN list.
5.	The UE receives the updated eSNPN list and sends Configuration Update complete message to the AMF.

6.X.3.3	Removal of SNPN(s) from Equivalent SNPN list 
This procedure is defined to keep the UE updated of the latest equivalent SNPN list, whenever SNPN(s) is deleted from the eSNPN list. 
This procedure assumes that the AMF is subscribed to any changes to the NMF database and gets notified for new changes.
NOTE: 	New SNPN could be deleted as per agreement between SNPN(s) of different organisations or same organisation.


Figure 6.X.3.3-1: Removal of SNPN(s) from Equivalent SNPN list
1.	The AF iniates the procedure to delete SNPN(s) from the eSNPN list. The AF performs the procedure via Nnmf_eSNPN_Delete_Request. This request is used to delete a SNPN or a list of SNPNs from the eSNPN list for a UE or a group of UEs. 
2.	After updating the eSNPN list, the NMF acknowledges the update of the eSNPN list to the AF via Nnmf_eSNPN_Delete_Response.
3.	The NMF notifies the AMF of the updated eSNPN list.
4.	The AMF initiates the Configuration Update Command to the UE(s) to send the updated eSNPN list.
5.	The UE receives the updated eSNPN list and sends Configuration Update complete message to the AMF.

6.X.3.4	Roaming Equivalent SNPN 
The NG-RAN may broadcast a list of one or more equivalent SNPN (eSNPN) corresponding to a given home SNPN. Upon receiving the broadcast list, the UE may save the list of eSNPNs in a local database.  
Alternatively, the list of eSNPNs may be sent to the UE as part of the Registration Accept message.  Thus, in response to a Registration Request, the eSNPN list may be transmitted by the (radio access) network to the UE in the Registration Accept message.
NOTE 1: 	Referring to the example above, the network can send the following lists to the UE, depending on whether the UE’s home SNPN is SNPN1, SNPN2, or SNPN3, where NIDx (for x = 1, 2, 3) represents the NID for the corresponding SNPNx.
Home SNPN: SNPN1
SNPN1 = PLMN + NID1
eSNPN1 = PLMN+NID2
eSNPN2 = PLMN+NID3
Home SNPN: SNPN2
SNPN2 = PLMN + NID2
eSNPN1 = PLMN+NID1
eSNPN2 = PLMN+NID
When a UE associated with a given home SNPN, e.g. with SNPN1, is at a location/branch where one of the eSNPN is deployed, the UE will loose the access to its home SNPN and may start scanning all the SNPNs in that location/region.  The UE may gain access to the visited SNPN as the visited SNPN has already been indicated to the UE as an eSNPN to its home SNPN.  For example, if the UE has SNPN1 as its home SNPN, eSNPN1 represents an SNPN equivalent to SNPN1. The order in which the eSNPNs are listed may also indicate the recommended priority of the eSNPNs. For example, if the UE has SNPN1 as its home SNPN, eSNPN1 may have higher priority than eSNPN2. This may be especially useful when multiple eSNPNs overlap in certain deployments.
For a given enterprise (e.g. a corporate entity), respective corresponding SNPNs may also be deployed in multiple locations, regions and/or countries identified by different respective PLMN IDs.  The UEs associated with that enterprise may be expected to be able to connect to those SNPNs seamlessly. The SNPN may be defined/indicated as PLMN ID + NID, however in this case the PLMN IDs may differ, e.g. in case of different countries the PLMN ID is based on the mobile country code (MCC) and hence the PLMN ID may be different in each different location/region/country. In addition, the NID identifying the SNPN may be the same in all location/regions/countries, as it indicates the specific entity or enterprise as opposed to indicating a specific local SNPN. For example, assuming the UE is configured to camp on the SNPN corresponding to enterprise A in a first location/region/country, when the UE travels to a different location/region/country and scans for the SNPN (for enterprise A), there is a PLMN ID mismatch and the UE cannot gain access to the SNPN in the second location/region/country.
In order to allow access to the different SNPNs in a different location/region/country, a roaming eSNPN (ReSNPN) may be introduced. Similarly to the example provided for eSNPNs based on different NIDs for different local SNPNs, a list of ReSNPNs may be provided to the UE to allow the UE to access the SNPN corresponding to the enterprise in each location/region/country where SNPNs for that enterprise have been deployed.  
NOTE 2:	As an example, enterprise A may be identified by “NID”.  The home SNPN of enterprise A may be in a first location identified by PLMN ID1 in a country local to the UE. SNPNs of enterprise A in different locations/regions/countries may be accessed by the UE based as follows, where PLMN IDx (for x = 1, 2, 3 for the local country, and x = 4, 5, 6 for foreign countries) represents the PLMN ID for the corresponding locations/regions/countries: 
SNPN1 = PLMN ID1 + NID
SNPN2 (eSNPN1) = PLMN ID2 + NID 
SNPN3 (eSNPN2) = PLMN ID3 + NID 
SNPN4 (ReSNPN1) = PLMN ID4 + NID  
SNPN5 (ReSNPN2) = PLMN ID5 + NID
SNPN6  (ReSNPN3) = PLMN ID6 + NID
The network in which the home SNPN (SNPN1) is deployed may send the list of eSNPNs and ReSNPNs in a broadcast message or a Registration Accept message. The UE saves the list of eSNPNs and ReSNPNs in a local database, and utilizes the information when camping on other SNPNs either on a local network or global network. 
NOTE 3:	The above methodology is also applicable to public integrated NPNs, not only SNPNs.  
In addition, as the SNPN in the different countries belongs to same enterprise (e.g. enterprise A), human readable enterprise names may also be the same in different countries. Accordingly, human readable names may also be broadcast in the SIB, with an ASCII character string or string encoded in UTF-8 format representing the enterprise name to be broadcast.  
Also, the enterprise may be using a global unique NID for each different SNPN deployed in different countries, with the SNPN in each country having a unique NID (e.g. in contrast to enterprise A being identified by the same NID in all countries as indicated above).  In such cases,  to identify the enterprise uniquely across different countries and display the SNPN network name in a human readable format, an additional “EnID” field may be introduced in the SNPN identifier.  Hence, the SNPN may then be defined as SNPN = PLMN ID + NID + EnID, where EnID stands for “Enterprise ID”.  The EnID is expected to be the same for all NPNs of a particular enterprise across the world.

6.X.4	Impacts on existing entities and interfaces
-	A new network function to be added for maintaining the list of eSNPN for the UEs of a SNPN.
- 	AMF <--> NMF and AF <--> NMF communication should be defined.
-	New information “Equivalent SNPN” needs to be added to the Registation Accept and Configuration Update Command messages.

End of CHANGES
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