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Abstract of the contribution: the contribution proposes a generic solution for NAS-level handling of various GST parameters.
1.	Discussion
The introduction of GST parameters brings new restrictions to the ability to provide access to S-NSSAIs and to the ability to provide connectivity (e.g. PDU sessions) corresponding to S-NSSAIs subject to GST parameters restrictions.
A holistic analysis of the parameters and the related NAS behaviour is necessary to ensure we have a complete set of solutions for the various GST parameters.

Proposal
It is proposed the following text is added to TR 23.700.
First Change 
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The solution applies to various key issues since it addresses the whole set of GST parameters.
6.X.1.1 Specific GST parameters handling
The following table analyses the GST parameters and identify whether the enforcement of the related restrictions shall be applied at MM level by the AMF or SM level by the SMF.
	GST Parameter
	Description
	Applicability (MM/AMF or SM/SMF)

	Coverage
	Specifies the coverage area of the network slice - the area where the terminals can access a particular network slice. E.g. global, national, regional, outdoors, indoors. This may be based on RAN node location and coverage, or geographic partitioning (e.g. partitioning a geographical region into a set of zones/grids, and coverage is described by the zone numbers in which the network slice should be available).
	AMF, based on location of UE and RAN node

	Delay tolerance
	Provide the NSC with service delivery flexibility, especially for the vertical services that are not chasing a high system performance. For instance, the service will be delivered once the mobile system has sufficient resources or during the off-peak hours. For this type of traffic, it is not too critical how long it takes to deliver the amount of data, e.g. within hours, days, weeks, etc. For instance, this type of traffic could be scheduled for transmission in dedicated times of the day when the traffic load is low or this traffic could get an own traffic class which is de-prioritized over all other traffic
	AMF can enforce it for RA or PLMN
(alternative): AMF allows the slice but SMF rejects PDU session establishment

	Deterministic communication
	Defines if the network slice supports deterministic communication for periodic user traffic (i.e. a transmission interval in which a single packet is transmitted that is repeated). Periodic traffic refers to the type of traffic with periodic transmissions. Can have a periodicity associated in seconds (e.g. Motion control /printing machine - 2*103 seconds; Motion control/machine tool - 500*106 seconds). Determinism refers to whether the delay between transmission of a message and receipt of the message at the destination address is stable (within bounds). A network slice could support multiple periodicities. 

	AMF


	Downlink throughput per network slice
	Attribute used to set throughput guarantees per network slice (i.e. is the achievable data rate of the network slice in downlink that is available ubiquitously across the coverage area of the slice?) This can include a guaranteed downlink throughput and/or a maximum downlink throughput. Maximum throughput can be used to offer different network slice contract qualities level, e.g. gold, silver and bronze which have different maximum throughput values. 
	AMF or SMF (see below for details) 

	Downlink throughput per UE
	Used to set different guarantees in terms of throughput experienced by the customer in downlink. Can include a guaranteed downlink throughput and/or a maximum downlink throughput. Orchestrator may use this attribute to orchestrate the resources and (R)AN/CN may use this attribute to optimize the scheduling. 
	Same as Downlink throughput per network slice

	Uplink throughput per network slice
	Achievable data rate of the network slice instance in uplink that is available ubiquitously across the coverage area of the network slice (guaranteed uplink throughput, maximum uplink throughput).
	Same as Downlink throughput per network slice

	Uplink throughput per UE
	Dependent on the selected service type, defines as guaranteed uplink throughput and maximum uplink throughput.
	Same as Downlink throughput per network slice

	Energy efficiency
	Describes the energy efficiency of the network slice, i.e. the ratio between the performance indicator, in terms of data volume (DV), and the energy consumption (EC) when assessed during the same time frame. Examples: 180 b/J (Dense urban area), 40 b/J (Urban area), 2 b/J (Rural area).  
	FFS: Unclear how this can be used. Seems AMF based on some NF feeding the measured efficiency to the UE. 

	Group communication support 

	Describes which type of group communication is provided by the network slice (e.g. not available, Single Cell Point to Multipoint (SCPTM), Broadcast/Multicast, Broadcast/Multicast + SCPTM). 

	AMF only (permanent rejection per PLMN)

	Isolation level
	A network slice instance may be fully or partly, logically and/or physically, isolated from another network slice instance (e.g. Physical, Process and threads isolation, Physical memory isolation, Physical network isolation, Logical, Virtual resources isolation, Network functions isolation, Tenant/Service Isolation).
	AMF only (permanent rejection per PLMN)
This can be applied at the access type level i.e. the UE can either access the slice over 3GPP or non-3GPP access but not both.

	Location based message delivery 
	This attribute describes the location-based delivery of information, e.g. GeoNetworking, not related to the geographical spread of the network slice itself. This attribute can be used to distribute information, e.g. signalling messages, to terminals within a specific geographical area.
	AMF only (permanent rejection per PLMN)

	Maximum supported packet size
	Maximum packet size supported by the network slice and may be important for URLLC (Ultra-Reliable Low Latency Communication) and MIoT (Massive IoT), or to indicate a supported maximum transmission unit (MTU). E.g. eMBB 1500 Bytes; IoT 40 Bytes; URLLC 160 Bytes for 5 ms latency.
	AMF 

	Mission critical support 

	Mission-critical (MC) leads to a priority of the network slice relative to others, for C-plane (Control Plane) and U-plane (User Plane) decisions. This is relative to a customer provider relationship and to a PLMN (Public land Mobile Network) 
	AMF (permanent rejection per RA or per PLMN)

	Mission-critical capability support
	Specifies what capabilities are available to support mission-critical services (Inter-user prioritization - admission and the scheduling of priorities for Packet Service users over non-PS users, and different priorities among PS users; pre-emption capability - allows non-PS users to be pre-empted by PS users, and a PS user to be pre-empted by another PS user; local control capability - allows dynamic and temporary assignment of inter-user prioritization and pre-emption levels to local PS users, e.g. local to an incident). More than one capability may be supported at once.
	AMF (permanent rejection per RA or per PLMN)

	Mission-critical service support
	Specifies whether or not the network slice supports mission-critical push-to-talk (MCPTT; MCData; MCVideo; IOPS; MC interworking)
	AMF (permanent rejection per RA or per PLMN)

	MMTel support
	Describes whether the network slice supports IP Multimedia Subsystem (IMS) and Multimedia Telephony Service MMTel
	AMF (permanent rejection per RA or per PLMN)

	Network Slice Customer network functions 

	Provides a list of network functions to be provided by the NSC, e.g. a NSC can own some Network Functions (e.g. UPF, UDM/AUSF). If the list is empty, the NSC is not expected to provide any network function relevant for the network slice instance. 
	AMF (permanent rejection per RA or per PLMN)

	Number of connections
	Describes the maximum number of concurrent sessions supported by the network slice (e.g. 100,000 sessions).
	AMF

	Number of terminals
	Describes the maximum number of terminals supported by the network slice. 
	AMF (permanent rejection per RA or per PLMN)

	Performance monitoring
	Provides the capability for NSC and NOP to monitor Key Quality Indicators (KQIs) and Key Performance Indicators (KPIs). KQIs reflect the end-to-end service performance and quality while KPIs reflect the performance of the network. E.g. Service Request Success Rate, Monitoring sample frequency (per second, minute, hour, threshold-based). 
	AMF (permanent rejection per RA or per PLMN)

	Performance prediction
	Defines the capability to allow the mobile system to predict the network and service status. Predictive QoS (Quality of Service) can be done for various Key Quality Indicators (KQIs) and Key Performance Indicators (KPIs). KQIs reflect the end-to-end service performance and quality, while KPIs reflect the performance of the network. The prediction is done for a specific point of time in the future and for a specific geolocation. KQIs and KPIs may include throughput, latency, service request success rate and a frequency of prediction. Comes from interest from 5GAA and ITU-T (Machine Learning for Future Networks including 5G (FG ML5G)). An API would be provided allowing the NSC to send a request (e.g. KPI prediction for a certain geo-location and a certain time in the future) and receiving the prediction. 
	AMF (permanent rejection per RA or per PLMN)

	Positioning support
	Describes if the network slice provides geo-localization methods or supporting methods, in terms of availability (e.g. CIF, E-CID, OTDOA, RF fingerprinting, AECID, hybrid positioning, NET-RTK), prediction frequency (e.g. second, minute, hour, threshold-based), and accuracy (e.g. +/- 1m, +/- 0.01m).
	AMF (permanent rejection per RA or per PLMN)

	Radio spectrum
	Defines the radio spectrum supported by the network slice. 
	AMF (permanent rejection per RA or per PLMN)

	Root cause investigation
	Capability provided to NSC to understand or investigate the root cause of network service performance degradation or failure.
	AMF (permanent rejection per RA or per PLMN)

	Session and Service Continuity support
	SSC mode 1, 2, 3, none.
	AMF for networks where only one SSC is supported. Permanent rejection per PLMN.
SMF if depending on UPF and area. May be temporary rejection with conditions.

	Simultaneous use of the network slice
	Describes whether a network slice can be simultaneously with other network slice and if so, which group the network slice belongs to. This corresponds to Mutually Exclusive Slice idea of SA2 (can be used with any slice; can be used with slices with same SST value; can be used with any slice with same SD value; cannot be used with another slice; operator defined class)
	AMF (permanent rejection per PLMN)

	Slice quality of service parameters
	Defines all the QoS relevant parameters supported by the network slice based on 5Qis, resource type (e.g. GBR for mission critical video user plane, delay critical GBR for intelligent transport systems, non-GBR for voice), priority level in scheduling resources among QoS Flows (used to differentiate between QoS Flows of the same UE and between QoS Flows from different UEs), PDB, PER, jitter, maximum packet loss rate.
	AMF if QoS cannot be satisfied independently of UPF (permanent rejection per PLMN or RA).
SMF if the QoS depends on e.g. specific location, status, etc. NOTE: This is a normal rejection of QoS.

	Support for non-IP traffic
	UPF may use Ethernet session and forwarding to transmit package as customized network slice ability to fully meet the communication requirement of some vertical industries application scenarios. Per DNN.
	AMF if no support at all, independently of DNN. Permanent rejection per PLMN. 
SMF based on DNN (since at registration AMF does not know the needed DNN). Permanent rejection for the DNN.

	Supported access technologies
	Defines which access technologies are supported by the network slice (e.g. GERAN, UTRAN, E-UTRA, NR, LTE-M, NB-IoT, Wi-Fi, Bluetooth, fixed).
	AMF (permanent rejection per RA)

	Supported device velocity
	Maximum speed supported by the network slice at which a defined QoS and seamless transfer between RAN nodes can be achieved. Used for URLLC services.
	AMF (permanent rejection per RA)

	Synchronicity
	Defines synchronicity of communication devices: synchronicity between a base station and a mobile device and synchronicity between mobile devices. Used for industrial environments.
	FFS

	Terminal density
	Describes the maximum number of connected and/or accessible devices per unit area (per km2) supported by the network slice. 
	AMF (permanent rejection per RA)

	User management openness
	Describes the capability for the NSC to manage their users or groups of users’ network services and corresponding requirements. For instance, if NSC Y orders a network slice which is capable to support X users of Y, then Y should be capable to decide which X users could use this network slice. Hence, Y could manage the users, in terms of add, modify or delete users to receive network services provided by the specific network slice. 
	FFS

	User data access
	Defines how the network slice (or mobile network) should handle the user data (e.g. device has access to the Internet; all data traffic is routed to the private network via tunnelling mechanism; all data traffic stays local and the devices do not have access to the Internet or private network), and tunnelling mechanism (e.g. L2TP, GRE, VPN, label based routing, etc.)
	AMF (permanent rejection per PLMN)

	V2X communication mode
	Describes if the V2X communication mode is supported by the network slice (e.g. no, E-UTRA, NR, NR and E-UTRA).
	AMF (permanent rejection per RA or PLMN)
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In this solution, it is proposed that the AMF is aware of whether an S-NSSAI requested by a UE is allowed or not, considering the GST parameters for the slice corresponding to the S-NSSAI. The AMF may be directly aware or be made aware by other Network Functions, depending on specific solutions defined for the various parameters.
It is also proposed that, for GST parameters which impact the ability of establishing a PDU session corresponding to the S-NSSAI, the SMF is aware of whether the PDU session can be established or if GST parameters restrictions apply. The SMF may be directly aware or be made aware by other Network Functions, depending on specific solutions defined for the various parameters.
6.X.2.1 AMF-level handling
If an S-NSSAI in the Requested NSSAI cannot be allowed due to GST parameters restrictions, the following behaviours can be considered: 
-	Option 1: rejection with backoff
The AMF returns the S-NSSAI in the Rejected S-NSSAI providing a specific rejection cause. 
If the slice is not allowed only under specific conditions, which may change over time depending on the specific GST parameter(s), in addition to existing information provided to the UE in the rejected NSSAI, the AMF also includes a backoff timer determined by the AMF in an implementation dependent way, based on the specific GST parameter(s) conditions for the S-NSSAI. 
The UE shall not attempt to register again requesting the S-NSSAI until the timer has expired. Once the timer expires, the UE is allowed to register again requesting a new Requested NSSAI containing the S-NSSAI for which the timer is expired, even if the UE is in the same Registration Area.
-	Option 2: rejection with conditions
The AMF returns the S-NSSAI in the Rejected S-NSSAI providing a specific rejection cause. 
If the slice is not allowed only under specific conditions (e.g. coverage based on RAN node location and coverage, or geographic partitioning), etc., which may change over time depending on the specific GST parameter(s), in addition to existing information provided to the UE in the rejected NSSAI, the AMF also provides conditions under which the UE may retry (e.g. different location).
The UE shall not attempt to register again requesting the S-NSSAI until the conditions for re-attempting are valid. Once the conditions are valid for an S-NSSAI that was rejected, the UE is allowed to register again requesting a new Requested NSSAI containing the S-NSSAI, even if the UE is in the same Registration Area.
NOTE 1: option 1 and 2 are alternatives, the following options may coexist with the options 1 and 2.
-	Handling of maximum PDU sessions for slice
Even if the maximum number of connections per slice is allowed, he AMF allows the S-NSSAI requested by the UE, but the AMF rejects the PDU session establishment. 
When the NF that keeps track of the maximum number of PDU sessions per slices detects that no more PDU sessions are allowed, it informs the AMF. 
When the NF that keeps track of the maximum number of PDU sessions per slices detects that additional PDU sessions are allowed, it informs the AMF. 
-	Handling of “Deterministic communication”
AMF decides not to allow the slice and provides a rejection cause indicating the slice is not allowed.
Alternatively, the AMF allows the slice (S-NSSAI is put in Allowed NSSAI), rejects establishment of user plane resources during PDU session request, and any subsequent Service Request with the Uplink data status IE and a backoff timer.
-	Handling of “Maximum supported packet size”
Either the slice is permanently rejection per RA or per PLMN, or the AMF can reject data over control plane (e.g. for CIoT) if the size limit is not respected.
6.X.2.2 SMF-level handling
When the UE requests a PDU session associated with an S-NSSAI subject to GST parameters restrictions enforced at the SMF:
-	Handling of “Session and Service Continuity support”
The AMF provides the S-NSSAI in the Allowed NSSAI, but the SMF rejects the establishment of a PDU session for such S-NSSAI based on the specific conditions related to the GST parameter with a specific rejection cause (e.g. required SSC mode not supported). The SMF may provide a condition indicating when the UE can retry (e.g. specific area where the PDU session will not be allowed)
-	Handling of “delay tolerance and deterministic communications”
The AMF provides the S-NSSAI in the Allowed NSSAI. AMF and SMF allow the UE to establish a PDU session for the S-NSSAI, but no user plane resources are established for the PDU session (blocked either at the SMF or the AMF), and the AMF rejects further user plane establishment via Service Request by providing a back off timer with a specific cause 
-	Handling of “Downlink/uplink throughput per network slice”
The AMF provides the S-NSSAI in the Allowed NSSAI. AMF and SMF allow the UE to establish a PDU session for the S-NSSAI. The PDU session is established with a reduced throughput, and an explicit indication (cause) is provided to the UE which may then decide to use or release the PDU session. The SMF uses SM procedures to indicate to the UE of any changes when possible at the network.
6.X.2.3 Updating Availability of S-NSSAIs
In addition to the aspects above, the AMF may store information regarding the S-NSSAIs that were rejected due to conditions associated to GST parameters, or allowed as in option 3. When the AMF is aware that the GST restriction are not valid anymore, the AMF can inform the UE that the S-NSSAI is now available by performing a UE Configuration Update procedure to provide the UE with a new Allowed NSSAI now containing the S-NSSAIs for which the GST restrictions do not apply anymore
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No impacts on existing procedures have been identified.
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UE: handling of new rejection causes and backoff timers
AMF: the AMF is mostly modified to add additional information in existing procedures (e.g. handling of S-NSSAI rejection with cause and backoff timers, or S-NSSAI rejection with cause and related conditions; rejection of PDU session establishment requests based on GST parameters conditions; rejection of user plane establishment based on GST parameters; triggering UE Configuration Update procedure when GST parameter restrictions are lifted for S-NSSAIs that the AMF rejected based on GST parameters restrictions). No new procedures are expected. 
SMF: the SMF is mostly modified to add additional information in existing procedures (e.g. new rejection causes based on GST parameters restrictions). No new procedures are expected.
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