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	Reason for change:
	In some TSN deployments it is critical that packets arrive on-time (e.g., it is critical that the packet neither arrive too early nor arrive too late). A problem scenario related to deterministic delay over 5GS (as a virtual bridge) is described in S2-1911750. However, the proposed solution by using 802.1Qci Per-Stream Filtering and Policing (PSFP) is rather problematic as:
· PSFP provides an input function, using it as an output function is non-conformant with the TSN concept and the IEEE specifications.
· PSFP does not contain any buffer, dropping out-of-window packets is an essential characteristic of PSFP.

· Delay fluctuation within the 5GS (i.e., jitter) happens depending on actual state (traffic situation, scheduling, etc.) of the system. Standard PSFP is not able to handle this jitter.

TSN bridges report to the CNC a min and a max bridge delay per traffic class and port pair. Generally, CNC can consider those differences. The CNC can relatively easily take into account the 5G bridge if that provides deterministic delay, which can be achieved by a Hold and Forward buffer. In some cases, a “Hold and Forward Buffer” function (a.k.a. de-jitter buffer) must be used to minimize the delay variation within the 5GS. For example, if the difference of min and max delay is too big (and cannot be handled properly by the CNC), then “all frames” must be delayed (e.g., until “max delay”). This is the case in clause 5.27.5 of TS 23.501. Another example is if the 5GS bridge does not declare a range of min/max delay, but a single number then “all frames” must be delayed according to the declared single bridge delay (from the time of arrival to ingress port until its left on the egress port). 
“Hold and Forward Buffer” mechanism considers the declared bridge delay and the arrival time of each frame in order to ensure that the frame is delivered according to the expected time at the egress. 
In an implementation of the “Hold and Forward Buffering” function, each packet received at the ingress point is modified to include timestamp equivalent time slot identifier indicating when the packet was received at the ingress point. (Note that timestamping is difficult at line rate; therefore, a time slot identifier, e.g., a sequence number is a better solution.) The ingress point creates the modified packet by adding a tag to the packet, wherein the tag comprises the time slot identifier (what can be interpreted as a timestamp equivalent marker). As the received packet is an Ethernet frame, an Ethernet Redundancy tag (R-TAG) can be used as such a tag.
The modified packet is forwarded to the egress point. When the egress point receives the modified packet the egress point can use the timestamp equivalent time slot identifier in the packet to calculate the total delay experienced by the packet in travelling from the ingress point to the egress point. That is, the egress point can use its slot-identifier to determine the absolute time at which the packet was received at the ingress point. The egress point will remove the tag, hold the packet and forward it at egress, so that the packet is delayed according to the predefined delay value of the 5GS. 

DS-TT and NW-TT are time synchronized. Characteristics of the time slots (e.g., slot duration, etc.) may be TSN Stream specific and common for that given stream for both the DS-TT and the NW-TT. The predefined delay parameter may be TSN Stream specific as well.

For example, the amount of time that each packet is held in the de-jitter buffer is a function of “D”, where “D” is the predefined delay for that given TSN Stream. The de-jitter function holds packet P_i (i=1, 2, 3, 4, or 5 in this example) for an amount of time that is equal to: “D – di’, where “di” is the amount of delay experienced by packet P_i. “di” can be calculated based on the difference of the actual slot identifier and the slot identifier encoded in the packet.
In the solution described above, the de-jitter function employs a buffer that is used to hold received packets for a certain amount of time (the packet hold time) so that the agreed fixed latency is achieved and delay variation is avoided.

	
	

	Summary of change:
	Hold and Forwarding Buffereing function needs interworking of DS-TT and NW-TT functions. TT function at the ingress marks the frame according to its receive time what is used at the egress TT to deliver the frame according to the predefined bridge delay of the 5GS.

	
	

	Consequences if not approved:
	Interoperability of the Hold and Forward Buffering mechanism implemented at DS-TT and at NW-TT can’t be ensured. The 5GS can not guarantee for a TSN stream the reported bridge delay.
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* * * First Change * * *

5.27.4
Hold and Forward Buffering mechanism

DS-TT and NW-TT support a hold and forward mechanism to schedule traffic as defined in IEEE 802.1Qbv [96] if 5GS is to participate transparently as a bridge in a TSN network. The Hold and Forward buffering mechanism allows PDB based 5GS QoS to be used for TSC traffic since packets need only arrive at NW-TT or DS-TT egress prior to their scheduled transmission time.

5GS provides AdminControlList and AdminBaseTime as defined in IEEE 802.1Qbv [96] on a per Ethernet port basis to DS-TT and NW-TT for the hold and forward buffer as described in clause 5.28.3.
NOTE:
How Hold and Forward buffer is supported by the TSN Translator is up to implementation.

The Hold and Forward Buffering function of the ingress TT modifies each packet to include a timestamp equivalent time slot identifier indicating when the packet was received at the ingress TT. The ingress TT creates the modified packet by adding a tag to the packet, wherein the tag comprises a timestamp equivalent time slot identifier. As the received packet is an Ethernet frame, an Ethernet Redundancy tag (R-TAG) is used.

The tagged packet is forwarded to the egress TT. When the egress TT receives the modified packet the egress TT calculates the total delay experienced by the packet in travelling within the 5GS based on the tag. That is, the egress TT uses its own time slot identifier to determine when the packet was received at the ingress point. The egress TT removes the tag, holds the packet and forwards it, so that the packet is delayed according to the predefined delay value of the 5GS.
* * * End Of Changes * * *
