

	
3GPP TSG-SA2 Meeting #136AH	S2-2000292
13 - 17 Jan, 2020, Incheon, KR
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.502
	CR
	1983
	rev
	-
	Current version:
	16.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Availability after DDN Failure in 5GC

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	S2

	
	

	Work item code:
	5G_CIoT
	
	Date:
	2020-01-07

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	For Availability after DDN Failure event, currently the following is specified:
UDM subscribes “Availability after DDN Failure” event to AMF;
UDM gets the AMF notification endpoint;
UDM then subscribes “Availability after DDN Failure” event to the SMF including the AMF notification endpoint;
SMF notifies AMF of “DDN Failure” event if detected;
AMF notifies the NEF of “Availability after DDN failure” event if AMF detects UE is reachable again.
There are several issues with the above approach:
#1 UDM needs to wait for the result of one event subscription to one NF (i.e. AMF) in order to subscribe to another event in another NF (i.e. SMF). Such kind of strong dependency between two independent service operations are not compliant with the intention of SBI design.
#2 UDM subscribes one event (i.e. Availability after DDN Failure) to SMF, but SMF notifies another event (i.e. DDN Failure) to AMF, which is confusing.
#3 At AMF change, the SMF event notification endpoint will be changed to that of the new AMF, thus the SMF must be updated, via path AMF->UDM->(H-)SMF->I/V-SMF, 
· The update path is quite long and may involve inter-PLMN signaling; and 
· New notification type is probably needed, as subscription ID Change Notification is only triggered when new subscription ID is created on new AMF.
#4 During mobility with AMF change, and with I-SMF/V-SMF Change or Insertion, the (H-)SMF may have to subscribe to the I-/V-SMF twice to update the notification endpoint, leading to inefficient N16/N16a signaling.
 DP S2-2000291 may be referenced for more discussion.

	
	

	Summary of change:
	UDM subscribes Availability after DDN Failure event only to AMF with DNN, S-NSSAI and Traffic Descriptor if available.
AMF sends the Traffic Descriptor in Nsmf_PDUSession_CreateSMContext or Nsmf_PDUSession_UpdateSMContext/ to the SMF, requesting SMF to report DDN Failure if packet from an AF (represented by the Traffic Descriptor) are dropped.
SMF reports DDN Failure to AMF using Nsmf_PDUSession_SMContextStatusNotify service operation.
Remove Availability after DDN Failure event from Nsmf_EventExposure Service operation.

	 
	

	Consequences if not approved:
	Strong dependency between two independent service operations are not compliant with the intention of SBI design;
Confusing exposure event design;
Inter-AMF change not working unless new notification type is introduced;
Potential inefficient N16/N16a signaling;
Complicated system design.
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[bookmark: _Toc20204198][bookmark: _Hlk8913988]*********First Changes***********

[bookmark: _Toc27894893][bookmark: _Toc4423179]4.15.3.2.7	Information flow for Availability after DDN Failure with SMF buffering
The procedure is used if the SMF requests the UPF to forward packets that are subject of buffering in the SMF. The procedure describes a mechanism for the Application Function to subscribe to notifications about availability after downlink data delivery notification failure. The Aavailability after Ddownlink Ddata delivery Notification failure event notifications is relateds to high latency communication, see also clauses 4.24.2 and 4.2.3.3.
Cancelling the subscription is done by sending EventExposure_Unsubscribe requests identifying the subscription to cancel with the Subscription Correlation ID in the same order as indicated in figure 4.15.3.2.7-1 for the corresponding subscribe requests. Step 0 and the notification steps 9 to 13 are not applicable in the cancellation case.



Figure 4.15.3.2.7-1: Information flow for availability after DDN Failure with SMF buffering
0.	The SMF (in the no-roaming case the H-SMF. in the roaming case the V-SMF) configures the relevant UPF to forward packets to the SMF as described in clause 5.8.3 in 23.501 [2]. The SMF decides to apply this behavior based on the "expected UE behaviour". Alternatively, step 0 is triggered by step 5.
1.	The AF sends Nnef_EventExposure_Subscribe Request to the NEF requesting notifications for "Availability after DDN Failure" for a UE or group of UEs and providing a traffic descriptor identifying the source of the downlink IP or Ethernet traffic. If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity.
2.	The NEF sends the Nudm_EventExposure_Subscribe Request to UDM. Identifier of the UE or group of UEs, the traffic descriptor, monitoring event received from AF at step 1, and notification endpoint of the NEF are included in the message. If the reporting event subscription is authorized by the UDM, the UDM records the association of the event trigger and the requester identity. Otherwise, the UDM continues in step 7 indicating failure.
3.	The UDM sends Namf_EventExposure_Subscribe messages to the AMF(s) which serve the UE(s) identified in step2 to subscribe to "Availability after DDN Failure". The UDM includes the DNN and S-NSSAI as well as the Traffic Descriptor if available A separate subscription is used for each UE. The NEF notification endpoint received in step 2 is included in the message. If the UDM becomes aware that such a UE is registered at a later time than when receiving step 2, the UDM then executes step 3.
4.	The AMF acknowledges the execution of Namf_EventExposure_Subscribe and provides a notification target address and unique reference ID for subsequent Nsmf_EventExposure_Notify messages.
5.	The UDM sends the Nsmf_EventExposure_Subscribe Request message with the event type "Availability after DDN Failure" to each SMF where at least one UE identified in step 2 has a PDU session established; if the UDM is able to derive the applicable DNN and S-NSSAI from the traffic descriptor via configured information, the UDM may send Nsmf_EventExposure_Subscribe Request messages only to SMFs with PDU sessions with that DNN and S-NSSAI for such UEs. The UDM includes the traffic descriptor reveived in step 2. As the UDM itself is not the Event Receiving NF, the UDM shall provide the AMF's notification endpoint information, i.e. Notification Target Address (+ Notification Correlation Id) reveived in step 4. A separate subscription is used for each UE. Each notification endpoint is associated with the event type "Availability after DDN Failure".If PDU Session exists for the DNN and S-NSSAI, the AMF subscribes to DDN Failure status notification by sending the Nsmf_PDUSession_UpdateSMContext Request message to each SMF, requesting the SMF to notify DDN Failure. The AMF also includes in Nsmf_PDUSession_UpdateSMContext the Traffic Descriptor if received from the UDM. For new PDU Session establishment towards a DNN and S-NSSAI, the AMF subscribes to DDN Failure status notification in Nsmf_PDUSession_CreateSMContext Request message if the UDM has subscribed to Availability after DDN Failure event.
	In the case of home-routed PDU session or PDU session with I-SMF, the UDM sends the Nsmf_EventExposure_Subscribe Request message(s) to (H-)SMF(s) identified as described above, and the (H‑)SMF(s) further send Nsmf_EventExposure_Subscribe AMF sends Nsmf_PDUSession_UpdateSMContext Request message(s) to the related V-SMF(s) or I‑SMF(s). Steps 9-10 are performed by those V-SMF(s) or I-SMF(s).
6.	The (I/V-)SMF sends the Nsmf_PDUSession_UpdateSMContext Nsmf_EventExposure_Subscribe response message to the UDMAMF.
7.	The UDM sends the Nudm_EventExposure_Subscribe response to the NEF.
NOTE x: Step 7 can happen any time after step 4.
8.	The NEF sends the Nsmf_EventExposure_Subscribe response to the AF.
9-10.	The SMF is informed that the UE is unreachable via a Namf_Communication_N1N2MessageTransfer service operation. The SMF then decides to discard downlink packets received from the UPF. By comparing those discarded downlink packets received from the UPF with the Traffic Descriptor(s) received in the event subscription(s), the SMF determines whether DDN Failure due to any traffic from an AF having a event subscription occurred is to be notified to the AMF and if so, the SMF sends the event reportDDN Failure status, by means of Nsmf_PDUSession_SMContextStatusNotify Nsmf_EventExposure_Notify message (including NEF reference ID), to the AMF indicated as notification endpoint.If the UE is not reachable after the AMF received the DDN Failure notification from the SMF, the AMF shall set a Notify-on-available-after-DDN-failure flag corresponding to the NEF Reference ID.
11-12.	[Conditional] The AMF detects the UE is reachable and sends the event report(s) based on the Notify-on-available-after-DDN-failure flag, by means of Namf_EventExposure_Notify message(s), only to the NEF(s) indicated as notification endpoint(s) identified via the corresponding subscription in step 3. In this way, only the AF(s) for which DL traffic transmission failed are notified.
13.	The NEF sends Nnef_EventExposure_Notify message with the "Availability after DDN Failure" event to AF.

*********Next Changes***********
[bookmark: _Toc27894894]4.15.3.3	Information flow for availability after DDN Failure event with UPF buffering
4.15.3.3	Information flow for availability after DDN Failure event with UPF buffering
The procedure is used if the SMF requests the UPF to buffer packets. The procedure describes a mechanism for the Application Function to subscribe to notifications about availability after DDN failure.
Cancelling is done by sending Nnef_EventExposure_Unsubscribe request identifying the subscription to cancel with Subscription Correlation ID.




Figure 4.15.3.3-1: Information flow for availability after DDN Failure event with UPF buffering
0.	The SMF (in the non-roaming case the H-SMF, in the roaming case the V-SMF, in case of PDU session with I-SMF the I-SMF) configures the relevant UPF to buffer packets as described in clause 5.8.3 in 23.501 [2].
1.	AF interacts with NEF to subscribe availability after DDN failure subscription procedure as described in clause 4.15.3.2a.
2-3.	If the SMF is informed the UE is unreachable via a Namf_Communication_N1N2MessageTransfer service operation the SMF requests the UPF to report the traffic information of the discarded downlink data when the SMF received the availability after DDN failure subscription from the UDM. When the UPF determines to discard a DL data, it reported the traffic information to the SMF. By comparing the traffic information of downlink packets received from the UPF with the Traffic Descriptor(s) received in the event subscription(s), the SMF determines whether any traffic from an AF having an event subscription occured and if so, the SMF sends the event reports the DDN Failure status, by means of Nsmf_PDUSession_SMContextStatusNotify Nsmf_EventExposure_Notify message, to the AMF indicated as notification endpoint. If the UE is not reachable after the AMF received the notification from the SMF, the AMF shall set a Notify-on-available-after-DDN-failure flag corresponding to the Notification Correlation Id and the identifier of the UE if available.
4-5.	[Conditional] The AMF detects the UE is reachable and sends the event report(s) based on the Notify-on-available-after-DDN-failure flag, by means of Namf_EventExposure_Notify message(s), only to the NEF(s) indicated as notification endpoint(s) identified via the corresponding subscription in step 3. In this way, only the AF(s) for which DL traffic transmission failed are notified.
6.	The NEF sends Nnef_EventExposure_Notify message with the "Availability after DDN Failure" event to AF.

[bookmark: _Toc20204644][bookmark: _Toc11173946]*********Next Changes***********
[bookmark: _Toc20204636][bookmark: _Toc27895342][bookmark: _Hlk27167273][bookmark: _Toc20204639][bookmark: _Hlk27338935]5.2.8.2.5	Nsmf_PDUSession_CreateSMContext service operation
Service operation name: Nsmf_PDUSession_CreateSMContext.
Description: It creates an AMF-SMF association to support a PDU Session.
Input, Required: SUPI or PEI, DNN, AMF ID (AMF Instance ID), RAT Type.
Input, Optional: PEI, S-NSSAI(s), PDU Session Id, N1 SM container, UE location information, UE Time Zone, AN type, H-SMF identifier/address, list of alternative H-SMF(s) if available, old PDU Session ID (if the AMF also received an old PDU Session ID from the UE as specified in clause 4.3.5.2), Subscription For PDU Session Status Notification, Subscription for DDN Failure Notification, indication that the SUPI has not been authenticated, PCF ID, PCF Group ID, DNN Selection Mode, UE PDN Connection Context, GPSI, UE presence in LADN service area, GUAMI, backup AMF(s) (if NF Type is AMF), Trace Requirements, Control Plane CIoT 5GS Optimisation indication, Small Data Rate Control Status, APN Rate Control Status. Backup AMF(s) sent only once by the AMF to the SMF in its first interaction with the SMF, UE's Routing Indicator or UDM Group ID for the UE, EPS Bearer Status. Target ID (for EPS to 5GS handover), "Invoke NEF" flag, additional following three for SM context transfer: SMF transfer indication, Old SMF ID, SM context ID in old SMF (see clause 4.26.5.3). MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses.
Output, Required: Result Indication, and if successful SM Context ID.
Output, Optional: Cause, PDU Session ID, N2 SM information, N1 SM container, S-NSSAI(s).
When the PDU Session is for Emergency services for a UE without USIM, the AMF provides the PEI and not the SUPI as identifier of the UE. When the PDU Session is for Emergency services of an unauthenticated UE with an USIM, the AMF shall provide both the SUPI and the PEI and shall provide an indication that the SUPI has not been authenticated.
See clause 4.3.2.2.1, clause 4.3.2.2.2, clause 4.11.1.2.2 and clause 4.11.1.3.3 for details on the usage of this service operation.
See clauses 4.22.2.1 and 4.22.3 for detailed usage of this service operation for ATSSS.
*********Next Changes***********

[bookmark: _Toc27895343][bookmark: _Hlk27325004]5.2.8.2.6	Nsmf_PDUSession_UpdateSMContext service operation
Service operation name: Nsmf_PDUSession_UpdateSMContext.
Description: It allows to update the AMF-SMF association to support a PDU Session and/or to provide SMF with N1/N2 SM information received from the UE or from the AN, or allows to establish forwarding tunnel between UPFs controlled by different SMFs (e.g. by UPF controlled by old I-SMF and UPF controlled by new I-SMF).
Input, Required: SM Context ID.
Input, Optional: N1 SM container received from the UE, N2 SM information received from the AN (e.g. N3 addressing information, notification indicating that the QoS targets cannot be fulfilled for a QFI, Secondary RAT Usage Data), Operation Type (e.g. UP activate, UP deactivate, UP To Be Switched), Serving GW Address(es) and Serving GW DL TEID(s) for data forwarding during HO from 5GS to EPS, UE location information, AN type, UE Time Zone, H-SMF identifier/address, EBI(s) to be revoked, PDU Session(s) to be re-activated, Direct Forwarding Flag, ARP list, S-NSSAI, Data Forwarding Tunnel (setup/release), UE presence in LADN service area, Target ID, Target AMF ID, GUAMI, backup AMF(s) (if NF Type is AMF), Indication of Access Type can be changed, RAT Type. Backup AMF(s) sent only once by the AMF to the SMF in its first interaction with the SMF. Release indication and release cause, forwarding tunnel information. MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses, Subscription to DDN Failure Notification.
Output, Required: Result Indication.
Output, Optional: PDU Session ID, Cause, released EBI list, allocated EBI information, N2 SM information (e.g. QFI, UE location information, notification indication indicating that the QoS targets cannot be fulfilled), N1 SM container to be transferred to the AN/UE, type of N2 SM information. MA PDU session Accepted indication.
See clause 4.3.3.2 and clause 4.3.3.3 for an example usage of this service operation.
See clause 4.9.1.2.2 for the usage of the "UP To Be Switched" Operation Type.
For the use of the "EBI(s) to be revoked" information, see clause 4.11.1.4.1.
For the use of the "Direct Forwarding Flag", see clause 4.11.1.2.2.2.
For the use of the "Indication of Access Type can be changed", see clause 4.2.3.2.
For the use of "release indication and release cause", see clause 4.3.4.2.
For the use of the "forwarding tunnel information", see clause 4.23.4.3.
If the consumer NF is AMF and the SMF determines that some EBIs are not needed, the SMF will put the EBIs back in the released EBI list.
If the consumer NF is AMF and Inter-system mobility happens, the SMF sends allocated EBI information to AMF.
If the ARP of Qos flow is changed, the SMF uses this operation to update EBI-ARP information in the AMF.
If the AMF does not have PDU Session ID, the PDU Session ID is not required for Input, and is required for Output.
If consumer NF is AMF and SMF includes N2 SM information in the Output, the SMF indicates type of N2 SM information.
The Small Data Rate Control Status is included if a PDU Session is being released and the UPF or NEF provided Small Data Rate Control Status for the AMF to store. APN Rate Control Status is included if a PDU Session is being released and the UPF or NEF provided APN Rate Control Status for the AMF to store.
NOTE:	The N2 SM information is not interpreted by the AMF.
See clauses 4.22.6.3 for detailed usage of this service operation for ATSSS.
*********Next Changes***********
[bookmark: _Toc27895345]5.2.8.2.8	Nsmf_PDUSession_SMContextStatusNotify service operation
Service operation name: Nsmf_PDUSession_SMContextStatusNotify.
Description: This service operation is used by the SMF to notify its consumers about the status of an SM context related to a PDU Session (e.g. PDU Session release due to local reasons within the SMF, PDU Session handover to a different system or access type, SMF context transfer). The SMF may use this service operation to update the SMF derived CN assisted RAN parameters tuning in the AMF. The SMF may report the DDN Failure to the AMF.
Input, Required: Status information.
Input, Optional: Cause, SMF derived CN assisted RAN parameters tuning, New SMF ID for SM Context Transfer (see clause 4.26.5.3) or SMF set ID, Small Data Rate Control Status, APN Rate Control Status, DDN Failure detected in (I-/V-)SMF.
Output, Required: Result Indication.
Output, Optional: None.
*********Next Changes***********
[bookmark: _Toc27895350]5.2.8.3	Nsmf_EventExposure Service
[bookmark: _Toc27895351]5.2.8.3.1	General
Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.
-	Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s); and
-	Notifying events on the PDU Session to the subscribed NFs.
-	Allow consumer NFs to acknowledge or respond to an event notification.
The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):
-	UE IP address / Prefix allocation/change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.
-	PDU Session Establishment and/or PDU Session Release.
	The event notification may contain following information:
-	PDU Session Type.
-	DNN.
-	UE IP address/Prefix.
-	UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.
	The event notification may contain following information:
-	the type of notification ("EARLY" or "LATE").
-	for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:
-	DNAI.
-	UE IP address / Prefix.
-	N6 traffic routing information.
NOTE 1:	UP path change notification, DNAI and N6 traffic routing information are further described in TS 23.501 [2] clause 5.6.7.
-	QoS Monitoring for URLLC: the event notification may contain the QoS Monitoring report as described in clause 5.33.3.2 of TS 23.501 [2].
-	Change of Access Type; The event notification contains the new Access Type for the PDU Session.
-	PLMN change; The event notification contains the new PLMN Identifier for the PDU Session.
-	Downlink data delivery status. The event notification contains the status of downlink data buffering in the core network including:
-	First downlink packet per source of the downlink IP traffic in extended buffering and Estimated maximum wait time.
-	First downlink packet per source of the downlink IP traffic discarded.
-	First downlink packet per source of the downlink IP traffic transmitted after previous buffering and/or discarding of corresponding packet(s).
-	Availability after DDN failure.
-	QFI allocation: The event notification is sent when a new QoS flow is established within a PDU session and contains:
-	If the Target of Event Reporting is a PDU session, both the allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set). The DNN, S-NSSAI corresponding to the PDU session are also sent.
-	If the Target of Event Reporting is a SUPI, both the allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set) for each PDU session ID established for this SUPI. .The DNN, S-NSSAI corresponding to each PDU session are also sent.
-	If the Target of Event Reporting is an Internal-Group-Id or any UE, multiple instances of the tuple (allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set). PDU session ID, SUPI). The DNN, S-NSSAI corresponding to each PDU session are also sent.
Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.
Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	PDU Session Release
	None

	PDU Session Establishment
	

	QoS Monitoring for URLLC
	None

	QFI allocation
	None



The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI) an Internal Group Identifier or an indication that any UE is targeted (on a specific DNN).
When acknowledgment is expected the SMF also provides Notification Correlation Information to the consumer NF in the event notification.
The consumer NF may provide the following event-specific information when acknowledging an event notification:
-	For UP path change event:
-	N6 traffic routing information related to the target DNAI.
NOTE 2:	Acknowledgement to a UP path change event notification is further described in TS 23.501 [2] clause 5.6.7.
*********End of Changes***********
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