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	Reason for change:
	The gPTP event messages carry the critical time-stamping information to synchornize the clock between different nodes. These event message can not be holded and buffered in the NW/DS-TT and shall be sent AFAP. 

Also the PDU Session for the gPTP shall be always-on PDU Session to continuously to provide the time synchronization functions. 
The gPTP message are different from the application TSC traffic normally identified by the VID, so the mapping from the gPTP messages to the QoS Flow are based on gPTP message header instead of based on the destinaiton MAC address, class traffic and VID.

The gPTP message are required in IEEE802.AS to be transported as FIFO and gPTP event messages from different "domainNumber" can be mapped into the same QoS Flow or different QoS Flow based on the network policies.

	
	

	Summary of change:
	Adding the gPTP message header field information as Packet Filter Set for gPTP messages. The Ethernet Packet Filter Set defined in clause 5.7.6.3 are used to map different gPTP messages to different QoS Flows.
Clarify that the PDU Session for the gPTP shall be Always-on PDU session.

All gPTP event message requires the timestamp and does not require buffering and queueing. So all the gPTP event messages can be transported in the same QoS Flow, and all gPTP general message can be transported in the same or in another QoS Flow. The QoS Flow(s) shall support delivery-in-order as required by the IEEE 802.1AS.

Depend on the operator policy, All gPTP event messages from all PTP “domainNumber” are transported in a QoS Flow and all gPTP general message from all PTP “domainNumber”  can be transported in another QoS Flow. Or , for per PTP “domainNumber” , all gPTP event messages from a PTP “domainNumber” are transported in a QoS Flow and all the gPTP general messages from a PTP “domainNumber” are transported in another QoS Flow. All QoS Flows shall support delivery-in-order.

The gPTP messag (e.g. periodic sync message) shall not be holded by the DS-TT and NW-TT.
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1st CHANGE
5.7.6.3
Ethernet Packet Filter Set

For Ethernet PDU Session Type, the Packet Filter Set shall support Packet Filters based on at least any combination of:

-
Source/destination MAC address.

-
Ethertype as defined in IEEE 802.3.

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q [98].

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q [98].
-
TSC Packet Filter Set with following fields as defined in IEEE 1588 [107] and IEEE 802.1AS [104], in the case that Ethertype indicates PTP/gPTP payload (i.e. Ethertype=0x88F7)
-
SdoId/transportSpecific
-
versionPTP
-
MessageType
-
domainNumber
-
SourcePortIdentity
-
IP Packet Filter Set, in the case that Ethertype indicates IPv4/IPv6 payload.

-
Packet Filter direction.

NOTE 1:
The MAC address may be specified as address ranges.

NOTE 2:
A value left unspecified in a Packet Filter matches any value of the corresponding information in a packet.
2nd CHANGE
5.27.1.2.2
Distribution of TSN clock and time-stamping

Editor's note:
The support of one step and two step sync operation at NW-TT output interfaces (towards TSN) is according to 802.1AS. How the information carried inside 5G system is FFS.

UPF then forwards the gPTP message to the UE via user plane (i.e. using the PDU session applicable for sending gPTP messages). Only one PDU session per UE per UPF is used for sending gPTP messages regardless of how many external TSN working domains have their clock information delivered through a given UPF serving that UE. During the PDU Session establishment, the UE shall request to establish a PDU Session as an always-on PDU Session, and this PDU Session used for sending gPTP messages is established as Always-on PDU session as described in clause 5.6.13.  
All gPTP messages do not need to de-jitter and do not require buffering and queueing in NW-TT and DS-TT as described in clause 5.27.1a. All the gPTP messages are transported in the same QoS Flow. The QoS Flow(s) shall support delivery-in-order as required by the IEEE 802.1AS [104].

Editor's note:
Usage of rateRatio is FFS.

A UE receives the gPTP messages and forwards them to the DS-TT. The DS-TT then creates egress timestamping (TSe) for the gPTP messages for external TSN working domains. The difference between TSi and TSe is considered as the calculated residence time spent within the 5G system for this gPTP message. The DS-TT modifies the gPTP messages it sends towards an end station to include the calculated residence time.

NOTE:
The Link Delay from the previous TSN system (gPTP entity) can be reflected in the TSi.
5.27.1.3
Support for multiple TSN working domains

Each TSN working clock domain sends its own gPTP messages. The related Ethernet frames carry the gPTP multicast Ethernet destination MAC address and the gPTP message carries a specific PTP "domainNumber" that indicates the time domain they are referring to. The NW-TT makes ingress timestamping (TSi) for the gPTP event messages of all domains.
All gPTP messages from all PTP “domainNumber” are transported in the same QoS Flow. Or, for per PTP “domainNumber”, all gPTP messages from a PTP “domainNumber” are transported in a separate QoS Flow. All QoS Flows shall support delivery-in-order as required by the IEEE 802.1AS [104].
A UE receives gPTP messages and forwards them all to the DS-TT. The DS-TT receives the original TSN clock timing information and the corresponding TSi via gPTP messages for one or more working domains. The DS-TT then makes egress timestamping (TSe) for the gPTP event messages for every external TSN working domain. Ingress and egress time stamping is based on the 5G system clock at NW-TT and DS-TT.

NOTE 1:
An end-station can select TSN timing information of interest based on the "domainNumber" in the gPTP message.

The process described in "Distribution of TSN clock and time-stamping" is thus repeated for each TSN working domain between a UE and the UPF it is connected to. When a UE is connected to multiple TSN working domains via the same UPF, then all gPTP messages from these domains are forwarded to the UE via the same PDU session.

NOTE 2:
If all TSN working domains can be made synchronous and the synchronization can be provided by the 5G clock, the TT output ports at the UPF side (NW-TT) towards the connected TSN networks propagate the 5G clock using the 802.1AS profile (i.e. the 5G system as an IEEE 802.1AS [104] compliant time-aware system).
3rd CHANGE
5.27.1a
Periodic deterministic QoS

This feature allows the 5GS to support periodic deterministic communication where the traffic characteristics are known a-priori, and a schedule for transmission from the UE to a downstream node, or from the UPF to an upstream node is provided via external protocols outside the scope of 3GPP (e.g. IEEE TSN). The features include the following:

-
Providing TSC Assistance Information (TSCAI) that describe TSC flow traffic patterns at the gNB ingress and UE egress interfaces for traffic in downlink and uplink direction, respectively;
-
Support for hold & forward buffering mechanism in DS-TT and NW-TT to de-jitter flows that have traversed the 5G System.

NOTE:
The gPTP message does not need to de-jitter and shall not be held by the DS-TT and NW-TT.

4th CHANGE
5.28.2
QoS parameters mapping for 5GS Bridge configuration

In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session. The configuration information of 5GS Bridge as defined in 802.1Qbv [96], includes the following:

-
Bridge ID of 5GS Bridge.

-
Configuration information of scheduled traffic on ports of DS-TT and NW-TT:

-
Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;
-
Traffic classes and their priorities;
-
Ingress ports of 5GS Bridge, if needed.

NOTE:
In this Release of the specification, only support simplified IEEE 802.1Qbv [96], Annex Q.2 for 5GS.

-
Traffic forwarding information:

-
Packet Filter Set for TSN Time Synchronization traffic as described in clause 5.7.6.3; 
-
Destination MAC address, Traffic class and VLAN ID of TSN stream excluding the TSN Time Synchronization traffic;

-
The ingress port ID and egress port ID on 5GS Bridge.

Editor's note:
Support of "exclusive gating mechanism" is FFS.

The association between the MAC address used by the PDU Session, 5GS Bridge ID and port on UE side is maintained and further used to assist to bind the TSN traffic with the UE.

In the case of provisioning traffic forwarding information, the AF decides the MAC address used by the PDU Session for the TSN traffic, and requests to influence traffic routing as defined in clause 5.6.7 with the UE MAC address of the PDU Session, traffic class, stream destination MAC address, ingress port ID or egress port ID on the NW-TT side and VLAN ID.
End of CHANGE
