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***** Start of Change # 1 *****
[bookmark: _Toc11173598]4.17.9	Delegated service discovery when NF service consumer and NF service producer are in same PLMN


Figure 4.17.9-1: Delegated NF service discovery when NF service consumer and NF service producer are in same PLMN
1.	The NF service consumer intends to communicate with an NF service producer. The NF service consumer sends the service request to an SCP. The request may include discovery and selection parameters necessary to discover and select a NF service producer instance. The discovery and selection parameters are included in the request by the NF service consumer in a way that the SCP does not need to parse the request body.
2.	The SCP may perform discovery upon the request either by interacting with an NRF using Nnrf_NFDiscovery service NRF or may use information collected during the previous interactions with an NRF (by the Nnrf_NFDiscovery service or Nnrf_NFManagement_NFStatusNotify service operation). The SCP together with the NRF authorizes the request. The SCP selects the target NF service producer.
NOTE X: If the discovery and selection parameters in the request include a UE identity, e.g. SUPI or IMPI/IMPU, the SCP can resolve the requested NF’s Group ID corresponding to the UE identity and then invoke the Nnrf_NFDiscovery service, as defined in TS 23.501 [2], clause 6.3.1.
Editor's note:	Authorization for Indirect Communication and Delegated Discovery need to be defined together with SA WG3 and are therefore FFS.
3.	If the NF service consumer is authorized to communicate with the NF service producer, the SCP forwards the request to the selected NF service producer according to the configuration of the Network Slice, e.g. the expected NF instances are only reachable by NFs in the same network slice.
4.	The NF service producer sends a response to the SCP. If the request in step 3 creates a resource in the NF service producer, such as depicted in Figure 4.17.9-1, the NF service producer responds with a resource address identifying the created resource.
5.	The SCP routes the response to the NF service consumer.
	If the NF service consumer receives a resource address, it uses it for subsequent requests regarding the concerned resource. Otherwise, the procedure ends here.
6.	On a subsequent operation on the created resource, the NF service consumer addresses the resource via the resource address returned by the NF service producer at step 4.
7.	The SCP resolves the NF service producer address and selects a target NF service producer instance. The SCP then routes the request to the selected NF service producer instance.
	If the resource address indicates a specific target set of instances (e.g. the request URI points to a set of instances) for a service request, the SCP selects an instance from the target set and route the service request to the selected target instance but within the NF service consumer selected set.
	If the resource address indicates a specific target instance for a service request (e.g. the request URI points to a specific target instance, the SCP resolves the URI to a specific target instance), the SCP shall route the service request to the requested target unless the target is not available (e.g. in the case of instance failure, operator configuration).
8.	The SCP delivers the request to the NF service producer.
9.	The NF service producer sends a response to the SCP. The NF service producer may respond with an updated resource address different to the one received in the previous response.
10.	The SCP sends a response to the NF service consumer. If the resource address was updated, the NF service consumer uses the received resource address for subsequent operations (requests) on the resource.
***** Start of Change # 2 *****
[bookmark: _Toc11173975]5.2.12.1	General
The following Data Set Identifiers shall be considered in this release: Subscription Data, Policy Data, Application data and Data for Exposure. The corresponding Data Subset Identifiers and Data (Sub)Key(s) are defined in Table 5.2.12.2.1-1.
The set of Data Set Identifiers shall be extensible to cater for new identifiers as well as for operator specific identifiers and related data to be consumed.
The following table illustrates the UDR Services.
Table 5.2.12.1-1: NF services provided by UDR
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Data Management (DM)
	Query
	Request/Response
	UDM, PCF, NEF

	
	Create
	Request/Response
	NEF

	
	Delete
	Request/Response
	NEF

	
	Update
	Request/Response
	UDM, PCF, NEF

	
	Subscribe
	Subscribe/Notify
	UDM, PCF, NEF

	
	Unsubscribe
	
	UDM, PCF, NEF

	
	Notify
	
	UDM, PCF, NEF

	GroupIDmap
	Query
	Request/Response
	NRF, SCP



Editor's note:	It is FFS if the Nudr_GroupIDmap service should be kept as a separate new service or if the Nudr_DM Service should be reused for the new dataset.
The following table shows the Exposure data that may be stored in the UDR along with a time stamp using Data Management (DM) Service:
NOTE:	When the data in Table 5.2.12.1-2 need to be monitored in real time, they should be monitored directly at the originating NF (e.g. registration state changes may be monitored via the Namf_EventExposure service) and not use the stored information from UDR if it is not the latest. It is expected that such dynamically changing information (e.g. UE reachability status) is used for statistical purpose and analytics.
Table 5.2.12.1-2: Exposure data stored in the UDR
	Category
	Information
	Description
	Data key
	Data Sub key

	Access and mobility information
	UE location
	Gives the Location or the last known location of a UE (e.g. Tai, Cell Id… both 3GPP and non-3GPP access location)
	SUPI or GPSI
	

	
	UE time zone
	Current time zone for the UE
	SUPI or GPSI
	

	
	UE Access type
	3GPP access or non-3GPP access
	SUPI or GPSI
	

	
	UE RAT type
	E-UTRA, NB-IoT or NR
	SUPI or GPSI
	

	
	UE registration state
	Registered or Deregistered
	SUPI or GPSI
	

	
	UE connectivity state
	IDLE or CONNECTED
	SUPI or GPSI
	

	
	UE reachability status
	It indicates if the UE is reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer
	SUPI or GPSI
	

	
	UE SMS over NAS service status
	SMS over NAS supported or not in the UE
	SUPI or GPSI
	

	
	UE Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN)
	SUPI or GPSI
	

	
	UE Current PLMN
	Current PLMN for the UE
	SUPI or GPSI
	

	Session management
	UE IP address
	UE IP address
	SUPI or GPSI
	PDU session ID or DNN 

	information
	PDU session status
	Active / released
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	
	DNAI
	DNAI
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	
	N6 traffic routing information
	N6 traffic routing information
	SUPI or GPSI
	PDU session ID or DNN or UE IP address



***** End of Changes *****
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