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[bookmark: _Toc11137280]*** BEGIN CHANGES    ***
[bookmark: _Toc11137228]5.34.3	I-SMF selection
The AMF is responsible of detecting when to add or to remove an I-SMF for a PDU Session. For this purpose the AMF gets from NRF information about the Service Area of SMF(s). During mobility events such as Hand-Over or AMF change, if the service area of the SMF does not include the new UE location, then the AMF selects and inserts an I-SMF which can serve the UE location and the S-NSSAI. Conversely if the AMF detects that an I-SMF is no more needed it removes the I-SMF and interfaces directly with the SMF of the PDU Session. If the AMF detects that the SMF cannot serve the UE location (e.g. due to mobility), then the AMF selects a new I-SMF serving the UE location. If the existing I-SMF cannot serve the UE location, then the AMF initiates an I-SMF change.
At PDU Session Establishment in non-roaming and roaming with LBO scenarios, if the AMF cannot select an SMF with a Service Area supporting the current UE location for the selected DNN, S-NSSAI etc, the AMF selects an SMF for the selected DNN, S-NSSAI and in addition selects an I-SMF serving the UE location. During the lifetime of a PDU Session, the AMF selects a new I-SMF if it determines that neither the current SMF nor the current I-SMF (if any) can serve the UE location.
Comparing to the SMF selection function defined in clause 6.3.2, following parameters are not applicable for I-SMF selection:
-	Data Network Name (DNN).
-	Subscription information from UDM.
NOTE:	All SMF(s) are assumed to be able to control the UPF mapping between EPC bearers and 5GC QoS flows.
If delegated discovery is used, the AMF first sends the SMF selection parameters and service request message to SCP together with an indication that the SCP does not send the service request to the selected SMF, and an indication that the selected NF profile is required. The SMF selection parameters include DNN and the UE location information as preferred parameter. The SCP selects the SMF based on the selection parameters and rejects the service request together with the selected SMF and its SMF profile. The AMF determines whether the selected SMF support the UE location. If yes, the AMF sends the request to the SMF via SCP. If not, the AMF adds the selected SMF into the service request, then the AMF sends it to SCP together with the selection parameters for I-SMF selection, where the UE location information is mandatory, and an indication that the selected NF profile is required. The SCP selects the I-SMF and forwards the service request to the selected I-SMF. After receives response from I-SMF, the SCP forwards the response together with the I-SMF profile to the AMF.
*** Next Change***
6.3.2	SMF discovery and selection
The SMF selection functionality is supported by the AMF and SCP and is used to allocate an SMF that shall manage the PDU Session. The SMF selection procedures are described in clause 4.3.2.2.3 of TS 23.502 [3].
The SMF discovery and selection functionality follows the principles stated in clause 6.3.1.
If the AMF does discovery, the AMF shall utilize the NRF to discover SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The AMF provides UE location information to the NRF when trying to discover SMF instance(s). The NRF provides NF profile(s) of SMF instance(s) to the AMF. In addition, the NRF also provides the SMF service area of SMF instance(s) to the AMF. The SMF selection functionality in the AMF selects an SMF instance and an SMF service instance based on the available SMF instances obtained from NRF or on the configured SMF information in the AMF.
NOTE 1:	Protocol aspects of the access to NRF are specified in TS 29.510 [58].
The SMF selection functionality is applicable to both 3GPP access and non-3GPP access.
The SMF selection for Emergency services is described in clause 5.16.4.5.
The following factors may be considered during the SMF selection:
a)	Selected Data Network Name (DNN).
b)	S-NSSAI.
c)	NSI-ID.
NOTE 2:	The use of NSI -ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI.
d)	Access technology being used by the UE.
e)	Support for Control Plane CIoT 5GS Optimisation.
f)	Subscription information from UDM, e.g.
-	per DNN: whether LBO roaming is allowed.
-	per S-NSSAI: the subscribed DNN(s).
-	per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed.
-	per (S-NSSAI, subscribed DNN): whether EPC interworking is supported.
g)	Void.
h)	Local operator policies.
NOTE 3:	These policies can take into account whether the SMF to be selected is an I-SMF or a V-SMF or a SMF.
i)	Load conditions of the candidate SMFs.
j)	Analytics (i.e. statistics or predictions) for candidate SMFs' load as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.
k)	UE location (i.e. TA).
l)	Service Area of the candidate SMFs.
m)	Capability of the SMF to support a MA PDU Session.
In the case of delegated discovery, the AMF, shall send all the available factors a)-d), k) to the SCP and shall also indicate if interworking with EPS is required and if the PDU session shall be home routed.
In addition, the AMF may indicate to the SCP which NRF to use (in case of NRF dedicated to the target slice).
Editor's note:	It is FFS how to capture that required discovery and selection information should be conveyed to the SCP with as minimal impact on the end-to-end signalling performance latency between AMF and SMF.
If there is an existing PDU Session and the UE requests to establish another PDU Session to the same DNN and S-NSSAI and the UE subscription data indicates the support for interworking with EPS for this DNN and S-NSSAI, the same SMF shall be selected. In any such a case where the AMF can determine which SMF should be selected, if delegated discovery is used, the AMF shall indicate a desired NF Instance ID so that the SCP is able to route the message to the relevant SMF. Otherwise, if UE subscription data does not indicate the support for interworking with EPS for this DNN and S-NSSAI, a different SMF may be selected. For example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU Sessions).
In the home-routed roaming case, the SMF selection functionality selects an SMF in VPLMN as well as an SMF in HPLMN. In the context of Network Slicing this is specified in clause 4.3.2.2.3.3 of TS 23.502 [3].
When the UE requests to establish a PDU Session to a DNN and an S-NSSAI, if the UE MM Core Network Capability indicates the UE supports EPC NAS and optionally, if the UE subscription indicates the support for interworking with EPS for this DNN and S-NSSAI, the selection functionality (in AMF or SCP) selects a combined SMF+PGW-C. Otherwise, a standalone SMF may be selected.
If the UDM provides a subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and S-NSSAI and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the following applies:
-	If the AMF does discovery, the SMF selection functionality in AMF selects an SMF from the visited PLMN.
-	If delegated discovery is used, the AMF indicate to the SCP that home routing is not needed, the delegated discovery and selection functionality in SCP shall discover and select an SMF from the visited PLMN.
If an SMF in VPLMN cannot be derived for the DNN and S-NSSAI, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then the following applies:
-	If the AMF does discovery, both an SMF in VPLMN and an SMF in HPLMN are selected, and the DNN and S-NSSAI is used to derive an SMF identifier from the HPLMN.
-	If delegated discovery is used, the AMF first sends the service request message to SCP together with H-SMF selection parameters and an indication that the SCP does not send the service request to H-SMF. The SCP selects the H-SMF, and rejects the service request with selected H-SMF(s). The AMF adds H-SMF(s) into the service request, and sends it to SCP together with the selection parameters for V-SMF selection and an indication that the selected NF profile is required. The SCP selects the V-SMF and forwards the service request to the selected V-SMF. After receives response from V-SMF, the SCP forwards the response together with the V-SMF profile to the AMF.
Editor's note:	It is FFS how the SCP handles the selection of the vSMF and hSMF in the HR roaming case and it is also FFS how the vSMF is informed of the selected hSMF in the case of delegated discovery and HR case.
If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU Session Establishment Request message) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
The AMF selects SMF(s) considering support for CIoT 5GS optimisations (e.g. Control Plane CIoT 5GS Optimisation).
Additional details of AMF selection of an I-SMF are described in the clause 5.34.
In the case of home routed scenario, the AMF selects a new V-SMF if it determines that the current V-SMF cannot serve the UE location. The selection/relocation is same as an I-SMF selection/relocation as described in the clause 5.34.
*** Next Change***
6.3.7.1	PCF discovery and selection for a UE or a PDU Session
PCF discovery and selection functionality is implemented in AMF, SMF and SCP, and follows the principles in clause 6.3.1. The AMF uses the PCF services for a UE and the SMF uses the PCF services for a PDU Session.
When NF service consumer performs discovery and selection, the following applies:
-	The AMF may utilize the NRF to discover the candidate PCF instance(s) for a UE. In addition, PCF information may also be locally configured in the AMF. The AMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the AMF, depending on operator's policies. In the non roaming case, the AMF selects a PCF instance for AM policy association and selects the same PCF instance for UE policy association. In the roaming case, the AMF selects a V-PCF instance for AM policy association and selects the same V-PCF instance for UE policy association. Depending on roaming agreement, the AMF may also select a H-PCF for UE policy association. In this case, the AMF sends the H-PCF ID of the selected H-PCF instance to the V-PCF during the UE policy association establishment procedure.
-	The SMF may utilize the NRF to discover the candidate PCF instance(s) for a PDU Session. In addition, PCF information may also be locally configured in the SMF. The SMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the SMF, depending on operator's policies.
-	PCF Group ID of the UE's SUPI.
NOTE:	The AMF can infer the PCF Group ID the UE's SUPI belongs to, based on the results of PCF discovery procedures with NRF. The AMF provides the PCF Group ID the SUPI belongs to other PCF NF consumers as described in TS 23.502 [3].
	In the non roaming case, the AMF selects a PCF instance for AM policy association and selects the same PCF instance for UE policy association. In the roaming case, the AMF selects a V-PCF instance for AM policy association and selects the same V-PCF instance for UE policy association.
	The following factors may be considered at PCF discovery and selection for Access and Mobility policies and UE policies:
-	SUPI; the AMF selects a PCF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for PCF discovery.
-	S-NSSAI(s).
-	PCF Group ID of the UE's SUPI.
NOTE:	The AMF can infer the PCF Group ID the UE's SUPI belongs to, based on the results of PCF discovery procedures with NRF. The AMF provides the PCF Group ID the SUPI belongs to other PCF NF consumers as described in TS 23.502 [3].
-	The SMF may utilize the NRF to discover the candidate PCF instance(s) for a PDU Session. In addition, PCF information may also be locally configured in the SMF. The SMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the SMF, depending on operator's policies.
In the case of delegated discovery and selection in SCP, the AMF shall include the available factors as discovery and selection parameters in the first service request. The following also applies:
 -	In case AMF decides based operator policies that H-PCF is not needed, the AMF first establishes the Access and Mobility policy association. SCP discovers and selects a PCF instance. Forwards the request to selected PCF. The SCP adds the selected PCF instance in the returned response. Then AMF establishes the UE policy association by adding the received PCF ID in the discovery and selection parameters in the request. SCP selects the indicated PCF.
-	In case AMF decides based on operator policies that H-PCF is needed, 
In case the SCP is allowed to add the H-PCF ID in the response, the AMF first establishes the Access and Mobility policy association indicating in the discovery and selection parameters that a H-PCF is needed. SCP discovers and selects a H-PCF and a (V-)PCF. Forwards the request to selected PCF. SCP adds the selected H-PCF ID and V-PCF ID in the returned response. 
In case the SCP is not allowed to add the H-PCF ID in the response, the AMF sends the service request message to SCP together with H-PCF selection parameters and an indication to indicate the SCP not to send the service request to the selected H-PCF. The SCP selects the H-PCF based on the selection parameters, and rejects the service request with the selected H-PCF(s) ID. 
Then AMF establishes the UE policy association by adding H-PCF ID in the message body and the received V-PCF ID in the discovery and selection parameters to the request. SCP selects the indicated V-PCF.
In the case of delegated discovery and selection in SCP and the V-PCF received a H-PCF ID, the V-PCF establishes the UE policy association to H-PCF by adding the H-PCF ID in the discovery and selection parameters in the request.
The following factors may be considered at PCF discovery and selection for a PDU session:
a)	Local operator policies.
b)	Selected Data Network Name (DNN).
c)	S-NSSAI of the PDU Session.
d)	SUPI; the SMF selects a PCF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for PCF discovery.
e)	PCF selected by the AMF for the UE.
f)	MA PDU Session capability of the PCF, for an MA PDU session.
g)	The PCF Group ID provided by the AMF to the SMF.
In the case of delegated discovery and selection in SCP, the SMF shall include the available factors in the first request.
Editor's note:	It still needs to be clarified which actual set of parameters the sentence above is referring to.
The selected PCF instance for serving the Access and Mobility and UE policies may be the same or different as the selected PCF insance(s) for PDU session policies.and the selected PCF instance for serving a PDU session of this UE may be the same or may be different.
In the following scenarios, information about the PCF instance that has been selected i.e. the PCF ID may be forwarded to another NF. If the NF service consumer performs discovery and selection, this NF may use this PCF instance. In the case of delegated discovery and selection, this NF may include PCF ID in the request and the SCP may use this information to select the associated PCF instance (discovery may still be needed depending on what level of information is sent by the AMF, e.g. the address of the PCF instance may not be present):
When NF service consumer performs discovery and selection, the following applies:
-	During AMF relocation, the target AMF may receive a PCF ID Access and Mobility policy association and UE policy associations from the source AMF to enable the usage of the same PCF by the target AMF, and the target AMF may decide based on operator policy either to use these association or establish new policy associations to the same PCF or select a new PCF. 
-	The AMF may, based on operator policies, forward the selected PCF ID to SMF instance(s) during the PDU Session Establishment procedure(s) to enable the usage of the same PCF for the AMF and the SMF instance(s). The SMF may decide based on operator policy either to use the same PCF or select a new PCF. If SMF decides to use the same PCF, and there is delegated discovery and selection. The SMF adds the PCF ID to the discovery and selection parameters in a first service request. The SCP shall select the indicated PCF instance.
-	In the roaming case, the AMF may, based on operator policies, e.g. roaming agreement, select the H-PCF in addition to the V-PCF for a UE by performing the PCF discovery and selection as described above. The AMF sends the H-PCF ID of the selected H-PCF instance to the V-PCF during the policy association establishment procedure.
When the SMF receives a a redirection indication with PCF ID from the PCF for the PDU session, the SMF shall terminate the current SM Policy Control association and reselects a PCF based on the received PCF ID. The SMF shall then establish an SM Policy Control association with the reselected PCF.
In the case of delegated discovery and selection in the SCP, the following applies:
-	During AMF relocation, the AMF may receive a PCF ID from the source AMF to enable the usage of the same PCF instance by the AMF. The AMF includes that information in the request. SCP may decide based on operator policy either to use the PCF instance or select another PCF instance that is not interchangeable to the used PCF instance.
-	The AMF may, based on operator policies, forward the selected PCF ID to the SMF during the PDU Session Establishment procedure to enable the usage of the same PCF instance for the AMF and the SMF. The SMF may include that information in the request. SCP may decide based on operator policy either to use the PCF instance or select another PCF instance that is not interchangeable to the used PCF instance.
-	In the roaming case, SCP may, based on operator policies, e.g. roaming agreement, select the H-PCF in addition to the V-PCF for a UE by performing the PCF discovery and selection as described above.
Editor's note:	If the sentence above applies, it is FFS how the AMF can send the selected H-PCF ID to the V-PCF during the policy association establishment procedure or it is FFS whether the sentence above means that the SCP needs to add an extra information H-PCF ID in the application part of the request; it is also FFS whether "SCP" means a SCP in VPLMN or SCP in HPLMN.
*** END CHANGES ***
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