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< **** First Change ****>

[bookmark: _Toc11124488]Y.11.3.2	HSS Discovery
The call flow in Figure Y.11.3.2-1 illustrates the steps to locate the HSS instance for an IMS public identity.


Figure Y.11.3.2-1: HSS discovery and selection
1.	The SBI capable IMS entity receives an IMS procedure related to a given IMS user (IMPI or IMPU depending on the procedure).
Steps 2 - 4 may be performed, e.g. if the SBI capable IMS entity did not retrieve and store information about HSS instances and/or HSS Group IDs registered in the PLMN at an earlier stage.
2.	An SBI capable IMS entity may discover the SBI capable HSS instances available in the PLMN via Nnrf_NFDiscovery_Request.
3.	The NRF provides the SBI capable IMS entity with the HSS instances and/or any HSS Group IDs registered in the PLMN. If no SBI capable HSS instance and/or any HSS Group ID is available in the PLMN, then the NRF will reply to the SBI capable IMS entity with no information about available SBI capable HSS instances.
4.	The SBI capable IMS entity stores the result of the NRF discovery, if any is received. The IMS capable entity may store the received response for future use, otherwise the IMS entity must perform the query in response to each IMS request it receives.
	If the SBI capable IMS entity received no results at all, the procedure is exited, and the SBI capable IMS entity may use Diameter interfaces to interact with an HSS.
NOTE:	The SBI capable IMS entity can request the NRF to be notified of updates in the SBI capable HSS instances/ HSS Group IDs registered in NRF by using a Nnrf_NFManagement_NFStatusSubscribe service operation.
Steps 5 - 8 are performed only if the SBI capable IMS entity cannot locate an HSS instance corresponding to the IMS public identity based on stored information.
5.	The SBI capable IMS entity sends to NRF an Nnrf_NFDiscovery_Request with the IMS public identity received in step 1.
6.	NRF may query the UDR, via the Nudr_GroupIDmap service, for the HSS Group ID corresponding to the IMS public identity.
Editor's note:	Service and operation name is FFS.
7.	If requested the UDR returns the HSS-IMS Group ID to NRF.
8.	NRF locates HSS instance(s) corresponding to the HSS Group ID and provides and them to the SBI capable IMS entity.
9.	The SBI capable IMS entity selects the HSS instance.
10.	The SBI capable IMS entity can then start interaction with the selected HSS instance.


< **** End of Changes ****>
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