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	Reason for change:
	According to the introduction of NF Set, when the original NF instance is not available (or in some cases even when available), the consumer/SCP may reselect another NF instance from the same NF Set. This applies to all control plane NFs. And the binding info or Set informaiton is stored at the consumer NF. 

However, when AF/NEF as a consumer NF requests service from PCF, it is currently limited to finding a specific PCF Instance ID in the BSF. This is due to the fact that as per the existing functionality described in 23.503 6.1.1.2.2, a PCF can only store its PCF instance address in the BSF binding information. It cannot store any additional information, which is defined in 23.501 6.3.1.0.

It is proposed that the AF/NEF should be able to select any binding information related to PCF in accordance with the producer binding indication defined in 23.501 6.3.1.0. Specifically, in accordance with the NF Instance and NF Set rows defined in 23.501 6.3.1.0.    For example, if the AF/NEF detects a PCF failure, it can check the BSF for another available PCF, which belongs to same NF SET. 

In addition, the above functionality can assist in the case when PCF is a consumer of the BSF. For example in the case of PCF Selection (by the SMF for PDU Session) for the same combination of S-NSSAI and DNN for Usage Monitoring Enabled UE. 
If the new PCF (ie the PCF, which has been selected by the subsequent SMF) finds a PCF instance already stored in BSF (aka “old PCF”) for the above combination, and the stored PCF, belong to the same SET, then a PCF redirection can be avoided (as the new selected PCF is allowed to serve the new PDU Session based on the NF Set association). This is captured in a corresponding CR S2-19069962.

Based on the above, it is proposed to:

1. Allow the binding information of the BSF (defined in 23.503 6.1.1.2.2 NF Instance and NF Set rows) to include PCF producer Binding indication in addition to PCF address.

2. Allow the binding information to include the PCF Set ID.

NOTE 1: When the PCF plays the role of the consumer of BSF, the third column of Table 6.3.1.0-1 (ie the rainy day scenario) is not used.

NOTE 2: since the PCF service types involved in BSF binding are both Npcf_PolicyAuthorization Service and Npcf_SMPolicyControl service, it is proposed to leverage only the last two rows of 23.501[2] Table 6.3.1.0-1, ie the NF Set and the NF Instance rows (NF Service Set and NF Service Instance rows are not relevant to BSF binding, as they are limited to one specific service type).

NOTE 3: In the case of a PCF consumer of the BSF (as opposed to AF consumer) the consumer (ie the “new PCF”) can tell whether it belong to the same NF Set as the current/serving PCF (ie the “old PCF”) by examining the ‘PCF Set ID’ value in the BSF binding and comparing it with its own Set ID. Optionally, this can be found by querying the NRF.

The proposed BSF binding information of the BSF is described in the table below:

Binding information stored in the BSF
	User ID
	UE Address
	Slice info
	DNN
	PCF address
	PCF Set ID
	PCF producer Binding Ind. To be consumed by PCF 

	SUPI or/and GPSI
	UE IP address/ Ethernet addr.
	S-NSSAI
	DNN
	FQDN or IP Address of PCF
	NF Set ID of the PCF
	All information in  NF Instance or NF SET row of table 23.501 Table 6.3.1.0-1




	
	


	Summary of change:
	In addition to PCF instance information already stored in BSF, it is proposed that binding indication and PCF Set ID are also stored in BSF. 

	
	

	Consequences if not approved:
	BSF consumers such as the AF/NEF and PCF may not be able to leverage producer Binding Information described in Table 6.3.1.0-1 in TS 23.501.   
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*** BEGIN CHANGES ***
[bookmark: _Toc11145305]6.1.1.2.2	The Binding Support Function (BSF)
The BSF has the following characteristics:
[bookmark: _GoBack]-	The BSF stores information about the user identity, the DNN, the UE (IP or Ethernet) address(es), the DN information (e.g. S-NSSAI) and, the selected PCF address for a certain PDU Session and the PCF producer binding indication as defined in TS 23.501 [2] Table 6.3.1.0-1 NF Instance and NF Set rows, PCF Set ID. This information is stored internally in the BSF.
-	The PCF registers, updates and removes the binding information from the BSF using the Nbsf management service operations defined in TS 23.502 [3].
-	The PCF ensures that it is updated each time an IP address is allocated or de-allocated to the PDU Session or, for Ethernet PDU Sessions supporting binding of AF request based on MAC address, each time it has been detected that a MAC address is used or no more used by the UE in the PDU Session.
-	Based on operator's policies and configuration, the PCF determines whether the same PCF shall be selected for the SM Policy associations to the same UE ID, S-NSSAI and DNN combination in the non-roaming or home-routed scenario.
NOTE 1:	This applies to usage monitoring.
-	The selected PCF (if needed) downloads the user profile from the UDR as described in TS 23.502 [3] 4.16.4 step 2. If usage monitoring is enabled for the user, and based on operator's policies, the PCF checks if the BSF has already existing PCF serving the combination of SUPI, S-NSSAI, DNN.
-	If no such PCF is found the PCF shall register itself to the BSF as described above in this clause.
-	Else if an existing PCF is found for the above combination, the PCF shall return to the SMF the PCF ID of the existing PCF and a redirection indication.
NOTE 2:	The assumption is that for DNN, S-NSSAI combinations where usage monitoring be applied, the same BSF instance or the same BSF SET is selected for all UE PDU sessions to the same DNN, S-NNSAI.
-	For retrieval binding information, any NF, such as NEF or AF or PCF, that needs to discover the selected PCF Instance or/and PCF Set for the tuple (UE address, DNN, S-NSSAI, SUPI, GPSI) (or for a subset of this Tuple) uses the Nbsf management service discovery service operation defined in TS 23.502 [3].
-	The NF may discover the BSF via NRF or based on local configuration. In case of via NRF the BSF registers the NF profile in NRF. The Range(s) of UE IPv4 addresses, Range(s) of UE IPv6 prefixes supported by the BSF may be provided to NRF.
The BSF may be deployed standalone or may be collocated with other network functions, such as PCF, UDR, NRF, SMF.
NOTE:	Collocation allows combined implementation.
*** END CHANGES  ***
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