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1
Background
TS 23.501 [1] contains the following Editor's notes:

Editor's note:
It is FFS whether SMF or UPF allocates Port ID on the DS-TT, and how the port ID on the DS-TT side is sent to the UE.

Editor's note:
The details of port management information for support of link layer discovery and reporting are FFS.

Editor's note:
The details of how to transparently convey port management information between TSN AF and DS-TT/NW-TT (including how to determine whether the related port is located in DS-TT or NW-TT) is FFS.

The remainder of this paper discussed how to address those Editor's notes and proposes a way forward.

2
Discussion

2.1
Identification of DS-TT and NW-TT Ethernet ports

TS 23.501 [1] clause 5.28.1 contains the following text:

Identity of the 5GS Bridge and Identities of the ports on the NW-TT side could be preconfigured on the UPF, which can be selected for a PDU Session serving TSC based on subscribed DNN, traffic classes and VLANs. Port ID on the DS-TT side (i.e., an integer number as defined in 802.1Qcc and 802.1Qbv) for the PDU Session is stored at SMF.

Editor's note:
It is FFS whether SMF or UPF allocates Port ID on the DS-TT, and how the port ID on the DS-TT side is sent to the UE.

As can be seen above, TS 23.501 [1] assumes, in reference to IEEE 802.1Qbv [2] and IEEE 802.1Qcc [3], that the port ID for Ethernet ports on DS-TT and NW-TT is an integer value and assumes further that it needs to be assigned by 5GS.

This is however not in line with relevant IEEE specifications, i.e. IEEE 802.1Qbv [2] and IEEE 802.1Qcc [3]. IEEE 802.1Qcc [3] only mentions an integer value-based port in the context of using IPv4 addresses for stream identification, which however relates to the interface between CUC and CNC and is not related to identifying the DS-TT and NW-TT Ethernet ports.

It is worth noting that port identification is closely related to neighbor discovery as the port ID needs to be sent using LLDP as defined in IEEE 802.1AB [4] to enable discovery of other nodes on the same Ethernet segment. The port ID sub-types that are supported as per IEEE 802.1AB [4] clause 8.5.3.2 include MAC address and other options such as an interface name but no simple integer value.
It is reasonable to assume that there has been a misunderstanding as the port ID subtype defined in IEEE 802.1AB [4] clause 8.5.3.2 is an integer value. The port ID subtype field does however not identify the port, it merely identifies the type of port ID that is contained in the port ID field as stated in IEEE 802.1AB [4] clause 8.5.3.2:
"The port ID subtype field shall contain an integer value indicating the basis for the identifier that is listed in the port ID field."

Observation 1: Relevant IEEE specifications including IEEE 802.1AB [4] and IEEE 802.1Qcc [3] do not support an integer-value based port ID type.
This raises the question which port ID type to use for identification of DS-TT and NW-TT Ethernet ports and related to that for neighbor discovery.
It is worth highlighting that Ethernet nodes typically have a unique MAC address as also stated in IEEE 802.1Qcc [3] clause 46.3.1:

IEEE Std 802 recommends that each distinct point of attachment to an IEEE 802 network have its own EUI MAC address. If the identified station follows this IEEE 802 recommendation, the mac-address [...] uniquely identifies the interface as well as the station, and interface-name is not needed.

At the same time LLDP as defined in IEEE 802.1AB [4] also supports MAC addresses as a port ID sub-type.
Observation 2: Ethernet ports typically have a unique MAC address. MAC addresses are also supported as a sub-type for neighbor discovery as per IEEE 802.1AB [4].

Given Observation 2, it can be concluded that Ethernet ports in DS-TT and NW-TT can be identified using their respective MAC addresses, which can also be used for neighbor discovery. This requires that the MAC address of the DS-TT and NW-TT Ethernet ports used for a given PDU session need to be reported to 5GS and subsequently to TSN AF to enable (1) TSN AF to advertise the port pair to CNC and (2) to determine the related PDU session when information for a specific MAC address is received from CNC.
Proposal 1: DS-TT and NW-TT to report the MAC addresses used for an Ethernet PDU session to 5GS (SMF); DS-TT and NW-TT MAC addresses to be used for port identification and for neighbor discovery using LLDP.

2.2
Port management information

2.2.1
Background

TS 23.501 [1] contains the following Editor's note:

Editor's note:
The details of port management information for support of link layer discovery and reporting are FFS.

The following sections discuss port management information needed for link layer discovery but also review completeness of port management information in other areas.

2.2.2
Additional required port management information

2.2.2.1 
Supported port management capabilities
TS 23.501 [1] lists hold and forward functionality as per IEEE 802.1Qbv [2] as well as link layer connectivity discovery and reporting as per IEEE 802.1AB [4] as optional functionalities. However, depending on the actual deployment, support of those functionalities may be required, e.g. if a given deployment relies on use of dynamic link layer connectivity discovery. Therefore it is important to enable TSN AF to determine which functionalities are supported by a given Ethernet port in DS-TT or NW-TT and furthermore to determine which features can be controlled by port management information via 5GS. This enables TSN AF to determine whether to report the related port pair to CNC or not.
Observation 3: It is important to enable TSN AF to determine which Ethernet port functionalities are supported by a given Ethernet port in DS-TT or NW-TT and can hence be controlled by port management information via 5GS.

It is important to emphasize that information about supported features on the Ethernet ports in DS-TT and NW-TT are irrelevant for 5GS entities. Therefore it is proposed to report supported port management features also using the transparent mechanism for transfer of port management information via 5GS.
Proposal 2: Enable DS-TT and NW-TT to report the supported port management capabilities also using the transparent mechanism for transfer of port management information via 5GS.
2.2.2.2 
Traffic class and priority information

TS 23.501 [1] clause 5.28.1 already assumes that traffic class information can be retrieved from 5GS:

-
Traffic classes and their priorities per port as defined in IEEE 802.1Q [Q].

Traffic class information for a given port is important for TSN AF to determine how many traffic classes are supported by that port. This is essential for TSN AF to be able to report the number of supported traffic classes for a port pair to the CNC. Furthermore, a given deployment may want to be able to update the mapping from IEEE 802.1Q priorities to traffic classes. This is turn requires TSN AF to be able to update the traffic class table.
Observation 4: Information about traffic classes and their priorities per port is essential for TSN AF to be able to determine the number of supported traffic classes for a given port and report this information to CNC.

Proposal 3: Enable TSN AF to access the traffic class table for Ethernet ports in DS-TT and NW-TT.

2.2.2.3
Link layer discovery and reporting

The Link Layer Discovery Protocol (LLDP) defined in IEEE 802.1AB [4] enables Ethernet nodes to advertise their identifier (and optionally capability information) to other nodes on the same Ethernet segment.

According to IEEE 802.1AB [4] clause 6.1 only the following information is mandatory to be announced to neighbors:
-
Chassis ID (consisting of a chassis ID sub-type and the actual identification assigned to the chassis)
-
Port ID (consisting of a chassis ID sub-type and the actual identification assigned to the chassis)
-
Time To Live information

While time to live information can be pre-configured in DS-TT and NW-TT, Chassis ID identifies the 5GS bridge and hence needs to be provided to DS-TT and NW-TT. For Port ID typically subtype MAC address and the MAC address of the port is used as identification; however, also other ID types are supported.
This implies that for LLDP operation TSN AF needs to be able to:
-
activate/deactivate LLDP as needed in a given deployment;

-
This is controlled by the adminStatus parameter as defined in IEEE 802.1AB [4] clause 10.5.1

-
provide local chassis ID and port ID to DS-TT and NW-TT
-
This information is provided using the lldpV2LocChassisIdSubtype, lldpV2LocChassisId, lldpV2LocPortIdSubtype, lldpV2LocPortId parameters as defined in IEEE 802.1AB [4] Table 11-2.

-
receive a notification from DS-TT/NW when a new neighbor has been discovered (including chassis ID and port ID of the discovered neighbor)

-
Chassis ID and port ID of discovered neighbors are provided using the lldpV2LocChassisIdSubtype, lldpV2LocChassisId, lldpV2LocPortIdSubtype, lldpV2LocPortId objects as defined in IEEE 802.1AB [4] Table 11-2.

Proposal 4: Enable TSN AF to access the adminStatus parameter as defined in IEEE 802.1AB [4] clause 10.5.1, set the lldpV2LocChassisIdSubtype, lldpV2LocChassisId, lldpV2LocPortIdSubtype, lldpV2LocPortId parameters as defined in IEEE 802.1AB [4] Table 11-2 and get/receive notifications for lldpV2LocChassisIdSubtype, lldpV2LocChassisId, lldpV2LocPortIdSubtype, lldpV2LocPortId parameters as defined in IEEE 802.1AB [4] Table 11-2.
2.2.2.4
Gate control information

TS 23.501 [1] currently lists the following standardized port management information for gate control:

-
Tx propagation delay, tick granularity and Gate control information (AdminBaseTime, AdminControlList, AdminCycleTime and AdminControlListLength) as defined in IEEE 802.1Qbv [96];

What is missing is the capability for TSN to activate and deactivate the gate control mechanism as needed by a given deployment. This is achieved using the GateEnabled parameter as defined in IEEE 802.1Qbv [2] Table 12-28.
Proposal 5: Enable TSN AF to activate/deactivate the gate control mechanism by supporting the GateEnabled parameter as defined in IEEE 802.1Qbv [2] Table 12-28.

2.3 
Transfer of port management information

2.3.1
Background
TS 23.501 [1] contains the following Editor's note:

Editor's note:
The details of how to transparently convey port management information between TSN AF and DS-TT/NW-TT (including how to determine whether the related port is located in DS-TT or NW-TT) is FFS.

2.3.2
Solution options

The following options can be distinguished to transparently transfer port management information between TSN AF and DS-TT/NW-TT:
-
Control-plane

-
Option 1: Piggy-backing on top of PDU Session Modification/N4 session modification signaling

-
Transfer between DS-TT/UE and SMF (via AMF) using NAS-SM signaling (PDU session modification request, PDU session modification command, PDU session modification complete messages);
-
Transfer between NW-TT/UPF and SMF using N4 signaling (N4 Session modification request/response and N4 Session Report/N4 Session Report ACK);
-
Transfer between SMF and PCF using SMF- and PCF-initiated SM Policy Association Modification procedures;
-
Transfer between PCF and TSN AF using Npcf_PolicyAuthorization_Create, Npcf_PolicyAuthorization_Update and Npcf_PolicyAuthorization_Modify service operations;
-
For port management information received from TSN AF, SMF determines whether the information relates to a port in DS-TT or NW-TT based on the MAC address the information is destined to and forwards the information accordingly via NAS-SM to UE or using N4 Session modification signaling to UPF.
-
Option 2: New network exposure and new external parameter provisioning signaling via NEF

-
DS-TT

-
Transfer via AMF and NEF using a new NAS container type in NAS-MM

-
NW-TT

-
Transfer between NW-TT/UPF and SMF using N4 signaling (N4 Session modification request/response and N4 Session Report/N4 Session Report ACK; same as in Option 1)

-
Transfer between SMF and NEF using new network-internal exposure event / parameter provisioning parameters
-
Both

-
Transfer between NEF and AF based on additional events for NEF event exposure and additional parameters for the existing external parameter provisioning signaling between NEF and AF

-
User-plane

-
Option 3: Transfer in the user-plane using a new user-plane protocol for exchange of port management information inside a PDU session (dedicated or shared with e.g. TSN traffic) between DS-TT/NW-TT and TSN AF.
2.3.3
Discussion

Comparing Option 1 and Option 2 reveals that both use the same approach at least for exchange of port management information between UPF and SMF. Beyond that, Option 1 and Option 2 diverge in terms of system impact.

While Option 1 re-uses existing PDU session modification signaling and related signaling between SMF, PCF and AF, Option 2 requires definition of a new NAS container type in NAS-MM and either AMF to terminate the NAS message and forward the port management information to NEF or alternatively AMF to forward the new NAS container to NEF for handling. For port management information exchange with NW-TT, NEF needs to also interact with SMF to exchange port management information.
In summary, both Option 1 and Option 2 impact SMF and AF while Option 1 additionally impacts PCF and Option 2 additionally impacts AMF and NEF. When looking at the next level of detail, it is obvious that the SMF, PCF and AF impacts due to Option 1 are minor as only a few additional information elements (port management information container and MAC addresses) need to be added to otherwise existing signaling. Instead for Option 2, introducing a new NAS container type, and supporting the related changes for protocol handling (e.g. support timers, retransmissions, etc. for the new container type) are significant compared to Option 1; in Option 1 those come for free as NAS-SM signaling is re-used.

At the same time, other than system impact there is no obvious benefit of either option over the other.
Observation 5: System impact to support transfer of port management information resulting from Option 2 (new network exposure and new external parameter provisioning signaling via NEF) is larger than from Option 2 (Piggy-backing on top of PDU Session Modification/N4 session modification signaling); otherwise, there is no obvious benefit of either option over the other.

As a next step, when comparing Option 1 with Option 3, the obvious differences are that for Option 1 existing protocol mechanisms (PDU session modification signaling, signaling between SMF, PCF and AF can be re-used and simply extended by additional information elements. For Option 3 instead, the following would need to be defined in addition:
-
Discovery mechanism, e.g. to enable TSN AF to discover the management address of DS-TT and NW-TT;
-
New protocol to establish a signaling path for port management information via the user-plane;
-
Potentially a security solution for the new protocol (authentication, authorization, integrity protection and ciphering) given that from DS-TT/UE perspective due to the use of the user-plane it is not obvious that management information is actually sent by a trusted management entity.

Overall the impact resulting from a user-plane solution (Option 3) appears larger compared to Option 1.

Flexibility to extend port management information is supported by both options given that port management information is sent transparently, i.e. inside a container between TSN AF and DS-TT/NW-TT.
One potential benefit of Option 3 is that larger amounts of information may be transferred more efficiently via the user-plane. However, port management information is typically not large in volume and more importantly, does not get sent very frequently: once neighbors have been discovered and gate control information has been provided by TSN AF, there is no need for further updates until the next change of gate control information, which is however not likely to occur frequently either.

Observation 6: System impact resulting from a user-plane-based solution for transfer of port management information between TSN AF and DS-TT or NW_TT, respectively, is larger while the benefit of the user-plane solution (more efficient transfer of larger amounts of data) does not appear that relevant given that port management information is typically not large in volume and not exchanged frequently.
Proposal 6: Select Option 1 (piggy-backing port management information on top of PDU Session Modification/N4 session modification signaling) as the way forward.

2.3.4
Required operations on port management information
As discussed in clause 2.2 TSN AF needs to be able to get port management information from DS-TT and NW-TT (e.g. txPropagationDelay) and also to write (or set) port management information (e.g. Gate control information). Other port management information such as information about discovered neighbors may need to be updated when a change is detected in DS-TT or NW-TT.

Given this it is proposed to support the following operations on port management information

-
GET operation

-
SET operation
-
Notification operation to report a change of specific management information (i.e. to avoid polling)
Proposal 7: Support GET, SET and Notification operations on port management information for TSN AF and DS-TT/NW-TT.

2.4
Transfer of UE-DS-TT Residence Time

UE-DS-TT Residence Time is required for two purposes:

-
TSN AF to calculate bridge delays on a port pair basis as documented in TS 23.501 [501] clause 5.27.5
-
SMF to calculate TSCAI Burst Arrival Time as documented in TS 23.501 [501] clause 5.27.3
For this reason it is suggested to not report UE-DS-TT residence time as part of the transparent port management information (see section 2.2). Instead, it is proposed to indicate UE-DS-TT Residence Time explicitly from DS-TT/UE to SMF in NAS-SM and subsequently via PCF to AF.

Proposal 8: Indicate UE-DS-TT Residence Time explicitly from DS-TT/UE to SMF and subsequently via PCF to AF.

3
Summary
This paper has made the following proposals:
-
Proposal 1: DS-TT and NW-TT to report the MAC addresses used for an Ethernet PDU session to 5GS (SMF); DS-TT and NW-TT MAC addresses to be used for port identification and for neighbor discovery using LLDP.

-
Proposal 2: Enable DS-TT and NW-TT to report the supported port management capabilities also using the transparent mechanism for transfer of port management information via 5GS.

-
Proposal 3: Enable TSN AF to access the traffic class table for Ethernet ports in DS-TT and NW-TT.

-
Proposal 4: Enable TSN AF to read/write the adminStatus parameter as defined in IEEE 802.1AB [4] clause 10.5.1, write the lldpV2LocChassisIdSubtype, lldpV2LocChassisId, lldpV2LocPortIdSubtype, lldpV2LocPortId objects as defined in IEEE 802.1AB [4] Table 11-2 and read/receive notifications for lldpV2LocChassisIdSubtype, lldpV2LocChassisId, lldpV2LocPortIdSubtype, lldpV2LocPortId objects as defined in IEEE 802.1AB Table 11-2.

-
Proposal 5: Enable TSN AF to activate/deactivate the gate control mechanism by supporting the GateEnabled parameter as defined in IEEE 802.1Qbv [2] Table 12-28.

-
Proposal 6: Select Option 1 (piggy-backing port management information on top of PDU Session Modification/N4 session modification signaling) as the way forward.

-
Proposal 7: Support GET, SET and Notification operations on port management information for TSN AF and DS-TT/NW-TT.

-
Proposal 8: Indicate UE-DS-TT Residence Time explicitly from DS-TT/UE to SMF and subsequently via PCF to AF.

Changes to TS 23.501, TS 23.503 and TS 23.503 reflecting the proposals above are captured in CRs in S2-1906941, S2-1906942 and S2-1906943. It is proposed to agree the changes contained in those CRs.

4
References

[1]
3GPP TS 23.501: "System Architecture for the 5G System (Release 16)".

[2]
IEEE 802.1Qbv-2015: "IEEE Standard for Local and metropolitan area networks -- Bridges and Bridged Networks - Amendment 25: Enhancements for Scheduled Traffic".

[3]
IEEE P802.1Qcc: "Standard for Local and metropolitan area networks - Bridges and Bridged Networks - Amendment: Stream Reservation Protocol (SRP) Enhancements and Performance Improvements".

[4]
IEEE Std 802.1AB-2016: "IEEE Standard for Local and metropolitan area networks -- Station and Media Access Control Connectivity Discovery".

[5]
IEEE P802.1Q: "Standard for Local and metropolitan area networks--Bridges and Bridged Networks".

3GPP


