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* * * First Change * * * *

7.14
Key Issue 14: How to ensure that slice SLA is guaranteed


There are two different solutions described for this key issue, that are analysed below, using the comparation criteria in the table, i.e. impacts on 5GS, amount of signalling, cost, deployment aspects, configuration effort,

	Comparation criteria
	Solution#32
	Solution#33

	Impacts in the existing Radio Resource Management in OAM (NOTE 1)
	According to SA5 TS, RAN is OAM configured with RRM policies per slice (see TS 28.541, section 4.3.36.1, Annex X).

Guaranteed Slice Radio Resource could be mapped to RMPolicyMinRatio.

Maximum Slice Radio Resource could be mapped to RMPolicyMaxRatio.

Analysis: No clear reason to include new type of RRM Policies.
	Existing RRM policies are used, unless SA5 decides to extend them.

Analysis: No foreseen impacts on RRM Policies.

	Impacts in the existing NG-RAN RRM (NOTE 2)
	OAM is mentioned as an example of a configuration entity. Also, it is suggested that GSRR/MSRR are similar to GFBR and MFBR that reinforces the idea that this solution aims to configure NG-RAN via OAM or some other means.

Analytics: Impacts to configure NG-RAN via other means than OAM have not been investigated.

NG-RAN has the freedom to apply the best RRM policy for the SLA in place as defined in TS 38.300 and then a notification from the AMF based on analytics may also come that may contradict (or not) the NG-RAN monitoring.

Analysis: Unclear how NG-RAN reacts and why analytics should take precedence or not on the internal and real time NG-RAN monitoring.
	NG-RAN monitors if RRM policies are fulfilled, and then take actions.

Analysis: No impacts on NG-RAN.

	Impacts on 5GS NF
	SLA monitoring functionality is placed in both NSSF and in OAM.

NSSF, AMF, and NG-RAN are impacted to be able to transfer the indication that SLA is not fulfilled and then take actions in NG-RAN.

Analysis: Role of NSSF is extended, that implies large impacts (new services and new functionality), impacts on AMF and NG-RAN.
	SLA monitoring functionality is placed mainly in OAM with NWDAF assistance on QoE in the slice. NSSF role is extended to do admission control as instructed by OAM.
Analysis: Role of existing NFs is maintained, except for NSSF that is extended to do admission control

	Amount of signalling to NG-RAN that is assumed to be a bottleneck)
	AMF may notify gnodeBs that may not need to take any actions, since they are in the “problematic area”

Analysis: Unnecessary signalling from AMF to NG-RAN. 
	Signalling from NWDAF to OAM to provide QoE in the slice.

Analysis: No unnecessary signalling from AMF to NG-RAN.

	Cost
	Define OAM as an example of an entity that could configure NG-RAN with Guaranteed Slice RR/Maximum Slice RR.

The above implies that other solutions may exists, in particular when an equivalence to GFBR and MFBR is described. 

Analysis: Cost for these solutions are considered High.  
	Cost would be estimated by SA5, NWDAF service may need some extensions as well as defining SLA monitoring functionality.

Analysis: Cost for these solutions are considered moderate. 

	Deployment issues
	Implies that two solutions to monitor SLA would be standardized: SA5 defined e2e SLA monitoring as defined in TR 28.805 and NG-RAN SLA monitoring defined in TR 23.791.  

Analysis: Both solutions should not be deployed simultaneously.
	OAM solution only, implies that each NF complies with OAM SA5 TSs.

Analysis: 5GS implements OAM TSs for SLA monitoring.

	NOTE 1: Impacts are only estimated since the RRM functionality is currently defined at SA5.
NOTE 2: Impacts are only estimated since NG-RAN is defined by RAN WG.
NOTE 3: Propietary OAM solutions are not considered.


Based on the above, the discussion may be whether SLA monitoring functionality is an OAM functionality, or a different non-OAM solution should be defined. A non-OAM solution for SLA monitoring as defined in solution#32 is a discussion that is not in the scope of Network Analytics but wider.

* * * Next Change * * * *

Annex X: RRMPolicyRatio2 (extract from TS 28.541)
A.1
Definition

This <<DataType>> represents the properties of RRMPolicyRatio2. The RRM policy setting the ratios for the split of the Radio resources between the supported S-NSSALists. in average over time. RRMPolicyRation2 is a list and each item of the list has seven attributes. Four of them specify the percentage of radio resources to be allocated to the corresponding sNSSAIList. The attribute rRMPolicyMaxRatio defines the maximum resource limitation for the sNSSAIList. The attribute rRMPolicyMarginMaxRatio defines the safety margin that allows for maximum float limit use with other sNSSAIs borrowing free resources while keeping safety margin to ensure that resources are available for quota specific sNSSAIList. The attribute rRMPolicyMinRatio defines the minimum resource limitation for the sNSSAIList. The attribute rRMPolicyMarginMinRatio defines the safety margin that allows for minimum float limit use with other sNSSAIs borrowing free resources while keeping safety margin to ensure that resources are available for quota specific sNSSAIList. 

* * * End of Changes * * * *

