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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-EIR
5G-Equipment Identity Register

5G-GUTI
5G Globally Unique Temporary Identifier

5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier

AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

AUSF
Authentication Server Function

BSF
Binding Support Function
CAG
Closed Access Group
CAPIF
Common API Framework for 3GPP northbound APIs

CP
Control Plane

DL
Downlink

DN
Data Network

DNAI
DN Access Identifier
DNN
Data Network Name

DRX
Discontinuous Reception

ePDG
evolved Packet Data Gateway

EBI
EPS Bearer Identity

FAR
Forwarding Action Rule

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate

GMLC
Gateway Mobile Location Centre
GPSI
Generic Public Subscription Identifier

GUAMI
Globally Unique AMF Identifier

HR
Home Routed (roaming)

LADN
Local Area Data Network

LBO
Local Break Out (roaming)

LMF
Location Management Function

LRF
Location Retrieval Function
MCX
Mission Critical Service

MDBV
Maximum Data Burst Volume

MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only

MPS
Multimedia Priority Service

N3IWF
Non-3GPP InterWorking Function

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NGAP
Next Generation Application Protocol

NR
New Radio

NRF
Network Repository Function

NSI ID
Network Slice Instance Identifier

NSSAI
Network Slice Selection Assistance Information

NSSF
Network Slice Selection Function

NSSP
Network Slice Selection Policy
NWDAF
Network Data Analytics Function

PCF
Policy Control Function

PDR
Packet Detection Rule

PEI
Permanent Equipment Identifier

PER
Packet Error Rate

PFD
Packet Flow Description
PPD
Paging Policy Differentiation

PPF
Paging Proceed Flag

PPI
Paging Policy Indicator

PSA
PDU Session Anchor
QFI
QoS Flow Identifier
QoE
Quality of Experience

(R)AN
(Radio) Access Network

RQA
Reflective QoS Attribute

RQI
Reflective QoS Indication
SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface

SD
Slice Differentiator
SEAF
Security Anchor Functionality

SEPP
Security Edge Protection Proxy

SMF
Session Management Function

SMSF
Short Message Service Function

SN
Sequence Number

S-NSSAI
Single Network Slice Selection Assistance Information

SSC
Session and Service Continuity

SSCMSP
Session and Service Continuity Mode Selection Policy

SST
Slice/Service Type

SUCI
Subscription Concealed Identifier
SUPI
Subscription Permanent Identifier

TNL
Transport Network Layer

TNLA
Transport Network Layer Association

TSP
Traffic Steering Policy

UDM
Unified Data Management

UDR
Unified Data Repository

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function

URRP-AMF
UE Reachability Request Parameter for AMF

URSP
UE Route Selection Policy
VID
VLAN Identifier

VLAN
Virtual Local Area Network

*** NEXT CHANGE ***

5.x.3

Non-stand-alone NPN
5.x.3.1
General

Non-stand-alone NPNs are NPNs made available via PLMNs e.g. by one (or more) Network Slice allocated for the NPN. The existing network slicing functionalities applies as described in clause 5.15. When an NPN is made available via a PLMNs, then the UE has a subscription for the PLMN. 
NOTE:
Annex X provides additional consideration to consider when supporting Non-Public Network as a network slice of a PLMN.
As network slicing does not enable the possibility to avoid UEs trying to access the network in areas which the UE is not allowed to use the Network Slice, the usage of Closed Access Groups can be used in addition to network slicing as to apply additional access control. 
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells. 
CAG is used for non-stand-alone NPNs to prevent a UE from automatically selecting and registering from a location which does not provide access to the NPN or from a location which the UE is not allowed to access the NPN. 
Editor's Note:
 Whether to assume or require combined usage of network slicing with CAG as to identify the NPN is FFS.
The following clauses describes the functionality needed for supporting CAGs.

Editor's note: Whether CAG can be combined with stand-alone NPNs is FFS.
5.x.3.2
Identifiers

The following is required for identification:

-
A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;
-
A CAG cell broadcasts a CAG Identifier per PLMN;
Editor's Note:
It is FFS whether it shall be possible to broadcast a list of CAG Identifiers per PLMN.
-
A CAG cell may in addition broadcast a human-readable network name per CAG Identifier:
NOTE:
The human-readable network name per CAG Identifier is only used for presentation to user (via the MMI) when user request a manual CAG selection.
5.x.3.3
UE configuration 
The UE is configured with the following to support CAG:

-
an Allowed CAG list i.e. a list of CAG Identifiers the UE is allowed to access; and
-
optionally, an indication whether the UE is only allowed to access 5GS via CAG cells (see TS 38.304 [50] for how the UE identifies whether a cell is a CAG cell);
Editor's Note:
The above indication addresses e.g. the following 22.261 requirement: "5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorised to select.", but it is FFS whether the indication is needed.
Editor's Note:
How the UE is configured with the above information is FSS, e.g. UDM could configure the UE using the UE Parameters Update via UDM Control Plane Procedure as described in TS 23.502 [3] clause 4.20.
5.x.3.4
Network and cell selection, and access control

The following is assumed for network and cell selection, and access control;
-
The CAG cell shall broadcast information preventing non-supporting UEs from accessing the cell;
-
For aspects of automatic and manual network selection in relation to CAG, see TS 23.122 [17];
-
For aspects related to cell selection, see TS 38.304 [50];
-
The subscription contains the list of CAG Identifiers the UE is subscribed to access, and an indication whether the UE is only allowed to register via CAG cells;
-
The Mobility Restrictions, the AMF provides to NG-RAN, shall be able to restrict the UE's mobility according to the Allowed CAG list (if configured in the subscription) and including support a UE that is only allowed to access CAG cells (if configured in the subscription).
Editor's Note:
How the Mobility restrictions is extended is FFS.
-
During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the NG-RAN shall provide the CAG Identifier to the AMF:
Editor's Note:
It is FFS whether the CAG Identifier is provided as a separate information or as an extension to the Selected PLMN.
-
The AMF shall verify whether the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list as received from the UDM:

-
If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;
-
If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code as defined in TS 24.501[47]. The UE shall then remove that CAG Identifier entry, if it exist, from its Allowed CAG list;
-
If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code as defined in TS 24.501[47]. The UE shall update its local configuration so as to be aware that it is only allowed to access CAG cells. How this update is done is implementation specific; and
Editor's Note:
The currently defined AN release procedure defined in TS 23.502 [3] does not suggest that NAS signalling is involved in an AN release of the signalling conncetion. Thus it is FFS if the cause code indicating UE is only allowed to access CAG cells, is to be defined in TS 24.501 or in RAN2's RRC specifications.

-
The AMF shall provide the UE's Allowed CAG list (if configured in the subscription) and an indication whether the UE is only allowed to access CAG cells (if configured in the subscription) as part of the Mobility Restrictions to NG-RAN.
-
During connected mode mobility procedures:
-
Based on the Mobility Restrictions received from the AMF:

-
Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;
-
Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;
Editor's Note:
How the Mobility restrictions is extended depends on whether CAG Identifier is a separate information or an extension of the PLMN ID.
-
Subscriber Data Update Notification to AMF:
-
When the AMF receives the Nudm_SDM_Notification from the UDM and the AMF determines that the Allowed CAG list or the indication whether the UE is only allowed to access CAG cells have changed;
-
The AMF shall update the Mobility Restrictions accordingly;
-
If the UE is currently accessing a CAG cell and the related CAG Identifier has been removed from the Allowed CAG list or if the UE is currently accessing a non-CAG cell and the indication that the UE is only allowed to access CAG cells has been set in the subscription, then the AMF triggers the AN release procedure. The AN release procedure shall indicate to the UE, the reason or a reject cause for release.
NOTE:
The coding and value of the reason for release and reject cause to use is in the remit of Stage 3 WGs.
*** NEXT CHANGE ***

Annex X (informative):
5GS support for Non-Public Network deployment options
X.1
Introduction

This annex provides guidance on how 5GS features and capabilities can be used to support various Non-Public Network deployment options.
X.2
Support of Non-Public Network as a network slice of a PLMN
The PLMN operator can provide access to an NPN by using network slicing mechanisms. The following are some considerations in such case:

1.
The UE has subscription and credentials for the PLMN and optionally a separate subscription for the NPN;
2.
The PLMN and NPN service providers has an agreement of where the NPN Network Slice is to be deployed (i.e. in which TAs of the PLMN and optionally including support for roaming PLMNs);
3.
The PLMN subscription includes support for Subscribed S-NSSAI to be used for the NPN (see clause 5.15.3);
4.
The PLMN operator can offer possibilities for the NPN service provider to manage the NPN Network Slice according to TS 28.533 [yy].

5.
When the UE registers the first time to the PLMN, the PLMN can configure the UE with URSP including NSSP associating Applications to the NPN S-NSSAI (in case the UE also is able to access other PLMN services);
6.
The PLMN can configure the UE with Configured NSSAI for the Serving PLMN (see clause 5.15.4);
7.
The PLMN and NPN can perform a Network Slice specific authentication and authorization using the NPN credentials;
8.
The UE follows the logic as defined for Network Slicing, see clause 5.15;
9.
The network selection logic, access control etc are following the principles for PLMN selection; and
10.
The PLMN may indicate to the UE that the NPN S-NSSAI is rejected for the RA when the UE moves out of the coverage of the NPN Network Slice. However, limiting the availability of the NPN S-NSSAI would imply that the NPN is not available outside of the area agreed for the NPN S-NSSAI, e.g. resulting in the NPN PDU Sessions being terminated when the UE moves out of the coverage of the NPN Network Slice. Similarly access to NPN DNNs would not be available via non-NPN cells.
*** END OF CHANGES ***
