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1
Introduction
This contribution proposes a solution to support service reliability and resource isolation. The solution aims to address key issues 3 "Improvements to service framework related aspects" and Key Issue 6 “System flexibility and service provisioning”.
In this solution, Service Group is proposed. The concept of Service Group is defined as follows:

-
One Service Group could include services of different types. 

-  Each service within the same Service Group has several service instances.
-  All Service instances of the same service type can access the same data storage e.g. UDSF.
-  The customer service instance could invoke the services instances within the same Service Group.
The Service Group is identified by Service Group name and Service Group ID. 

· Service Group name

Service Group name can be identified by the operators according to the function of the Service Group. The Service Groups supporting the same network feature can have the same Service Group name.

· Service Group ID

Service Group ID can be used to differentiate the Service Groups under the same Service Group name.

The Service Group identities are allocated by the Service Framework to the service instances at the registration response message. The Service Framework also maintains the Service Group identities of the service instances. Some service instances may not belong to any Service Group. 

The concept of Service Group could be used to support network slice and system feature.

The benefit of the Service Group is as follows:

· The resource of service instances of different Service Groups can be isolated. 

· If there is any abnormal condition, e.g. high load in any service instance, malfunction of any service instance,  happening in one Service Group, the feature supported in this Service Group ID will be impacted, but other Service Groups will not suffer. So it’s easy for the network to realize the monitoring and fault management.

· The Service Group is also beneficial to the traffic management and scalability.

The network could deploy several Service Groups for the same network feature, e.g., network slice, system feature. So the traffic from different UEs can be routed to different Groups supporting the same network feature. It’s easy for the network to calculate the traffic supported in each Service Group according to its capacity.

The network could realize scalability by deploying or removing the Service Groups.
2
Proposal
It is proposed to add the following new solution in TS 23.742.
* * * * Start Change (all text new)* * * * 
6.x
Service Group for reliability and flexible deployment
6.x.1
Introduction
This solution addresses key issues 3 "Improvements to service framework related aspects" and Key Issue 6 “System flexibility and service provisioning”.
In Rel-15, AMF set was introduced for reliability. It’s proposed to provide further possibilities to enhance the reliability in Rel-16 eSBA TR23.742. Several solutions propose to define a Services Instance Set concept to support high reliability. The service instance set has the following principles as stated in clause 6.11.2 in TR 23.742: 

· A Set of instances of the same service type.

· All Service instances in a Set can access the same data storage e.g. UDSF.
In this solution, we introduce the concept of Service Group to support high reliability and resource isolation. Service Group in this solution is different from the service set concept. The details of the solution are described in clause 6.x.2. This solution also simplifies the service monitoring and fault management.
6.x.2
High-level Description
6.x.2.1
Concept of Service Group
In this solution, we propose to introduce the concept of Service Group to support high reliability and resource isolation. The concept of Service Group is defined as follows:
-
One Service Group could include different service instance sets . 
-  Each service instance set include service instances of the same service type

-  All Service instances within the same service instance set can access the same data storage e.g. UDSF.

-  The customer service instance could invoke the services instances within the same Service Group.

The concept of Service Group should work irrespective of whether UDSF is deployed or not. Furthermore, concept of Service Group should work irrespective of whether UDSF is used as a primary storage or secondary storage.
There is no vendor restriction for the services within one Service Group. 
The concept of Service Group is shown in Fig. 6.x.2-1 and Fig.6.x.2-2.
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Figure 6.x.2-1: A Service Group
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Figure 6.x.2-2: Multiple Service Groups
The Service Group is identified by the following two parts:
· Service Group name

Service Group name can be identified by the operators according to the function of the Service Group or the operator’s deployment. 
· Service Group ID

Service Group ID can be used to differentiate the Service Groups under the same Service Group name. 
The number of Service Group IDs can be decided by the Service Framework according to the traffic supported by the Service Groups.
The customer service instance could invoke the service instances which belong to the same Service Group, i.e. same Service Group name and Service Group ID. 

The customer service instance can’t invoke the service instances of different Service Group ID under the same Service Group name. 
The customer service instance could invoke the service instances under different Service Group name.
As shown in Fig.6.x.2-2, service instance a within Service Group name: xxx and Service Group ID: id-1 could invoke service instance b within the same Service Group, i.e. Service Group name: xxx and Service Group ID: id-1, but can’t invoke service instance b in the service Group with Service Group name: xxx and Service Group ID: id-2.
Service instance a with Service Group name: xxx and Service Group ID: id-1 could invoke service instance f with Service Group name: yyy and Service Group ID: id-1.
The Service Group identities are allocated by the Service Framework to the service instances at the registration response message. The Service Framework also maintains the Service Group identities of the service instances. Some service instances may not belong to any Service Group. 
The service group identities need to be considered during the service discovery procedure.
The benefit of the Service Group is as follows:

· The resource of service instances of different Service Groups can be isolated. 
     The service instance can’t invoke the service instances with the same Service Group name but different Service Group ID.
· If there is any abnormal condition, e.g. high load in any service instance, malfunction of any service instance,  happening in one Service Group, the feature supported in this Service Group ID will be impacted, but other Service Groups will not suffer. In this case, the abnormal condition will only impact the UEs accessing this service group, without impacting the UEs routed to other service groups with different Service Group IDs. So it’s easy for the network to realize the monitoring and fault management.

· The Service Group is also beneficial to the traffic management and scalability.

The network could deploy several Service Groups for the same network feature, e.g., network slice, system feature. So the traffic from different UEs can be routed to different Groups supporting the same network feature. It’s easy for the network to calculate the traffic supported in each Service Group according to its capacity.

The network could realize scalability by deploying or removing the Service Groups.  
6.x.2.2
Flexible deployment support
The Service Group could be deployed flexibly in the network. The deployment options may be as follows:

· One Service Group may correspond to one network slice instance
· One Service Group may correspond to one system feature instance. 
· One network slice instance may include several service groups. 
· etc.

The following two examples show how the Service Group can be applied to the service framework: 
· Example 1: Network slice
        Service Group could be used in the network slice level as the following example:
Service Group name: S-NSSAI-A.
        Service Group ID: NSI-ID- 1: {Service a instance set 1, Service b instance set 1, Service c instance set 1}

                Service Group ID: NSI-ID-2: {Service a instance set 2, Service b instance set 2, Service c instance set 2}
                In this example, the service a instance of Service a instance set 1 could invoke the service b instance in Service Group ID NSI-ID-1, but can’t invoke service b instance of Service Group ID NSI-ID-2. This example is shown in Figure 6.x.2-3.
                The relationship between Network slice and Service Group identification shall be stored in Service Framework.
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Figure 6.x.2-3: Service Group supporting network slice
 -    Example 2: System feature:

               If system feature is going to be supported in R16 eSBA, the Service Group could also correspond to system feature. 

              Service Group name: system feature-1.

              Service Group ID:id-1: {service a instances set 3, service c instances set 3, service d instances set 1}

Service Group ID: id-2: {service a instances set 4, service c instances set 4, service d instances set 2}

In this example, a set of services are orchestrated to form the Service Group to enable one system feature, and one system feature can be added/updated/removed in 5GC via deploying/updating/removing the corresponding Service Group. This example is shown in Figure 6.x.2-4.
The relationship between System Feature and Service Group identification shall be stored in Service Framework.
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Figure 6.x.2-4: Service Group supporting system feature
The following figure 6.x.2-5 shows how the Service Group works in the whole architecture, if the Service Group is deployed as a system feature. 
As shown in figure 6.x.2-5, UE 1 and UE 2 are accessing system feature 1 and system feature 2. The traffic of UE 1 is routed to Service Group {Service Group name=system feature-1, Service Group ID 1} and Service Group {Service Group name=system feature-2, Service Group ID 2}. The traffic of UE 2 is routed to Service Group {Service Group name=system feature-1, Service Group ID 1} and Service Group {Service Group name=system feature-3, Service Group ID 1}.
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Figure 6.x.2-5: Service Group supporting system feature-multiple system features
6.x.3
Illustrated Procedures

Editor's note:
This clause describes related high-level procedures for the solution.
6.x.4
Impacts on existing NFs, NF services and interfaces

Editor's note:
This clause describes impacts to existing services and interfaces.

There is no impact on SBI interface (except NRF interface) defined in R15.
The service framework needs to allocate Service Group identities to the service instances during service registration procedure.

The service group identities need to be considered during the service discovery procedure.
6.x.5
Evaluation
Editor's note:
This clause provides an evaluation of the solution.

* * * * End Change * * * *
3GPP
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